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EXECUTIVE SUMMARY

A. The Law Commission of Ontario

The Law Commission of Ontario (LCO) is Ontario's leading law reform agency. Our role is to conduct research, undertake public consultations, and develop reports and recommendations to improve the effectiveness, relevance and accessibility of the law. Our work promotes access to justice and contributes to public debate. Over the last 10 years, LCO projects have studied and recommended law reform in areas as diverse as disability rights, consumer protection, and vulnerable workers. More information about the LCO can be found at www.lco-cdo.org.

B. Introduction to the LCO’s Defamation in the Internet Age Project

The LCO’s Defamation in the Internet Age project considers whether or how defamation law should be reformed in light of fast-moving and far-reaching developments in law, technology and social values. This Executive Summary accompanies the LCO’s formal Consultation Paper on this project. The Consultation Paper sets out the LCO’s preliminary analysis and questions in this important area of law.

Defamation law protects reputation from harm caused by false words. The law tries to balance two fundamental yet potentially conflicting values: protection of reputation and freedom of expression. Both values are important to individuals and the functioning of a modern democracy. Both values are informed by community norms and influenced by the society in which they operate.

Defamation law has deep roots. Defamation law originated in the 17th century and the values and norms from that period continue to influence the law today. Ontario’s current defamation law developed primarily through common law supplemented by the Libel and Slander Act (LSA). Matthew Collins has argued that “[a]lmost every concept and rule in the field of defamation law … has to be reconsidered in the light of the Internet.” On one level, the internet has revolutionized how we communicate. It instantly puts us in touch with a potentially global audience and we can, if we choose, speak to that audience anonymously. Publications are also increasingly electronic, whether they are in the form of a traditional media news story, digital media news story, blog or social media post. These developments have understandably had a huge impact on a law designed to regulate expression. Finally, the power of the internet to connect individuals and groups has transformed us into a networked society where communities of shared interests exist regardless of geography.

Defamation law in Ontario has not remained static in face of these developments. In recent years, both courts and legislatures have responded to important issues and concerns in order to bring defamation law into the internet age. This approach, while obviously an effective means of addressing specific defamation issues, is not a comprehensive response to the far-reaching challenges posed by “internet speech.”

This project is designed to meet that challenge. The LCO’s project is the most comprehensive analysis of Ontario’s defamation law framework to date. It is designed to analyze the underlying purpose and function of defamation law and to update the law to reflect the social and technological developments that will continue well into the future. The issues addressed in the project and the Consultation Paper include:

- The law of defamation in Ontario today and its limitations;
- How the legal, technological, and social landscape of the early 21st century influences and challenges “traditional” defamation law;
- A consideration of the legal elements of defamation in light of “internet speech”;
- Access to justice in defamation matters;
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• Privacy and its relationship to defamation;
• Internet intermediary liability; and,
• Alternative dispute resolution.

The answers to these issues are neither obvious nor easy. Nor is there a consensus among lawyers, governments, the media, civil society organizations, or others about how they should be addressed.

The LCO’s Consultation Paper asks important questions about these issues and seeks comments and advice from a broad range of individuals and organizations, including complainants and defendants in defamation actions, traditional and new media organizations, defamation lawyers and academics, government, members of the judiciary, advocacy organizations, internet intermediaries, online review businesses and other web platforms and others.

The Consultation Paper is part of a comprehensive research and consultation process that involves public consultations, qualitative studies, commissioned research papers, forums, an international conference and other events. More information about the project can be found at the end of the Executive Summary, in the Consultation Paper, and on our project webpage at http://www.lco-cdo.org/en/defamation-law.

C. How to Get Involved

The LCO wants to hear from all Ontarians interested in the issues in this project. Some of the questions raised in this Consultation Paper involve technical legal rules and will be of most interest to lawyers and academics. However, this project is also about some important issues that affect any Ontarian living in the internet age. There is no need for legal training to respond to the Consultation Paper.

The LCO encourages all Ontarians to consider these issues and provide us with your input. The Questions for Consideration listed in this paper are a guide to the issues identified by the LCO at this point in the project. We welcome everyone’s input on these or any other issue Ontarians believe is important. Please send us your input by March 30, 2018.

There are many ways to contribute. Please contact the LCO through any of the following methods:

Law Commission of Ontario
Osgoode Hall Law School, York University
2032 Ignat Kaneff Building
4700 Keele Street
Toronto, ON M3J 1P3

Telephone: (416) 650-8406
Fax: (416) 650-8418
Email: lawcommission@lco-cdo.org
Twitter @LCO_CDO

The release of this Consultation Paper launches an intensive five-month period of public consultations, during which we encourage input from all members of the public interested in these issues. During this period, we expect to hold several focus groups in concert with our community partners. We will also conduct interviews and meetings with a broad group of individuals and organizations. The LCO will host a defamation conference in 2018, culminating the consultation process.

The consultation deadline is March 30, 2018.
D. Consultation Issues and Questions

The Consultation Paper synthesizes the LCO’s considerable research and background consultations to date. The issues and questions identified in the Paper are neither final nor exhaustive. Ontarians are welcome to make submissions on any additional topic they believe is important to this project.

Chapter Two – Defamation Law Today

Chapter Two of the Consultation Paper briefly reviews the existing state of defamation law in Ontario and Canada. This review reveals notable limitations and complexities in Canadian law that suggest the need for law reform. The chapter also summarizes developments in other jurisdictions and identifies at least four general policy options for modern defamation law.

Questions for Consideration

1. What lessons are to be learned from the law and law reform efforts of other jurisdictions on the issues in this project? How applicable are these lessons to the Ontario context?

Chapter Three – Defamation Law in Context

The LCO’s goal is to recommend defamation law reforms that reflect contemporary values and legal principles in their social context. Chapter Three of the Consultation Paper considers how the legal, technological, and social landscape of 21st century society differs from the conditions at the time defamation law was developed. This chapter begins with an examination of three important legal principles and social values: free expression, reputation and privacy.

Chapter Three also considers how defamation law has evolved over the centuries to adapt to new communications technologies. This Chapter considers several features of internet speech that, taken together, are unique and have a significant impact on how defamation law principles are applied. The Chapter further considers how the technological change represented by the internet has affected how Ontarians participate in democratic communities and how Ontarians currently understand and define media.

Questions for Consideration

2. Can or should defamation law reform in Ontario differentiate between the following and, if so, how:
   a. Traditional communications and internet communications,
   b. Reputational harm on the internet and reputational harm offline,
   c. Different forms of internet communications,
   d. Traditional media publishers, bloggers/citizen journalists and other internet publishers

3. Are there new or emerging technologies or issues that the LCO should consider when analyzing the impact of the internet on defamation? What considerations should the LCO take into account to ensure that our recommendations are likely to remain relevant as technology changes?
Technological innovation in communications necessarily influences freedom of expression. This influence has never been more apparent than in the emergence of the internet era. Chapter Three, therefore, considers the nature of online expression and its implications for the kinds of claims that engage defamation law principles today.

Questions for Consideration

4. How is our understanding of freedom of expression interests, issues or expectations different in the internet era? What, if any, significance does this have for defamation law reform in Ontario?

5. Has our understanding of truth and falsity changed in the internet era and how should this affect defamation law reform in Ontario?

The internet has caused a shift in how society understands reputation. Social norms about privacy have also fundamentally shifted with the rise of social media sites such as Facebook and Twitter as well as ever-present smartphone cameras. In this section, the LCO considers the overlap between reputation and privacy interests in the internet age.

Questions for Consideration

6. Are reputational or privacy interests, issues or expectations different in the internet age? If so, what significance does this have for defamation law reform in Ontario?

Chapter Four – The Legal Elements of the Test for Defamation

The elements of the legal test for defamation were, for the most part, established long ago. They are subject to an extensive body of case law interpreting and applying them to countless cases over a period of centuries. The LCO does not delve into the nuances of specific elements of the tort. Rather, for the purpose of this project, we have two main concerns: the overall balance struck by these elements between protection of reputation and freedom of expression, and how successfully these elements operate in the context of internet communications.

The LCO’s other focus in this chapter is on the operation of the elements of the tort as applied to the new forms of defamatory communications made possible by the internet. In this chapter, the LCO reviews the various elements that make up the legal test for defamation and considers how the development of the Charter and the internet should affect any potential reforms to the law.

Defamatory Meaning

In this section we consider if the legal test for defamatory meaning should be reformed in light of the distinctions between traditional communications and internet communications. The LCO also considers whether this may be an area for legislative reform or whether the common law should continue to evolve incrementally.
Questions for Consideration

7. Would legislative reform of the test for defamatory meaning be appropriate or should this area of defamation law continue to evolve incrementally through case law? If a new test were adopted, what elements should be part of this test?

Publication
In this section, we review the traditional law of publication as it relates to both primary and secondary publishers, and then examine the application of these principles to internet publications by primary publishers. In chapter VII below, we look at secondary liability for online publications as part of a broader discussion of internet intermediaries and content regulation on the internet.

Questions for Consideration

8. Should Ontario adopt a statutory definition of “publisher” that would require an intentional act of communicating specific words? (Also see chapter VII below.)

9. Should the statutory presumption of publication in newspapers and broadcasts be extended to some forms of internet publication?

10. Should the multiple publication rule be replaced with a statutory single publication rule, as in the UK? If so, what limitation period should be applicable to defamation claims?

Strict Liability
In the next few sections, the LCO considers whether the legal elements of the tort of defamation combine to strike an appropriate balance between protection of reputation and freedom of expression. In this section, we begin by asking stakeholders to consider whether strict liability for defamation remains appropriate in the Charter era. This discussion must be considered in conjunction with the following sections and, particularly, the section on defamation defences.

Questions for Consideration

11. Should a fault requirement be introduced into the tort of defamation in Ontario? If so, at what stage of the analysis should fault be considered?
**Presumption of Falsity**
The presumption of falsity is a signal that defamation law strikes the balance between protection of reputation and free expression closer to the protection of reputation end of the spectrum. The question is whether the presumption of falsity is outdated in the Charter era and the internet era.

**Questions for Consideration**
12. Is the presumption of falsity in defamation law still appropriate? Should the law require plaintiffs to prove falsity?
13. Is defamation law’s emphasis on the distinction between true and false communications still appropriate in the internet age?

**Presumption of Harm**
The presumption of harm also provides very strong legal protection for reputational interests. The UK Defamation Act, 2013 has introduced a serious harm threshold which has the effect of raising the bar for a plaintiff to bring a defamation lawsuit. The LCO is considering whether Ontario should reconsider the presumption of harm and/or introduce a serious harm threshold in order to raise the bar for bringing defamation actions in this province.

**Questions for Consideration**
14. Is the presumption of harm in defamation law still appropriate?
15. Should Ontario adopt a serious harm threshold similar to that adopted in the UK Defamation Act, 2013?

**Defences to Defamation**
In this section, we briefly review defamation defences as elements in the broader balancing act between protection of reputation and free expression. We ask stakeholders to consider whether the defences require further reform or codification.

**Questions for Consideration**
16. Should the common law defences for defamation be reformed or codified as has occurred in the UK Defamation Act, 2013?
Court Remedies for Defamation
The goal of a defamation lawsuit is to vindicate the plaintiff’s reputation. Traditionally, this has been achieved with a damages award. However, defamation claims are often not about money, and remedies such as a retraction or a correction and apology may be more suitable in the context of internet defamation. In this section, the LCO considers traditional and emerging remedies that may be awarded in a lawsuit between a complainant and the publisher of the defamation.

Questions for Consideration

17. What principles should be applied in adapting damages awards and injunctions to internet defamation?
18. Should Ontario adopt legislation creating new remedies for defamation that more directly vindicate the reputation of a successful plaintiff and are responsive to the nature of internet defamation?

Distinction between Libel and Slander
Most provinces and territories in Canada have abolished the distinction between libel and slander. The LCO is asking for input on whether the distinction should be similarly abolished in Ontario.

Questions for Consideration

19. Should Ontario continue to maintain the distinction between libel and slander? If so, should internet communications be considered to be libel or slander?

Chapter Five – Access to Justice and the Court Process
As a law reform agency with a mandate to promote access to justice, the LCO is particularly concerned about the access to justice concerns underlying many of the issues in this project. The LCO’s goal is to re-examine key procedural issues from first principles, that is, by considering how the nature of defamation claims have changed in the internet age and identifying procedures that best achieve access to justice in this new environment. As part of this exercise, we reconsider the provisions of the LSA and recommend reforms, either to specific provisions or more far-reaching reform to the legislation as a whole.

Standing of Corporations to Bring a Defamation Action
Although the entitlement of corporations to sue in defamation is longstanding, there is a significant body of opinion arguing that protecting corporate reputation unduly impinges freedom of expression. In this section, we review the arguments for and against corporate standing to sue and ask stakeholders to consider whether there should be a change to the law in this area.
Questions for Consideration

20. Should corporations retain standing to sue for defamation in the internet age? Should they continue to be entitled to rely on the presumption of harm and presumption of falsity?

Jurisdiction and Choice of Law Over Internet Defamation Claims
In this section, the LCO considers the current test applied when courts assume jurisdiction over internet defamation actions and we review the approach taken by other jurisdictions. We also consider whether it would be appropriate for Ontario to reform the LSA to provide statutory guidance on defamation jurisdictional issues.

Questions for Consideration

21. What evidence is there of libel tourism or inappropriate forum-shopping occurring in Ontario?

22. Does the current common law test for assuming jurisdiction strike an appropriate balance between protection of reputation and freedom of expression? Should Ontario adopt a statutory provision similar to s.9 of the (UK) Defamation Act, 2013 for multi-jurisdictional defamation actions?

Notice and Limitation Periods
In this section the LCO reconsiders the six week notice period and the three month limitation period in the LSA, applicable to claims involving libels in newspapers and broadcasts.

Questions for Consideration

23. Should the notice period in ss. 5(1) of the LSA be eliminated from Ontario law? If not, how long should the notice period be and how long should the publisher have to respond to the notice? Should notice/retraction be made available in relation to a broader range of publications?

24. Should the special limitation period in s. 6 of the LSA be eliminated so that all defamation claims are subject to the two year general limitation period in Ontario’s Limitations Act?
**Potential Procedural Reforms**
The LCO invites proposals from stakeholders on potential procedural reforms for containing the costs and reducing the complexity of defamation proceedings while maintaining fairness and just outcomes.

**Questions for Consideration**
25. What are the best options for reducing cost and complexity and promoting access to justice in defamation proceedings?

**Preliminary Motions and Hearings in Defamation Actions**
In this section, the LCO considers preliminary hearings available in English defamation actions. We ask whether Ontario’s existing summary judgment mechanism is sufficient for the fair and just resolution of issues in defamation claims or whether the LCO should consider recommending preliminary hearing powers as exist in England.

**Questions for Consideration**
26. Is Rule 20 of the *Rules of Civil Procedure* an appropriate and sufficient mechanism for the preliminary hearing of issues in defamation proceedings? Should Ontario adopt UK-style preliminary issues hearings or summary disposal measures?

**Strategic Litigation and the PPPA**
In 2015, the Ontario government enacted the *Protection of Public Participation Act, 2015* (PPPA) which put into place a fast-track motion procedure to identify and dismiss “strategic lawsuits against public participation”, otherwise known as SLAPP lawsuits. The PPPA is an important development in defamation law in Ontario. In this section, we review the fledgling case law interpreting the new procedure and ask stakeholders to consider whether the procedure strikes an appropriate balance between freedom of expression and protection of reputation.

**Questions for Consideration**
27. What impact has the PPPA had on the process and outcome of defamation lawsuits in Ontario? Does the PPPA achieve an appropriate balance between the interests of parties to defamation proceedings?
Role of the Jury
In this section, we ask stakeholders to reconsider the role of juries in Ontario defamation proceedings.

Questions for Consideration
28. What is current practice on the use of juries on Ontario defamation trials? Should the right to a jury trial for defamation actions be limited in Ontario?

Identifying Anonymous Defendants
Currently, a plaintiff seeking to identify an anonymous defamer may bring a Norwich motion. In this section, we review the benefits and limitations of Norwich motions. We seek input on how to balance the value of anonymous speech with the need to prevent defamers from hiding behind the “electronic curtain” to avoid being legally held to account for their actions.

Questions for Consideration
29. Does the current test for obtaining a Norwich order appropriately balance anonymous free speech, privacy interests, the value of a broad discovery process and the administration of justice? Would legislation addressing the identification of anonymous defendants be appropriate?

Anonymizing Plaintiffs
In this section, we discuss the tension that exists between the open court principle and the role of anonymization orders where complainants may be dissuaded from defamation litigation for fear of suffering additional reputational harm.

Questions for Consideration
30. What principles should be applied in deciding whether to grant anonymization orders to plaintiffs in defamation proceedings in the internet age?

Chapter VI: Privacy and its Relationship to Defamation
This chapter discusses the relationship between defamation and privacy and asks questions about how the law in Ontario can or should address the overlapping and evolving issues of reputational harm, free speech, privacy and technological change.
Questions for Consideration

31. What impact does the evolution of privacy law have on defamation? Should the LCO consider statutory reform similar to New Zealand’s Harmful Digital Communications Act?

Chapter VII: Internet Intermediary Liability for Defamatory Content

This chapter considers to what extent intermediaries should be legally responsible for content that they did not author. For the purpose of applying our existing body of defamation law to intermediaries, the crucial question is whether or not the intermediary should be considered to be a “publisher” of the defamatory content.

The questions in this section ask stakeholders to consider possible substantive reforms to the common law of intermediary liability.

Questions for Consideration

32. What principles or factors should guide the analysis of intermediary liability and how should intermediaries be categorized for this purpose?

33. In what circumstances, if any, should internet intermediaries bear legal responsibility for defamatory content created by someone else?

34. Do recommendations 1 to 3 in the Laidlaw & Young commissioned paper represent desirable reform in this area? Why or why not?

The LCO also asks whether the principles of intermediary liability in Ontario should be left to incremental development in common law or whether the law should be codified through statutory reform. We examine several statutory regimes in other jurisdictions and ask stakeholders to comment on whether some form of analogous statutory regime might be appropriate in the Ontario context.
Questions for Consideration

35. Should Ontario adopt legislative provisions regulating the role of internet intermediaries in relation to third party content?

36. If so, what kind of regulatory regime is recommended:
   a. Liability-based regulation such as
      i. broad immunity from liability (as in s.230 of the US Communications Decency Act) or
      ii. a notice and takedown regime (as in the UK Defamation Act, 2013 or the EU Directive);
   b. Regulation based on statutory penalty such as
      i. a notice and notice regime (as in Canada’s Copyright Act) or
      ii. a notice and notice plus regime (as in the Laidlaw & Young proposal).

Chapter VIII: Alternative Dispute Resolution in the Internet Era

The goal in this chapter is to look beyond the court system and consider whether there might be an alternative resolution mechanism that better promotes access to justice as well as fair outcomes for online defamation. We ask stakeholders to consider what relationship, if any, should exist between defamation law and online complaints processes. We also examine the possibility that some online defamation claims may be diverted to a statutory alternative dispute resolution mechanism.

Questions for Consideration

37. In your experience how successful are online complaint processes at resolving disputes over offensive online content? What role, if any, should online complaint processes play as an extra-judicial tool for resolving online defamation disputes?

38. Should a statutory dispute resolution mechanism be made available for some defamation claims as an alternative to the court process? If so, what considerations are important to its design? Should specialized rules or procedures be developed for offensive content involving children?

A. The Limits and Scope of the LCO’s Project

This project was inspired by two law reform proposals received by the LCO. The first suggested a review of defamation law principles generally. The second suggested a project focused on internet defamation. The project, as approved by the LCO Board of Governors, blends the two proposals.
The LCO has necessarily drawn some limits on the scope of the project. Importantly, the LCO will not be addressing issues of criminal defamation. The LCO is a provincial organization and criminal defamation is a matter of federal jurisdiction and therefore outside the scope of this project.

Nor will the LCO address in detail claims other than defamation that might apply in the case of harm caused by internet speech. Such related claims include injurious falsehood, misappropriation of personality, cyberbullying, online harassment, hate speech, the new European right to be forgotten and a quickly developing assortment of breach of privacy claims such as intrusion upon seclusion and public disclosure of private facts. These are each worthy of a law reform project all to itself and we cannot hope to do justice to them in this project without losing sight of our main goal to bring defamation law into the 21st century. Generally speaking, the LCO will limit its recommendations to the reform of defamation law as currently defined.

B. The LCO’s Project So Far and Next Steps

The LCO began preliminary work on this project in 2015 and 2016. During this period, the LCO undertook research and conducted roughly 35 preliminary interviews of people from a broad range of stakeholder groups, including complainants in defamation actions, traditional and new media organizations, defamation lawyers and academics, government representatives, members of the judiciary, advocacy organizations, internet intermediaries and online review businesses.

In 2016, the LCO organized an expert Advisory Group representative of key stakeholder groups to provide ongoing input and support for the project. Advisory Group members include:

- Ian Binnie, C.C., Q.C., Lenczner Slaght Royce Smith Griffin
- Dan Burnett, Owen Bird Law Corporation
- Jamie Cameron, Osgoode Hall Law School
- Peter Downard, Fasken Martineau DuMoulin
- Kathy English, The Toronto Star
- David Fewer, Samuelson-Glushko Canadian Internet Policy & Public Interest Clinic
- John D. Gregory, Retired General Counsel, Ministry of the Attorney General
- Emily Laidlaw, University of Calgary, Faculty of Law
- Brian MacLeod Rogers
- The Honourable Wendy Matheson, Superior Court of Justice of Ontario
- Roger McConchie
- Tom McKinlay, General Counsel, Crown Law Office – Civil, Ministry of the Attorney General
- Julian Porter, Q.C., Professional Corporation
- David Potts
- Paul Schabas, Blake, Cassels & Graydon LLP
- Andrew Scott, London School of Economics
- Joanne St. Lewis, University of Ottawa, Faculty of Law
- Hilary Young, University of New Brunswick, Faculty of Law
The LCO issued a Call for Research Papers in August 2016 and subsequently commissioned five research papers addressing specific issues and bringing important insights to the project. These papers are:

- Dr. Emily B. Laidlaw, *Are We Asking Too Much From Defamation Law? Reputation Systems, ADR, Industry Regulation and other Extra-Judicial Possibilities for Protecting Reputation in the Internet Age.*
- Dr. David Mangan, *The Relationship between Defamation, Breach of Privacy and Other Legal Claims Involving Offensive Internet Content.*
- Professor Karen Eltis of the Faculty of Law, University of Ottawa, *Is “Truth telling” Decontextualized Online Still Reasonable? Restoring Context to Defamation Analysis in the Digital Age.*
- Dr. Emily B. Laidlaw and Dr. Hilary Young, *Internet Intermediary Liability in Defamation: Proposals for Statutory Reform.*
- Jane Bailey and Valerie Steeves, Co-Leaders of the eQuality Project, University of Ottawa, *Defamation Law in the Age of the Internet: Young People’s Perspectives.*

The commissioned papers are available at the LCO’s website: www.lco-cdo.org/en/defamation-law

The LCO has also engaged law students at the University of New Brunswick, Faculty of Law and the University of Calgary, Faculty of Law to conduct a series of interviews of youth on the issues in this project.

The release of this Consultation Paper launches an intensive five-month period of public consultations, during which we encourage input from all members of the public interested in these issues. During this period, we expect to hold several focus groups in concert with our community partners. We will also conduct interviews and meetings with a broad group of individuals and organizations. The LCO will host a defamation conference in 2018, culminating the consultation process.

We expect to receive formal submissions from organizations and individuals but we also encourage informal input from the public by any form of communication: email or phone, blog, Facebook post, Twitter post and so on. The **deadline for submissions is March 30, 2018.**

Any questions or comments can be directed to Sue Gratton, Project Head, at sgratton@lco-cdo.org or to:

Law Commission of Ontario  
Osgoode Hall Law School, York University  
2032 Ignat Kaneff Building  
4700 Keele Street  
Toronto, ON M3J 1P3  

Telephone: (416) 650-8406  
Fax: (416) 650-8418  
Email: lawcommission@lco-cdo.org  
Twitter @LCO_CDO

---

1 LSA.  

I. INTRODUCTION

A. Introduction to the LCO’s Project

This is the Law Commission of Ontario's (LCO) consultation paper on its Defamation in the Age of the Internet project. This paper sets out the LCO’s preliminary analysis and questions in this far-reaching and important area of law.

Defamation law is designed to protect reputation from harm caused by false words. The law tries to balance two conflicting values. On the one hand, protection of reputation has been recognized as a quasi-constitutional value by the Supreme Court of Canada.1 On the other hand, there is express constitutional protection for freedom of expression under the Canadian Charter of Rights and Freedoms.2

Both values, reputation and freedom of expression, are informed by community norms and context for their content, so that defamation law is particularly sensitive to and influenced by the society in which it operates. The problem is that our current body of defamation law was largely developed by the 17th century and, therefore, influenced by the community norms and context of that time. In the 17th century, reputation was valued as property to be protected through litigation as with any other property right, and the same set of social values were shared among a wider segment of society.

In contrast, today’s society is relatively pluralistic and diverse, grounded in principles of equality and individual freedoms. Our ideas about reputation and freedom of expression have evolved accordingly in response to social and legal forces such as the constitutional entrenchment of freedom of expression, human rights, globalization and the development of mass communications. Defamation law has evolved in response to these developments on a case by case basis, supplemented periodically with legislation.

Even prior to the internet, many commentators believed that defamation law was complex, inconsistent and confusing. It has been likened to “Frankenstein’s monster”; a body of law that, even a century ago, was already considered unstable and in need of reform.3

The emergence of the internet in the early 1990s has had a profound impact on defamation law. On one level, the internet has revolutionized how we communicate. It instantly puts us in touch with a potentially global audience and we can, if we choose, speak to that audience anonymously. Publications are also increasingly electronic, whether they are in the form of a traditional media news story, digital media news story, blog or social media post. These developments in the nature of expression have understandably had a huge impact on a law designed to regulate expression. And the power of the internet to connect individuals and groups has transformed us into a networked society where communities of shared interests exist regardless of geography. This has influenced our understanding and expectations of reputation and privacy and called into question some of the underlying premises of defamation law.

The LCO’s project is the most comprehensive analysis of Ontario’s defamation law framework to date. The last major law reform initiative in this area was carried out by an Ontario Ministry of the Attorney General Advisory Committee in 1990. The Committee undertook a broad review of the law but made only modest recommendations and these were not implemented.4

The LCO’s project is designed to analyze both the underlying purpose and function of defamation law and how that law can be updated to reflect the social and technological developments that will continue well into the future. This Consultation Paper asks key questions about these issues and seeks comments and advice from a broad range of individuals and organizations interested in these issues, including but not limited to complainants and defendants in defamation actions, traditional and new media organizations, defamation lawyers and academics, government, members of the judiciary, advocacy organizations, internet intermediaries, online review businesses and other web platforms and others. This paper is part of a comprehensive research and consultation process that involves public consultations, qualitative studies, commissioned research papers, forums, an international conference and other events. More information about the project can be found at our webpage: http://www.lco-cdo.org/en/defamation-law.
B. About the LCO

The Law Commission of Ontario (LCO) is a unique, innovative and productive partnership between the provincial government, the Law Foundation of Ontario, the Law Society of Upper Canada, Osgoode Hall Law School and the Law Deans of Ontario. The LCO was established in 2007. The five-year agreement that created the LCO has been renewed twice.

The LCO provides independent, balanced and authoritative advice on some of Ontario’s most complex and far-reaching legal policy issues. The LCO evaluates laws impartially, transparently and broadly. The LCO’s work is informed by legal analysis; multidisciplinary research; public consultations; social, demographic and economic conditions; and the impact of technology.

LCO reports include principled, practical, “problem-solving” recommendations that are informed by broad consultations and tested through a transparent, comprehensive review process that engages a broad range of individuals, experts and institutions. The LCO gives a voice to marginalized communities and others who should have an important role in law reform debates and discussions. Over the last five years, the LCO has engaged with thousands of Ontarians on law reform projects.

LCO reports have led to legislative amendments and policy changes, promoted access to justice and contributed significantly to public debates surrounding important law reform issues.

C. How to Get Involved

The LCO wants to hear from everyone interested in the issues in this project. Some of the questions raised in this Consultation Paper involve technical legal rules and will be of most interest to lawyers and academics. However, this project is also about some important issues that affect all of us living in the internet age. There is no need for legal training to answer these questions. There is no need to even be an internet user. These questions involve the importance you place on reputation and privacy in the internet era, how the law should protect these, what freedom of expression means to you and the degree to which limits should be placed on freedom of expression in order to protect reputation. We encourage all Ontarians to think about these issues and provide us with your input. The Questions for Consideration listed in this paper are a guide to the issues we are addressing but you do not have to answer these specific questions. We welcome your input on any of the issues in the project that you think important.

There are many ways to reach us. You can send in a submission by mail but you can also send us an email or give us a call. Also consider blogging or tweeting about the issues on social media in order to expand the conversation. Please send us your input by March 30, 2018.

Contact Us

Law Commission of Ontario
Osgoode Hall Law School, York University
2032 Ignat Kaneff Building
4700 Keele Street
Toronto, ON M3J 1P3

Telephone: (416) 650-8406
Fax: (416) 650-8418
Email: lawcommission@lco-cdo.org
Follow us on Twitter @LCO_CDO
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D. Scope of the LCO’s Project

This project was inspired by two law reform proposals received by the LCO. One suggested a review of defamation law principles generally. The other suggested a project focused on internet defamation. The project, as approved by the LCO Board of Governors, is a blend of these proposals. The internet is the unavoidable backdrop for any meaningful law reform exercise. Accordingly, the LCO will examine defamation law taking into account, first, that the internet is now the arena in which much, if not most, defamation occurs and, second, that the internet has had an unprecedented impact on the two core values underlying defamation law: freedom of expression and protection of reputation.

Here are some of the issues the LCO will consider in this project:

- The LCO will examine some core elements of the common law defamation tort, such as its imposition of strict liability and its presumptions of falsity and harm. Some of these elements have been modified in some jurisdictions by statutory reform. They have also been affected by common law efforts to bolster the defences available in defamation actions in order to provide added protection for freedom of expression in the Charter age. The LCO will consider whether the time has come to reform the traditional foundations of defamation law in order to adjust the balance between freedom of expression and protection of reputation.

- The LCO will consider whether the law on defamatory meaning requires reform in light of the differences between traditional forms of communication and a myriad of new methods of and venues for communicating over the internet.

- The LCO will consider how best to adapt defamation law to specific procedural issues that have arisen both before and during the internet era. These include, among other things, notice periods and the single publication rule, identification of anonymous posters for the purpose of bringing an action and the counter-productive effect of bringing an action only to further publicize the defamation and exacerbate reputational harm. More specifically, we will consider reforms to Ontario’s Libel and Slander Act (LSA).5

- The LCO will consider how the traditional legal rules around what is a publication in defamation law should be adapted to address internet publications, and in what circumstances online actors, including bloggers, web moderators, internet service providers and others, should be legally responsible as publishers for third party content.

- The LCO will consider if or how current law on the jurisdiction of Ontario courts to hear multistate defamation actions should be coordinated with the law of other jurisdictions, particularly in response to a perceived concern about libel tourism.

- The LCO will consider whether a broader range of defamation remedies is warranted in the age of the internet to overcome limitations in the traditional remedy of damages and to decrease the cost of legal proceedings and promote access to justice.

- The LCO will also consider whether we should look beyond the courtroom to remedy some forms of internet defamation. We will explore possible forms of alternative dispute resolution (ADR), online complaints processes and government regulation among other things.

Many issues raised in this project are concurrently being examined by jurisdictions around the world. The very nature of the internet is to transcend geographic boundaries and the LCO will need to consider how possible directions of law reform in Ontario will affect and be affected by developments internationally. For example, a number of countries are currently grappling with the role of internet intermediaries, like Facebook and Google, for example, in facilitating internet communications and the degree of legal responsibility they should have for offensive internet content.6 Defamatory communications are only one subset of this broader issue and we consider defamation law reform in the context of this quickly developing, international debate.
The LCO has necessarily drawn some limits on the scope of the project. Importantly, the LCO will not be addressing issues of criminal defamation. Section 300 of the *Criminal Code* prohibits the publishing of defamatory material that the person knows is false. Many questions arise about the scope of this offence and its relationship to common law defamation. However, the LCO is a provincial organization and criminal defamation is a matter of federal jurisdiction and therefore outside the scope of this project.

Another important limit on the scope of the project is more difficult to articulate. Defamation is one of several legal claims that might apply in the case of harm caused by internet speech. Other possibilities include injurious falsehood, misappropriation of personality, cyberbullying, online harassment, hate speech, the new European right to be forgotten and a quickly developing assortment of breach of privacy claims such as intrusion upon seclusion and public disclosure of private facts. Some of these claims have resulted from or been heavily influenced by the rapid advance of the internet age and are currently the subject of intense public and political interest. They are each worthy of a law reform project all to itself and we cannot hope to do justice to them in this project without losing sight of our main goal to bring defamation law into the 21st century. Generally speaking, the LCO will limit its recommendations to the reform of defamation law as currently defined. This approach is consistent with the LCO’s mandate to develop practical recommendations that can be implemented in order to improve the law as it is currently functioning. However, the LCO will be cognizant of the values underlying these related claims and the mechanisms used to remedy them may be relevant in searching for analogous solutions in defamation law.

It is particularly difficult to draw a neat doctrinal boundary between defamation law and privacy law. Some breach of privacy claims are so closely intertwined with defamation claims that examining them in isolation does not make sense. Therefore, although the project focuses on false speech – the traditional realm of defamation law - we have expanded our analysis to examine related privacy claims (which may involve true speech) as we have considered necessary. More specifically, we examine breaches of informational privacy that involve some form of disclosure or publication and that, most closely, resemble the kinds of values and interests engaged in defamation law.

### E. Overview of the LCO’s Process

The LCO Board of Governors approved this project in late 2014. The LCO developed the project and conducted preliminary research during the summer and fall of 2015.

Between November 2015 and October 2016, the LCO conducted roughly 35 preliminary interviews of people from a broad range of stakeholder groups, including complainants in defamation actions, traditional and new media organizations, defamation lawyers and academics, government representatives, members of the judiciary, advocacy organizations, internet intermediaries and online review businesses.

In March 2016, the LCO organized an expert Advisory Group representative of key stakeholder groups to provide ongoing input and support for the project. Advisory Group meetings were held in April and December 2016 and January, July and October 2017.

The LCO issued a Call for Research Papers in August 2016 and subsequently commissioned five research papers addressing specific issues and bringing important insights to the project. These papers are:

- Dr. Emily B. Laidlaw, *Are We Asking Too Much From Defamation Law? Reputation Systems, ADR, Industry Regulation and other Extra-Judicial Possibilities for Protecting Reputation in the Internet Age.*

- Dr. David Mangan, *The Relationship between Defamation, Breach of Privacy and Other Legal Claims Involving Offensive Internet Content.*

- Professor Karen Eltis of the Faculty of Law, University of Ottawa, *Is “Truthtelling” Decontextualized Online Still Reasonable? Restoring Context to Defamation Analysis in the Digital Age.*
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- Dr. Emily B. Laidlaw and Dr. Hilary Young, *Internet Intermediary Liability in Defamation: Proposals for Statutory Reform.*

- Jane Bailey and Valerie Steeves, Co-Leaders of the eQuality Project, University of Ottawa, *Defamation Law in the Age of the Internet: Young People’s Perspectives.*

The commissioned papers are available at the LCO’s website: www.lco-cdo.org/en/defamation-law

In addition to the commissioned study conducted by Jane Bailey and Valerie Steeves on youth and the digital age, the LCO has also engaged law students at the University of New Brunswick, Faculty of Law and the University of Calgary, Faculty of Law to conduct a series of interviews of youth on the issues in this project.

The release of this Consultation Paper launches an intensive five-month period of public consultations, during which we encourage input from all members of the public interested in these issues. During this period, we expect to hold several focus groups in concert with our community partners. We will also conduct individual interviews as necessary. In spring 2018, we will host an international conference on some key issues in the project, culminating the consultations process. We expect to receive formal submissions from organizations and individuals but we also encourage informal input from the public by any form of communication: email or phone, blog, Facebook post, Twitter post and so on. The deadline for submissions is March 30, 2018.

F. The LCO’s Perspectives in Approaching the Project

The LCO has not reached any conclusions about its potential findings or recommendations in this area. Nevertheless, readers should be aware of important assumptions or perspectives that will guide the LCO’s work on this project.

1. Independence and Impartiality

Stakeholders often bring certain perspectives, experiences or interests to debates about complex law reform issues. By way of contrast, the LCO provides independent and balanced analysis to complex and important legal policy issues. The LCO evaluates laws impartially, transparently and broadly.

Defamation law tends to engender polarized views between those primarily concerned with freedom of expression (defendants in a defamation action seeking to protect their right of free speech) and those primarily concerned with protection of reputation (plaintiffs in a defamation action seeking to protect their reputation).

Traditionally, many, if not most defendants of defamation claims have been media organizations. The media have numerous organizations representing their interests. And legal practitioners who represent media defendants are often specialists in advocating the pro-freedom of expression point of view. Experience demonstrates, however, that it is more difficult to connect with individuals primarily concerned with protecting reputation. Prospective plaintiffs in a defamation action come from all walks of life and there are few organized groups representing their interests. The resulting evidentiary disparity is to some extent unavoidable and has been recognized in earlier reform efforts. As one law reform commission stated rather bluntly,

*One difficulty about consulting people about the law of defamation is that prospective defamers are better organized and more articulate than prospective plaintiffs. A newspaper company knows where the shoe pinches and has the experience and resources to put its views persuasively. No one has put anything to us which is intentionally unfair to plaintiffs, but it is natural that the plight of a defendant should be seen in strong colours by people who have many times been defendants.*
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The LCO will strive to hear from all stakeholders and take into account all points of view in formulating our recommendations in this project.

2. Contextual and Multidisciplinary Approach

The LCO’s work is informed by legal analysis; multi-disciplinary research; contemporary social, demographic and economic conditions; and the impact of rapid technological change. The LCO gives a voice to marginalized communities and others who are often left out of important law reform debates and discussions.

Past defamation law reform has tended to start from a foundation of existing legal principles with reform largely confined to this doctrinal framework. The LCO has determined that a broader perspective is necessary in this project, particularly in light of the overlapping legal claims that may be applied to harmful internet content. Individuals suffering reputational harm as a result of online speech will not typically care what legal label is attached to their claim. A broader perspective is warranted in order to consider other legal mechanisms for regulating internet content and what role defamation law should play in this larger context. Although the LCO will apply this contextual approach, our recommendations will be directed specifically at defamation law.

3. Access to Justice

The LCO has a mandate to promote access to justice. Accordingly, the LCO will consider access to justice issues in this project. Surprisingly, there is very little literature on the principle of access to justice as applied to defamation actions, except in the context of strategic litigation against public participation (SLAPP suits) which we will discuss in chapter V. However, access to justice issues abound in the law, particularly given the high cost of civil actions and the relatively limited efficacy of traditional remedial options.

4. Comparative Law Approach

This project involves a number of novel legal issues that have arisen as a result of the internet’s profound impact on human communications. These issues are currently being explored in countries around the world. From a comparative law perspective, there is a great deal to be learned from other jurisdictions, common law and civil law alike. But, we have an even more direct interest in the international legal landscape in this project. The very function of the internet in interconnecting individuals and communities across geographic boundaries means that Ontario defamation law will be increasingly influenced by law elsewhere. Other countries are also currently contemplating reform. Therefore, a multi-jurisdictional approach to this project is imperative.

5. Principled and Problem-Solving Approach

LCO reports include principled, practical, problem-solving recommendations that are informed by broad consultations and tested through a transparent, comprehensive review process that engages a wide range of individuals, experts and institutions. For example, in spite of some inherent limitations of court actions as a model for remedying defamation claims, defamation reform efforts in the past have tended to focus on court actions only. The LCO adopts a broader perspective in this project to consider whether there may be practical ways to deal with some defamation claims outside the court system.

6. Technological Neutrality

It is important in adapting defamation law to the internet age to avoid social or moral judgments about the technological impact of the internet on society. Early case law, such as Barrick Gold, arguably adopted a pessimistic view of the internet age, emphasizing the new potential for reputational harm. Some commentators have criticized this and have suggested that a balanced view of the internet and its impact on defamation law is one that recognizes the value of internet to free speech as well as its dangers. The LCO seeks to develop recommendations that are neutral as to the technology used to publish communications and that recognize, for better or worse, that the internet is an important part of our future.
G. The Variety of Defamation Law Claims

It is trite to say that the purpose of defamation law is to protect against reputational harm arising from false publications. However, reputational harm may mean something very different in different fact scenarios. One of the challenges in understanding defamation law is that it seeks to apply a uniform set of legal principles to regulate reputational harm in very diverse circumstances. Putting aside legal principles for the moment, it is worthwhile to consider in what circumstances people bring defamation claims in the 21st century?

A review of the facts behind numerous Canadian defamation cases suggests that they can often be roughly divided into three types:

*Actions Between Individuals* – These claims are relatively frequent notwithstanding the legal costs of bringing and defending them that might be expected to exceed the resources of many individuals. They tend to involve underlying disputes that escalate, become personal and sometimes nasty. Driven by emotion, these claims bear some resemblance to family law disputes or estate litigation. Some defamation actions involving businesses may actually be motivated by personal interests rather than commercial interests.

*Actions Motivated by Commercial Interests* – In these cases, the alleged harm is to business reputation and the plaintiff will typically do a cost-benefit analysis before proceeding with a claim. Several authors have questioned the appropriateness of allowing corporations to use defamation law to protect economic interests, pointing to the inconsistency in the underlying rationales of these two causes of action.

*Actions Brought Against Media or Other Public Interest Publishers* – These cases involve any claims brought against media, academic or other public interest publishers. There are societal interests at play in these cases that are distinct from other types of cases. They engage distinct legal principles designed to protect the important role of media in reporting in the public interest.

Of course, these three scenarios cannot possibly capture the full range of fact situations and circumstances that must be addressed in reforming defamation law and any reforms must be general and flexible enough to address all of these. However, in thinking about the ideas discussed in this paper, it is helpful to test them against these highly distinct factual scenarios as a sort of litmus test to ensure that the diverse interests underlying defamation law are being adequately considered.

The LCO’s intent is that by keeping sight of the variety of defamation law claims that arise in today’s society, we may develop pragmatic as well as principled reforms to Ontario defamation law that allow it to meet the purposes for which it is currently being applied.
II. DEFAMATION TODAY: THE EXISTING LEGAL LANDSCAPE

In this chapter, we briefly review the existing state of defamation law in Ontario and elsewhere as well as the main reform efforts to date. This review reveals notable limitations and complexities in the law that suggest the need for law reform.

A. Ontario (and Common Law Canada)

Ontario defamation law has developed primarily through common law supplemented by the *Libel and Slander Act* (LSA).\(^{17}\) The elements of the tort are substantially similar in most common law jurisdictions with the exception of the United States. In order to make out a claim of defamation, a plaintiff must establish three things:

- that the words in issue refer to the plaintiff;
- that they were published to a third party; and
- that they are defamatory in the sense that they tend to lower the plaintiff’s reputation among reasonable persons in the community.

Where these elements are made out, the law presumes that the words are false and that they caused the plaintiff harm. A finding of fault is not necessary in order to establish defamation.

This threshold for establishing defamation is low. A lot of the “work” of the tort takes place in determining whether one of a list of defences may apply. Possible defences include justification (the words were substantially true), absolute or qualified privilege, fair comment and responsible communication, among others. For some of these, the plaintiff may rebut the defence by proving that the defendant acted maliciously.

The LSA originally dates from 1877 but in its modern form is largely based on the English *Defamation Act, 1952*.\(^{18}\) The LSA is an assortment of specific provisions designed to supplement the common law. The language of the Act is antiquated in places and it does not address key technological innovations such as the internet. Practically speaking, the most important provisions of the Act are its notice requirements and limitation periods in respect of defamation in a newspaper or broadcast.\(^{19}\) The intent is to give newspapers and broadcast stations an opportunity to correct, retract or apologize for false statements in order to contain their exposure to damages.

To date, defamation law reform in Ontario and, indeed, in Canada has been limited. In the early 1980s, the Uniform Law Conference of Canada (ULCC) decided to reform the existing Uniform Defamation Act dating from 1944.\(^{20}\) The Conference interpreted its task narrowly, as “clarifying and balancing the concepts of defamation law which currently exist.”\(^{21}\) Nevertheless, it made a number of substantive recommendations in response to evolving case law and technology. For example, it recommended that a definition of “defamatory matter” be included in the legislation (but without reference to the element of falsity).\(^{22}\) And it recommended procedural changes such as clarification on who can bring claims (groups, relatives of deceased individuals and so on) and a limitation period of six months. This report eventually led to the updated 1994 *Uniform Defamation Act*.\(^{23}\)

A 1985 Report of the British Columbia Law Institute (BCLI) relied on the ULCC Report in recommending a new draft Defamation Act for that province.\(^ {24}\) However, no legislative reform followed.\(^ {25}\)

Ontario’s last reform project on defamation law took place 25 years ago. An Advisory Committee appointed by the Ministry of the Attorney General (MAG) described the law as a combination of “ancient rules and procedures with nineteenth century precepts and twentieth century remedial patchwork.”\(^ {26}\) It reconsidered defamation law principles in light of the *Charter’s* guarantee of free expression. The Committee focused particularly on traditional media organizations and whether the law should provide them with increased protection from defamation suits so that they could practice responsible journalism. Although no legislative reform followed the Committee’s Report, the Supreme Court of Canada (SCC) eventually heard this
call, developing the responsible communication defence and enhancing the fair comment defence in order to better protect responsible journalism and other forms of public interest communication.27

The MAG Committee also raised more fundamental issues of defamation law reform, including its strict liability nature, the presumption of harm and presumption of falsity. However, the Committee did not reach consensus on these issues and did not develop recommendations.28 In this project the LCO is re-examining some of these fundamental principles.

At the time of the MAG Committee's Report, the internet had not yet emerged as the predominant forum for communication and its recommendations must be seen through this lens. For example, the MAG Committee Report focused primarily on defamation law as it applies to traditional media publications. However, the internet now allows anyone and everyone to be a publisher, thereby blurring the line between media and non-media publications. This gives rise to new questions such as whether LSA notice and limitation period protections should be extended to publishers other than traditional media.

In 2010, another panel was struck in Ontario, this time to consider the possibility of legislating protection against strategic lawsuits (known as SLAPP lawsuits) that place undue limits on freedom of expression in relation to matters of public interest. The Panel specifically addressed how the proposed legislation would operate in the context of defamation. It suggested ways to balance the aims of the legislation with the case law on defamation defences, and it explicitly recommended that corporations’ and politicians’ right to sue for defamation not be restricted.29 The panel’s recommendations led to the 2015 enactment of the Protection of Public Participation Act (PPPA).30 The PPPA creates a pre-trial process for identifying and dismissing SLAPP lawsuits that place undue limits on freedom of expression by individuals or organizations on matters of public interest.31 Importantly, the scope of the new Act is confined to SLAPP lawsuits and it does not purport to reform defamation law generally.

Also, in recent years Canadian courts have been interpreting defamation law to better protect the Charter right to freedom of speech and to address internet communications. In WIC Radio v. Simpson [2008], the SCC reformulated the fair comment defence to protect a radio broadcast comparing an anti-gay activist to Hitler.32 In Grant v. Torstar [2009], the Court created a new defence of responsible communication to protect defamatory communications made responsibly in the public interest.33 The Court noted the changing context brought about by the internet, suggesting that the law must adapt accordingly:

\[
\ldots\text{many actions now concern blog postings and other online media which are potentially both more ephemeral and more ubiquitous than traditional print media. While established journalistic standards provide a useful guide by which to evaluate the conduct of journalists and non-journalists alike, the applicable standards will necessarily evolve to keep pace with the norms of new communications media.}^34
\]

In 2012, the SCC issued a trilogy of decisions addressing jurisdictional issues in multi-state tort claims. Two of the decisions involved defamation claims commenced in Ontario. In both cases, the SCC held that the plaintiff was entitled to bring the claim in Ontario where the alleged defamatory material was made available in Ontario even though originally published elsewhere.35 However, in both cases the Court acknowledged that one element of the forum non conveniens analysis, the law applicable to the tort, remains unsettled in defamation law.36 Although a concern for “libel tourism” (complainants strategically suing in jurisdictions perceived to have plaintiff-friendly defamation laws) also arose in both cases, the Court did not address this issue at any length.37

In Crookes v. Newton [2011], the Court considered the nature of hyperlinks, holding that they do not amount to a publication of the information to which they link, for the purpose of attracting liability.38 The Court signaled in this decision the importance of adapting traditional defamation law principles in a way that does not stifle the development of the internet:

\[
\text{Given the core significance of the role of hyperlinking to the Internet, we risk impairing its whole functioning. Strict application of the publication rule in these circumstances would be like trying to fit a square archaic peg into the hexagonal hole of modernity.}^39
\]
Notwithstanding these decisions, the SCC has not yet had the opportunity to deliberate on many of the issues specific to internet communications. The Court has acknowledged that there is much work still to be done in adapting defamation law to internet technologies as they continue to evolve.40

Ontario courts are also regularly grappling with internet defamation cases.41 For example, in Goldhar v. Haaretz.com [2016], the Court of Appeal divided on the appropriate test for assuming jurisdiction in a multi-state internet defamation case.42 In Shtaif v. Toronto Life [2013], the Court of Appeal indicated its view that legislative reform, particularly of the LSA, is warranted.43

An important question for the LCO project is whether common law or legislative reforms are the best approach to address the complexity of defamation law in the age of the internet.

B. Other Jurisdictions

As noted earlier, the LCO project is the first to comprehensively consider defamation law in Canada in the last 25 years. Defamation law reform is an international issue spanning many jurisdictions and legal traditions. These developments provide the LCO will both an opportunity and a challenge. On the one hand, many of these jurisdictions hold lessons for defamation law reform in Ontario. On the other hand, defamation law is inherently grounded in local norms and values. Therefore, the LCO must analyze foreign developments against the need for a made-in-Ontario response to these issues.

1. United Kingdom and Ireland

English defamation law has traditionally been the model for defamation law in Ontario and other common law Canadian provinces and legal doctrine in both countries has largely overlapped. A series of reform efforts in the United Kingdom has been reflected to varying degrees in Ontario law.

For example, in 1948, the Porter Committee considered complaints that defamation actions were too costly, complex and unpredictable, and that the existing law favoured “gold-digging” plaintiffs at the expense of innocent defamers. Even then there was a concern that the law was too restrictive of free speech.44 The Committee considered but rejected the idea of codifying defamation law.45 It did recommend extending the current law to broadcasting (in addition to newspapers). Otherwise, the Committee concluded that “drastic changes in the substantive law” were unnecessary and, instead, some “pruning” and simplifying were appropriate.46 The Committee’s recommendations were largely incorporated into the U.K. Defamation Act, 1952. Many also found their way into Ontario’s LSA in a 1958 amendment.47

In 1975, another report on the state of UK defamation law was undertaken by the Faulks Committee.48 Two of the Committee’s key recommendations were to abolish the distinction between libel and slander and establish a statutory definition of defamation. Otherwise, the Committee mainly tinkered with the existing law. The report did not result in immediate legislative changes although it has been referenced in the common law development of UK defamation law.49

An extensive reform process in the UK preceded the enactment of the Defamation Act, 2013.50 This was motivated, in large part, by a concern that the existing law did not adequately protect freedom of expression, particularly in the context of public interest reporting by the media. A draft defamation bill was proposed by the government, subjected to a public consultation process and reviewed by the Joint Committee on the Draft Defamation Bill.51 This reform process resulted in recommendations for significant substantive and procedural reforms to the law, although there was little discussion of the social context and no attempt to reexamine the foundations of the tort. The Committee adopted four goals driving its review of the draft bill: adjust the balance between protection of reputation and freedom of expression; reduce the costs of defamation proceedings; improve accessibility to the law; and adapt to modern communications culture. But both the government and Joint Committee approached the issues as a basket of distinct, doctrinal reforms.

Many of the proposed reforms are reflected in the Defamation Act, 2013. Some of these, such as the introduction of a single publication rule and notice and takedown regulations for website operators, respond specifically to problems created by
the emergence of the internet. The Act also tightens up the test for asserting jurisdiction over multi-state defamation claims in order to prevent England from being a libel tourism destination. Other reforms are more fundamental, including a provision reversing the traditional presumption of harm by introducing a serious harm requirement. And the defamation defences have been modified and codified.

The Defamation Act, 2013 takes a targeted approach to reform of defamation law. It addresses particular identified problem areas in the law and develops legislative fixes. UK legislators did not step back to consider how the rise of the internet is affecting the foundations of defamation law. David Mangan has politely commented, “[a]s legislation passed in the midst of remarkable technological advances in communication, the Act underwhelms.” One example is the Act’s emphasis on monetary remedies more suitable for traditional media defendants over discursive remedies more suitable to defamation on social media platforms.

What did not find its way into the Defamation Act, 2013 were the recommendations by the Joint Committee for a procedural overhaul designed to promote early settlement and remove many defamation proceedings from the court system.

The impact of the Defamation Act, 2013 is not yet clear. Case law interpreting the new provisions is only now beginning to accumulate. But the Act provides the best example so far of how a jurisdiction may adapt its body of defamation law to the internet age.

Most of the Defamation Act, 2013 provisions apply only to England and Wales. Therefore, in 2014, the Northern Ireland Law Reform Commission undertook to determine whether Northern Ireland should adopt the Act in whole or in part. In its Consultation Paper, the Commission suggested that the tension in many modern defamation proceedings is not so much between reputation and free speech, as between litigants who can afford to defend themselves and those who are unable to do so. The Commission was disbanded before it could issue its report and the Ministry of Finance retained Dr. Andrew Scott to make recommendations on the matter. His report recommended that the majority of the provisions in the Defamation Act, 2013 be adopted. However, the report also went further and suggested procedural reforms to enhance access to justice.

The Scottish Law Reform Commission followed suit with a discussion paper released in 2016. Again, the focus was relatively narrow, using the Defamation Act, 2013 as a model for possible reform. The Commission recognized that the Act would not fit easily in all respects with Scots law and suggested that codification of the entire Scot law on defamation would not be “practical.” However, the Commission also noted the benefits of consistency in the law and committed to assessing the issues “with a view to avoiding being left behind by developments in England and Wales”.

Most recently, in October, 2016, the government of Ireland announced its intention to review defamation law and has requested submissions from the public. The aim of its review is to assess the changes made by the Defamation Act, 2013, review recent reforms from other jurisdictions and determine if Irish law (particularly the Defamation Act 2009) is appropriate and effective at fulfilling its objectives.

2. Australia and Other Commonwealth Jurisdictions

Australian law is also largely based on the English common law. The main legislative development has been the adoption of uniform defamation legislation by all states and territories in 2006.

It is worth noting the Australia Law Reform Commission’s (ALRC) 1979 Report, Unfair Publication: Defamation and Privacy. Although this report did not result in legislative change, it is a good example of an earlier attempt to do broad-based law reform from first principles. The ALRC undertook to clarify Australia’s complex defamation law within the context of a changing society and changing media. The report identified three main defects in the existing law: inefficiency in protecting reputation, creation of obstacles to the free flow of information on public affairs and inadequate protection of personal privacy. In responding to these concerns, the Commission adopted a broader conceptual view of what it termed “the law of unfair publication”; encompassing defamation as well as publication privacy. It recommended the
legislation of an *Unfair Publication Act* which would substantially codify defamation law and create a new right of action for publication of private facts.

In the end, the ALRC Report was overly ambitious. The federal Australian government did not have jurisdiction to follow through with its recommendations and there was insufficient cooperation among the states and territories to agree on uniform legislation. Australia was eventually successful in adopting uniform defamation in 2006 but without reference to ALRC’s unfair publication framework.67

However, the Australian courts have been the source of some key decisions considering the extent to which traditional defamation law principles should be reinvented in the wake of the internet. For example, in *Gutnick v. Dow Jones* [2002], the Australian High Court considered the legal test to be applied in assuming jurisdiction over a multi-state internet defamation proceeding.68 More recently, in *Google Inc. v. Duffy* [2017], the Supreme Court of South Australia upheld a finding that Google was liable for failing to remove defamatory material from its search results, including its Autocomplete and Related Searches features, after having been made aware of the material.69

Other common law jurisdictions that may be of interest in this project include New Zealand, South Africa, Hong Kong, Malaysia and Singapore.70

3. United States

The approach to defamation law in the United States is distinct from that in Ontario and other commonwealth jurisdictions. In the US, defamation law is heavily influenced by the strong protection of free speech contained in the First Amendment of the US constitution. It is generally difficult to win a defamation lawsuit in the US without some clear and egregious conduct on the part of the defendant. Suits by public figures are especially challenging. Moreover, internet service providers have legislative immunity from defamation claims in their role as intermediaries.71

In spite of these distinctions, American law potentially has important implications for Ontario and other common law jurisdictions. For example, some argue that the American defence-friendly approach may encourage libel tourists to bring defamation claims in jurisdictions considered to be more plaintiff-friendly, including Ontario.72 Others dispute that libel tourism is happening in practice.

4. Quebec

Quebec does not have a law of defamation *per se*. Defamation is addressed like all torts as a fault under the Quebec *Civil Code*.73 The plaintiff must establish that a fault has occurred, that harm has resulted and that there is a causal connection between the two. This is a more contextual approach than in common law. There is no strict liability, no presumption of harm and no presumption of falsity. The arcane and categorical features of common law defamation law have led some to argue that a civil law approach would be preferable in addressing internet defamation claims.74

5. European Union

In the European Union, defamation law has developed against the backdrop of two competing rights in the *European Convention on Human Rights* (ECHR): article 8 privacy rights (including a substantive right to honour and reputation) and article 10 on freedom of expression.75 This recognition of reputation as a human right reflects a more general tendency in the European Union to balance reputation and free expression somewhat closer to the reputation end of the spectrum than other jurisdictions. One example of this is the “right to be forgotten” created by the Court of Justice to recognize a plaintiff’s right to have personal data removed from a search engine where the data is no longer relevant to the purpose for which it was collected.76 On the other hand, the European Court of Human Rights has emphasized the importance of protecting the role of the media as “public watchdog” and the need to avoid a chilling effect on political debate and satirical expression.77

The European perspective provides a useful counterpoint to the US heavy emphasis on freedom of expression.78
C. Spectrum of Policy Approaches to Defamation Law

The range of approaches to defamation law in the jurisdictions identified above is summarized in the following chart. The chart identifies at least four general policy models of defamation law. The chart demonstrates how different jurisdictions currently balance protection of reputation and freedom of expression.

The LCO stresses that none of these approaches predetermines the LCO’s eventual findings or recommendations. As noted above, the LCO is committed to developing a made-in-Ontario response to defamation law issues.

D. Inherent Challenges in Defamation Law Reform

The tort of defamation has been persistently and widely criticized for most of its existence. As early as 1812, Mansfield C.J. criticized the structure of the tort but felt that it was too late to make significant changes.

Another critic, Van Vechten Veeder, wrote at the turn of the twentieth century that if defamation law were actually achieving its purpose to balance our personal rights and public interest in protection of reputation and freedom of expression, it would be “an admirable measure of the culture, liberality, and practical ability of each age”. However, in his view, the law was not principled but, rather, “a mass which has grown by aggregation, with very little intervention from legislation” producing “meaningless and grotesque anomalies”. He concluded that the law was “…as a whole, absurd in theory, and very often mischievous in its practical operation.”

Defamation law has been described as the “Galapagos Islands Division of the law of torts” since it has developed on its own without cross-fertilization with other tort law principles. From a law and economics perspective, defamation law has been termed “completely irrational.”

The difficulties with defamation law are deeply rooted. Commentators have pointed to a combination of challenges, some of which are inherent in the tort. These include:

- The subjective nature of speech - Defamation law seeks to regulate a highly subjective and nuanced element of social relationships. Identifying and categorizing the kind of speech that should or should not be determined to be defamatory is complex and contextual.

- The subjective nature of reputation - The concept of reputation is also highly subjective and contextual. Reputational harm can be a form of moral damage and is often not translatable into measurable economic loss. Crafting a remedy that responds to and compensates reputational harm caused by the defamatory speech is of necessity a rough and ready exercise.
Both these subjective aspects of defamation law combine to undermine the predictive nature of the law and both will be discussed further below. For the present, the point is to emphasize that the tort being considered in this project has developed awkwardly from its earliest incarnations. Up until now, the law has evolved piecemeal in order to deal with difficulties as they arise. In this project, the LCO will seek to develop from first principles a coherent set of legal principles to govern defamation law into the 21st century.

Questions for Consideration

1. What lessons are to be learned from the law and law reform efforts of other jurisdictions on the issues in this project? How applicable are these lessons to the Ontario context?
The LCO’s goal in this project is to recommend defamation law reforms that reflect contemporary values and legal principles in social context. Therefore, in this chapter, the LCO considers how the legal, technological, and social landscape of 21st century society differs from the conditions at the time defamation law was developed.

Defamation law is necessarily a product of the era and community in which it is applied. Defamation law may also reflect different social and moral norms within the same time and place where different micro-communities exist. These norms vary with factors including gender, race and ethnic background, age and geography.

The fundamental concepts underlying defamation law, reputation and free expression, are also, to some extent, generated by the norms and legal values of a particular time and place. For example, as society’s understanding of reputation changes, so too must defamation law if it is to continue to fulfil its protective purpose. In an influential 1986 article, Robert Post wrote that “defamation law presupposes an image of how people are tied together, or should be tied together, in a social setting. As this image varies, so will the nature of the reputation that the law of defamation seeks to protect.” So too, the constitutional entrenchment of freedom of expression has necessitated a rebalancing of the values underlying defamation law. And, as new forms of technology and expression develop, the means by which the law protects freedom of expression must evolve accordingly. The dynamic nature of defamation law is an important challenge to any law reform exercise.

A. Evolving Legal Principles and Values

Defamation law attempts to balance at least three important legal principles and social values: free expression, reputation and privacy. These principles are neither absolute nor mutually exclusive. For example, reputational harm can also impede free speech. An individual whose reputation is under attack and speaks out may be less likely to be heard or believed. At the other end of the spectrum, censorship inhibits the free exchange of opinions that is necessary for the development of reputation.

The LCO believes it is important to understand each of these principles or values on its own terms before discussing how they should be balanced.

1. Freedom of Expression

A key catalyst for defamation law reform has been the enshrinement of freedom of expression in section 2(b) of the Canadian Charter of Rights and Freedoms:

2. Everyone has the following fundamental freedoms:…
   (b) freedom of thought, belief, opinion and expression, including freedom of the press and other media of communication…

Freedom of expression has been labelled as “the matrix, the indispensable condition, of nearly every other form of freedom.” The right encompasses the ability to express oneself in the manner of one’s choosing, as well as the ability to access expressive content produced by others.

The Supreme Court of Canada has identified three values underpinning the right to freedom of expression under section 2(b) of the Charter: individual self-fulfillment, the search for truth and promotion of democratic discourse.

i. Individual Self-Fulfillment

Freedom of expression has traditionally been considered vital to individual self-development and self-fulfillment. Within Western cultures, the dominant view of the self is the independent self – a set of “internal attributes—thoughts, preferences, motives, goals, attitudes, beliefs, and abilities—that uniquely define the individual and enable, guide and constrain
behavior.” Expression is the means through which those attributes are revealed and one’s individuality is affirmed. Expression also has important implications for self-perception and identity development.

**iii. Facilitating the Search for the Truth**

Freedom of expression can also be justified as an essential component of the “marketplace of ideas” – the notion that unfettered competition between ideas promotes the broader societal goal of understanding truth. The search for truth is understood to be a process rather than an outcome and the value of freedom of expression is not dependent on the truth of the expression. Even wrong opinions result in “the clearer perception and livelier impression of truth, produced by its collision with error.” The marketplace of ideas rationale has been widely adopted in modern legal systems, including the Supreme Court of Canada, and remains a central justification for protecting expressive activities from state interference.

**iii. Promoting Democratic Discourse**

Freedom of expression is also viewed as valuable because it promotes the “free flow of ideas essential to political democracy and the functioning of political institutions.” This rationale manifests itself in two ways. First, freedom of expression allows government policy and action to be vigorously discussed and debated, thereby enhancing accountability. Second – and linked to the “marketplace of ideas” theory – freedom of expression fosters open competition between different political visions of the state, furthering the goal of having only the best “rise to the top”.

Two of these freedom of expression values, the search for truth and democratic discourse, have been front and center in the Supreme Court of Canada’s defamation jurisprudence. However, the value of individual self-fulfillment has been less emphasized in the defamation context because, “the plaintiff’s interest in reputation may be just as worthy of protection as the defendant’s interest in self-realization through unfettered expression.”

**iv. Constitutional Values and Constitutional Rights**

The values underlying freedom of expression have inspired significant common law reforms to defamation law over the past decade. The Supreme Court has adopted an objective test for the defence of fair comment, developed an entirely new responsible communication defence, and restrictively applied the publication rule to hyperlinks. These developments have come about in the context of private law defamation disputes where the Charter is not directly applicable. However, it is important to emphasize that any recommendations for legislative reform to defamation law will directly engage the Charter and must be compliant with the right to freedom of expression guaranteed in ss. 2(b).

2. Reputation

Accepting that our societal understanding of reputation has evolved since the early days of defamation law, the question becomes: what has it evolved into? What is the concept of reputation that defamation law is intended to protect in 2017? And how should the law reflect these contemporary values?

As noted above, the legal test for establishing defamation is whether the impugned statement would tend to lower the plaintiff’s reputation in the eyes of reasonable community members. In other words, there is typically no objective determinant of reputational harm. Reputational harm only occurs if reasonable members of society would tend to believe it has. Nor is there an authoritative legal definition of reputation that emerges from case law or scholarly literature. What one does find is a general consensus that reputation is too nuanced a concept to admit of a neat definition that covers all cases. Moreover, views may differ about who “reasonable members of society” are and how one determines what they would believe, once one identifies them.

Many scholars have adopted the following three concepts of reputation developed by Robert Post that defamation law is designed to protect:

**i. Reputation as Property**

Historically, reputation was primarily considered to be an intangible property interest, somewhat analogous to goodwill.
As a property interest, reputation has value and the tort of defamation is intended to provide a pecuniary remedy for the loss of that value. This concept of reputation as property is still reflected in modern defamation law, most particularly in claims by businesses to protect loss of commercial reputation or by individuals to protect their employability or other economic relations.105

**ii. Reputation as Honour**
According to Post, the concept of reputation as honour was developed in pre-industrial England when society was stratified into a well-defined class system and defamation was perceived as a means of vindicating one's honour. This notion of reputation has fallen out of favour in modern society.

**iii. Reputation as Dignity**
Post argues that the concept of reputation that resonates most clearly in modern day is reputation as dignity. Defamation law has a dual role here. It is intended to protect the individual's full membership in society (or “his interest in being included within the forms of social respect”) as well as society's interest in its rules of civility.106 The point of defamation law is not so much vindication but, rather, “rehabilitation of individual dignity and maintenance of communal identity”.107

Post points out the sharp conceptual distinction between the two notions of reputation most influential to modern defamation law doctrine: reputation as property and reputation as dignity. He argues that this explains much of the persisting incoherence of the tort since each concept reflects “a very different image of social life” and “the intellectual consistency of defamation law is strained by the pull of divergent underlying assumptions about the nature of social reality.”108

More recent literature takes Post's analysis further. David Rolph emphasizes the media's role in the creation and destruction of reputation. He would add to Post's three categories a fourth, that is, reputation as celebrity.109 Lawrence McNamara examines reputation in relation to community, arguing that reputational harm occurs when one's moral status is diminished in the eyes of the community.110 David Ardia reflects on Post's theory that reputation is a societal interest and argues that the tort of defamation, and particularly the assessment of reputational harm, requires reform in order to reflect this reality.

In the internet age, harm created by online defamation that is societal in nature should be addressed with a remedy directed at the social component of reputational harm.111

David Howarth sees reputation as a personal interest bound up with notions of sociality:

> The individual pain caused by a threat to sociality might be a private matter, but the functioning of human groups and networks is important to the welfare of all of their members, not just to those threatened with exclusion.112

A theme running through these theoretical studies of reputation is that, no matter how the values underpinning reputation are exactly delineated, protection of reputation is seen to have significant social value in addition to personal value. This theme has also been expressed in the case law. For example, in *Times Newspapers v. Reynolds [2001]*, the House of Lords recognized the importance of reputation to the public good in forming the basis of important decisions in a democratic society such as hiring, firing, promoting, forming business partnerships and voting.113

The Supreme Court of Canada has linked reputation to “the innate worthiness and dignity of the individual” and indicated that its protection is just as important as the protection of freedom of expression.114

In the European Union, reputational interests are recognized as one element of the right to private life protected by article 8 of the *European Convention of Human Rights*.115 The exact relationship between reputation and private life and the extent of the overlap is less clear and is a developing area of ECHR jurisprudence and commentary.116
These alternative conceptions of reputation may impact defamation law in several ways; most particularly in the legal test that is to be applied in assessing reputational harm and the choice of appropriate remedies for responding to reputational harm. They also underlie questions about who should have standing to seek a remedy for reputational harm. More broadly, our conception of reputation has a direct impact on how defamation law balances protection of reputation and freedom of expression. Each of these issues is addressed below.

3. Privacy

A third important legal principle affecting defamation law is privacy. Privacy is no longer merely the right to be left alone. It is a constitutionally-protected value considered to be integral to our democracy. According to the Supreme Court of Canada:

…[S]ociety has come to realize that privacy is at the heart of liberty in a modern state…. Grounded in a man's physical and moral autonomy, privacy is essential for the well-being of the individual. … The restraints imposed on government to pry into the lives of the citizen go to the essence of a democratic state.\textsuperscript{117}

The Court has recognized three types of privacy interests: personal, territorial and informational. All types of privacy engage core values of dignity and integrity of the person.\textsuperscript{118} Informational privacy recognizes that “all information about a person is in a fundamental way his own, for him to communicate or retain for himself as he sees fit.”\textsuperscript{119} For the purposes of this project, breach of privacy claims involving disclosure of private information are conceptually closest to defamation claims.

Privacy interests have taken on new dimensions in the internet age. In \textit{R. v. Spencer [2014]}, the Supreme Court considered the right to privacy in the context of anonymous internet communications.\textsuperscript{120} The Court examined three ways of understanding informational privacy (privacy as secrecy, privacy as control and privacy as anonymity) but focused on privacy as anonymity. In anonymous communications, the communication itself is not private. But the communication takes place on the understanding that the identity of the speaker will not be revealed. Therefore, the privacy interest extends not only to this identifying information, but also to the link between the identifying information and the anonymous communication.

The recognition of anonymity as an element of privacy illustrates that there may be privacy interests in public spaces. In certain circumstances, there will be a reasonable expectation that one may engage in public activity and be “casually observed” but “justifiably…outraged by intensive scrutiny” or, in other words, that one may “merge into the ‘situational landscape’”.\textsuperscript{121} This may be relevant to evaluating the balance of interests in anonymous communications alleged to be defamatory.

Privacy issues are increasingly engaged in defamation law, particularly given the recognition of privacy as a human right in the European Union.\textsuperscript{122} However, privacy interests remain conceptually distinct from reputation. Whereas defamation protects one’s public face, claims for breach of privacy seek to protect one’s private face.\textsuperscript{123}

In practice, privacy and reputation are often intimately connected. Both may involve a similar balancing exercise with freedom of expression.\textsuperscript{124} Both may be pleaded in relation to the same facts.\textsuperscript{125}

Privacy interests are relevant at different points in the legal analysis for establishing and defending against a defamation claim. For example, a reasonable expectation of privacy is relevant to the public interest test and the assessment of factors required in applying the responsible communication defence.\textsuperscript{126}

The legal principles and values discussed in this section, free expression, reputation and privacy, must underlie any defamation law reform. In the next section, we consider the impact of technology on defamation law.
B. Evolving Technology and Social Context

1. Technology and Defamation Law – Past, Present, and Future

Defamation law doctrine has evolved over the centuries to adapt to new communications technologies as they have emerged; from the printing press in the 15th century to broadcasting and telecommunications at the turn of the 20th century. For example, a statutory amendment in 1888 England extended the protection of qualified privilege to newspapers reporting matters of public interest, published before their accuracy could be confirmed. In the 1940s, the Porter Committee recommended widening the definition of newspaper to provide protection to a wider range of publications in response to “changes in social, economic and political conditions” over the past 60 years. When broadcasting technology was invented, statutory amendments established that broadcasts would be dealt with as libel rather than slander. Similar adjustments were recommended with the advent of cable TV.

How does the invention of the internet in the 1980s relate to this long line of technological advancements and how should defamation law respond? Some see the internet as just one more step in this long history of the evolution of human communications. Implicit in this view is a conservative approach to law reform. If the internet is a communications technology that differs from earlier technologies only in degree rather than in kind, then perhaps law reform should be similarly constrained. Others argue that the internet has taken human communications to another realm entirely. Its constellation of technological features has resulted in a new form of speech with vast social consequences. The logical corollary is that reform of defamation law should proceed from first principles and be open to novel legal solutions.

The possibility is that the internet has changed the nature of speech and/or the nature of reputation so dramatically that the traditional framework for understanding defamation law, as well as the court-based mechanism for remedying defamation, are no longer adequate for their purposes. According to Matthew Collins, “[a]lmost every concept and rule in the field of defamation law … has to be reconsidered in the light of the Internet.”

2. Sources of Internet Speech

Of course, the internet is not a unified concept. It is a set of protocols by which computers may communicate with each other. These capacities let users develop a vast variety of platforms, techniques and interactions, and new protocols are devised from time to time that expand these capacities. The internet includes not only the World Wide Web and email but also bulletin boards, social networking sites and peer-to-peer networks for file sharing (such as Google Groups). Certain platforms will have overlapping functions. For example, Reddit is both a social networking and news website.

Platforms for online expression can be roughly divided into four categories:

- Email and analogous communication such as instant messaging
- Websites, bulletin board posts, blogs and social networking sites
- Hyperlinking: both “linking” and “framing”
- Indexing web content in a particular form such as search engine results

Defamation claims may involve online expression from any of these platforms.

Social networking sites operate using an array of different forms of communication with different implications for defamation law. Reputational harm caused by a defamatory message on Facebook may look quite different from reputational harm caused by the same message on Twitter or Snapchat. In principle, Facebook operates on a real names basis so a plaintiff will typically be able to identify the alleged defamer and will be able to pursue a civil action if he or she chooses to do so. In contrast, Twitter and Snapchat posts are often anonymous, significantly complicating a potential civil action. The potential scope of reputational harm will also differ. Defamatory posts on Facebook will be published more or less widely depending on whether they are public or restricted to the account holder’s “friends”, and depending on the number of friends, the
number of the friends’ friends and so on. In contrast, Twitter posts are published to the general public. There are no privacy settings to contain who may read the post (though it is possible to send targeted messages by Twitter as well). Snapchat is different again with photos fading from the screen after a few seconds. This may limit potential reputational harm (although the reality is these images do not necessarily disappear).

Thus far, Canadian case law on online defamation has tended to speak of the internet as a uniform phenomenon with unprecedented power to harm reputation. The argument has been made that, until relatively recently, courts have been unduly protective of reputational interests at the expense of freedom of expression simply as a result of their unfamiliarity with the technology and their unease with its potential power. However, these are early days yet in the internet era and courts are already developing a more sophisticated understanding of internet technology.

3. Attributes of Internet Speech

There are several features of internet speech that are unique in combination and have a significant impact on how defamation law principles are applied. Internet speech is:

• Geographically indeterminate
• Easily and instantly republished
• Transmitted by intermediaries
• Connected by hyperlink
• Transmitted in different forms
• Accessible indefinitely.

We discuss some of these briefly.

i. Geographic Scope

The internet affords consumers “the ability to communicate instantaneously with a potentially vast global audience”. Unlike their real-world counterparts, online speakers are far less constrained in their ability to reach their audience. Physical proximity is not a pre-requisite for online expression and dialogue. Access to information does not depend on access to physical repositories (such as public libraries). The geographic scope of the internet creates the potential for far more speech to reach a far larger audience than was traditionally possible and do so across jurisdictional boundaries.

ii. Speed and Reach

Internet speech may be communicated instantaneously to a large audience. It may be easily forwarded and hyperlinked, extending its reach beyond its immediate context. Some internet speech is prone to “go viral”, spreading quickly and widely throughout the internet. Other modes of communication, such as cell phones and live television, allow for instantaneous communication but on a smaller scale and without the potential for two-way communication.

iii. Intermediaries

Internet communications are necessarily intermediated communications. Internet intermediaries are gatekeepers that control the flow of information as it travels from the original communicator to the end receiver. These intermediaries include, but are not limited to the following:

• Internet service providers (ISPs), such as Rogers Communications and Bell Internet, provide the physical infrastructure through which internet communications must pass en route from one computer to another. ISPs will also often “cache” certain types of Internet content to allow them to be more easily transmitted to subscribers. These intermediaries are to be distinguished from the core cables, satellites and nodes that underlie the transmission of signals around the world. They are also distinct from the registrars and domain administrators that make the addressing system work.
III. DEFAMATION LAW IN CONTEXT

• Search engines, such as Google and Yahoo, index online content in response to search queries and present them in a set of ranked hyperlinks. Some have compared the Internet to a library. If this analogy is apt, search engine results are the card catalogue that allows users to locate specific content.

• Content hosts who operate message boards, blogs and so on, that allow members to express views and exchange ideas.

Intermediaries are not a unique feature of internet architecture. In the physical world, individuals may express and receive ideas through traditional intermediaries such as television operators and newspapers. However, internet intermediaries typically exercise a weaker form of editorial discretion, if any, over the content they display. This is both a function of capacity (given the sheer volume of content on the Internet) and choice.

iv. Anonymity

It is far easier for speakers to remain anonymous online than in the physical world. Anonymous comments are frequently posted on blogs, message boards and other websites. Some websites operate on a presumption of anonymity. Anonymous comments posted from a public computer (such as in an Internet cafe or library) may be almost impossible to trace back to their author. Web hosting services exist which allow internet users to establish and maintain websites without disclosing any identifying information.

Anonymous publication is more difficult to achieve in the physical world. In-person communication often requires disclosure of some identifying information that is unnecessary online simply by virtue of the Internet’s architecture.

v. Permanence

Once posted, online expression typically stays permanently on the internet and remains readily accessible to others. Permanence of information is not unique to the internet – libraries, for example, will sometimes store extensive archives of books, newspapers and magazines. However, access to these archives is typically limited. The internet’s unique combination of permanence and accessibility gives internet speech a lasting character that it does not possess through other mediums of communication.

Further on in this Consultation Paper, we ask questions about how the law should govern specific aspects of internet communications.

C. The Networked Society

The technological change represented by the internet has also impacted how we understand and participate in community. Manuel Castells argues that we have evolved into a networked society characterized by individuation. Whereas our community was once defined by our physical location, community may now be individually generated online, on the basis of common interests, values and projects.

This has important implications for defamation law reform. In spite of the ubiquity of the internet, the tort of defamation remains grounded in the social norms of specific communities. The internet has blurred the boundaries between communities, making it difficult for a court to identify a consistent set of social rules for the purpose of assessing whether or not they have been violated by an alleged defamatory statement. In this sense, modern defamation law has become uncomfortably bifurcated, attempting to accommodate this new global technology while remaining faithful to local norms and values.

The networked society has not only affected our understanding and experience of community, it has also affected the way we communicate. According to Castells, the communications process has shifted from being “a message sent from one to many with little interactivity” to “messages from many to many, multimodal, in chosen time, and with interactivity, so that senders are receivers and receivers are senders.” As discussed below, there is an argument that this potential interactivity between speaker and receiver creates a degree of internal accountability that may lessen the need for legal regulation.
It may be that the networked society also affects our individual experience of communicating. For example, some point to a positive correlation between use of the internet and psychological indicators of personal happiness. Others point out a tendency for some internet users to develop more insular views due to their limited intake of information based on their personal interests.

Where new forms of harmful speech have occurred online, there has been some pressure on defamation law to provide a remedy. However, the broader point is that these changes in the way we communicate may have implications for the kind of content published on the internet and the scope and efficacy of defamation law in regulating it.

Finally, the networked society is a global society. As Kirby J. in the High Court of Australia has observed, “interrelationships created by the internet exist outside conventional geographic boundaries and comprise a single interconnected body of data.” One consequence of this phenomenon is that there are increasingly common legal issues among different jurisdictions. Another consequence is that conflict of laws issues are increasingly occupying the courts. For example, the recent defamation law reform in the UK was partly motivated by a concern that the UK was becoming a libel tourism destination. British Columbia practitioners have expressed the same concern.

1. Media in the Internet Age

Defamation law has traditionally provided media (and other public interest speakers) with certain protections to ensure that it is able to fulfill its function of reporting in the public interest. However, the internet challenges the traditional distinction between media and other defendants by making it possible for anyone to engage in public interest reporting and commentary. The internet facilitates rapid dissemination of articles, pictures and videos covering social and political developments of every kind, from celebrity scandals to police abuse. Most of this content comes from regular citizens, not professional journalists. As of October 2011, there were 173 million blogs on the internet. Not all of these are likely to chronicle matters of public interest, but those that do are increasingly blurring the boundaries of professional journalism.

In Hilary Young’s empirical examination of Canadian defamation actions, she found that the percentage of defamation actions involving traditional media publications (as compared to non-journalistic publications) was significantly lower in the first decade of this century than in the 1970s. Today, the defendant in a defamation action is just as likely to be an individual blogger, tweeter or troll, as an established media outlet.

And yet there are a number of potentially relevant distinctions between traditional media and public interest bloggers. First and foremost, traditional media are subject to accountability mechanisms, such as codes of ethics and press councils, lacking in citizen journalism. These promote an expectation that traditional news stories will be accurate. Online journalism is valued, in part, for other attributes. One blogger described the distinction as follows:

“The culture of traditional journalism, with its values of accuracy, pre-publication verification, balance, impartiality, and gate-keeping, rubs up against the culture of online journalism which emphasizes immediacy, transparency, partiality, non-professional journalists and post-publication correction.”

One issue for defamation law reform is whether it is appropriate to extend the procedural advantages afforded newspapers and broadcasters in the LSA to online bloggers/citizen journalists given this new culture of digital media ethics.

2. Difficulty of Predicting Technology

Although the unique attributes of internet speech must be taken into account in designing effective defamation law reform, the LCO is also conscious that technology is evolving too quickly to predict what online communications will look like in the future. Robert Danay argues against the longtime tendency to develop defamation law principles in relation to the medium through which defamatory communications pass. He wonders how a tort that was already out of date over a
century ago can possibly assimilate the rapid fire technological developments over the past 40 years and into the future. This is a fair point and the LCO seeks to develop recommendations that are technology neutral; recognizing that, although transmitted through technological means, online communications are still at their core about people: their relationships, rights and reputations.

Questions for Consideration

2. Can or should defamation law reform in Ontario differentiate between the following and, if so, how:
   a. Traditional communications and internet communications,
   b. Reputational harm on the internet and reputational harm offline,
   c. Different forms of internet communications,
   d. Traditional media publishers, bloggers/citizen journalists and other internet publishers

3. Are there new or emerging technologies or issues that the LCO should consider when analyzing the impact of the internet on defamation? What considerations should the LCO take into account to ensure that our recommendations are likely to remain relevant as technology changes?

D. Defamation in the Age of the Internet

In this section the LCO returns to the principles and values underlying defamation law and considers how the evolving technology and social conditions have affected them and, therefore, affected defamation law reform.

1. Freedom of Expression in the Internet Age

Technological innovation in communications necessarily influences freedom of expression, and this has never been more apparent than in the emergence of the internet era. Jack Balkin has written:

…[T]he most important decisions affecting the future of freedom of speech will not occur in constitutional law; they will be decisions about technological design, legislation and administrative regulations, the formation of new business models, and the collective activities of end-users.\(^{167}\)

In this section, we consider how the attributes of online expression affect how we now understand the value of freedom of expression.

i. Online Expression is Relatively Accessible

Online expression is generally less constrained by financial or physical barriers than traditional expression is. Expression can be expensive in the physical world. Low-cost methods of expression exist, but these typically have limited dissemination.\(^{168}\) Further, the publication standards adopted by traditional media outlets restrict broad expressive opportunities for less advantaged members of society.\(^{169}\) These individuals also face greater difficulties in accessing information from physical locations such as libraries.\(^{170}\) Relative to traditional forms of expression, the Internet provides a low-cost method for large segments of society to express their views, engage in dialogue and access information.\(^{171}\)

This has important implications for the kinds of claims that engage defamation law principles today. Traditionally, defamation law was invoked most often by plaintiffs in response to media speech or speech by others with the resources to publish by
traditional means. These cases were more likely to be “worth” the cost of a legal action. Now, in addition to traditional claims involving, for example, a public figure alleging that a news article oversteps the bounds of responsible journalism, we see more claims arising from personal disputes played out over social media. With online expression now available to a much broader range of individuals in relation to a broader range of speech, defamation law must be flexible enough to adapt to these differing circumstances.

ii. Online Expression May Be Subject to Different Social Norms
In certain situations, social norms constraining online expression may be different from those governing physical expression. Influenced in part by the ease of anonymity on the internet, online speech can be more pointed, confrontational and hyperbolic than its physical counterpart.\(^{172}\) Shared norms regarding acceptable expression may develop in online forums and speakers who violate these norms may face a variety of sanctions such as criticism, message blocking and account deletion.\(^{173}\) However, online norms differ from location to location and can also rapidly change over time. This makes it more difficult to identify the social norms relevant to assessing reputational harm and, in turn, to apply the current legal test for defamatory meaning. Defamation law reform must allow for these changing norms and expectations.

iii. Online Expression Promotes the Search for Truth and Democratic Discourse
The Internet makes possible a “marketplace of ideas” of unprecedented size and variety which arguably enhances the search for the truth by fostering competition between a broad and diverse set of ideas and opinions.\(^{174}\) Anonymity has the potential to strengthen these trends by encouraging individuals to express unpopular viewpoints. Online databases like Wikipedia, search engines like Google and hyperlinks all allow individuals to tap into a vast swath of information in an organised manner.\(^{175}\) These services and activities allow individuals to better understand existing knowledge, a crucial component of the “search for the truth”. By facilitating access to information about government activities and laws, the Internet strengthens accountability and provides a basis for informed electoral decision-making, thereby enhancing democratic discourse.\(^{176}\)

On the other hand, the nature of online communications may also hamper the “search for truth” in a variety of ways. The speed of online communications discourages fact-checking in some circumstances.\(^{177}\) Also, our understanding of truth and falsity is, perhaps, more complicated online. We find value in databases like peer-edited Wikipedia without any reliance of their truth. It is important in reforming defamation law, which is defined by the distinction between true and false, to consider our evolving relationship with these concepts. It is also important to recognize that there are both benefits and costs of protecting anonymous speech.

The role of online expression in promoting the values underlying freedom of expression depends on access to intermediaries such as ISPs, content hosts and search engines and, as a result, the issue of intermediary liability is a crucial one for defamation law reform. For example, risk-adverse intermediaries may be motivated to remove internet content without waiting for a ruling on its legality, thereby preemptively chilling free speech.\(^{178}\) Therefore, the values inherent in freedom of expression are engaged in every aspect of the reform process.

iv. How Should the Law Respond to Online Expression (or Can It)?
Courts are already struggling to reinterpret free speech in the context of the internet era and, in fact, free speech has been the _cri de coeur_ of many internet advocates. Some have even suggested that it is no longer possible to effectively regulate freedom of speech in the internet age.\(^{179}\) For those who believe otherwise, that some regulation of online expression is possible and, indeed, essential, disagreement persists about whether distinct legal rules are warranted.\(^{180}\) One school of thought holds that online expression constitutes a “brave new world of free speech”, and as such, often requires different legal analysis than does traditional expression.\(^{181}\) For instance, the Ontario Court of Appeal has held that the factors to consider in determining damages for online defamation must be examined in light of the “ubiquity, universality and utility” of the Internet.\(^{182}\) Similarly, the Supreme Court of Canada has warned against a “formalistic application of the traditional publication rule” to hyperlinking on the Internet, in light of the importance of the activity to the free flow of online information.\(^{183}\)
A second school of thought argues that online expression should not receive special legal treatment. U.S. appeals court Judge Frank Easterbrook once stated that “there was no more a “law of cyberspace” than there was a “Law of the Horse” in the days of horse-based transportation and agriculture. While his view has not found favour in modern legal scholarship, some academics have attempted to re-focus online expression jurisprudence away from the medium of conveyance and towards the content of the expression in question. On this view, broad generalizations about the Internet adversely impact the delicate balancing required in most legal claims involving online expression. This issue as to the approach to be taken in reforming defamation law in the internet age is one of the questions underlying our consultations process.

Questions for Consideration

4. How is our understanding of freedom of expression interests, issues or expectations different in the internet era? What, if any, significance does this have for defamation law reform in Ontario?

5. Has our understanding of truth and falsity changed in the internet era and how should this affect defamation law reform in Ontario?

2. Reputation in the Internet Age

The internet has caused a shift in how society understands reputation. One of the key reasons that social media sites exist and are so popular is their capacity to influence reputation; either by enhancing reputation (such are where Facebook users post information carefully designed to allow others to see them in a positive light) or harming it (such as in the case of whistle-blowers). In this sense, reputation is a core currency in which social media sites deal. Reputation is even more explicitly at stake in online review sites, such as TripAdvisor and HomeStars. The exchange of reputational information is the very purpose of these websites.

The democratizing effect of the internet also means that reputation no longer necessarily follows the social hierarchies of offline society. And internet communications may have the effect of destabilizing reputation. As it becomes possible for a much wider group to publish information about an individual, correspondingly less control may be exerted by the individual in question.

Similarly, internet communications may have the effect of decontextualizing reputation. An individual’s reputation is understood within the context of the social and cultural norms of her community as well as the context of the publisher. Information about an individual that is published online and then republished may be distorted where it is stripped of this contextual information. Also, many people have more than one identity on the internet and, therefore, more than one reputation.

The commercial value of reputation is also of increased concern in the internet age. A 2012 World Economics survey found that, on average, more than 25% of a company’s market value is directly attributable to its reputation. Corporations view reputational risk as a strategic business issue; many of them consider it the most important strategic risk that they face:

“…[A] company’s reputation should be managed like a priceless asset and protected as if it’s a matter of life and death, because from a business and career perspective, that’s exactly what it is.”

And it is not just corporations whose reputation has a commercial or economic value. Anyone starting a career or even looking for a job must be concerned for building their “brand”.
Once reputational harm has occurred on the internet, there are several options for controlling or minimizing that harm short of bringing a legal action. The first step is often asking the website owner to remove the defamatory content according to its posting guidelines. This is the preferred option for many youth. Individuals may also proactively manage their online reputation on social media sites by controlling their privacy settings or using a fake identity, for example. An online reputation management industry has developed to offer expert service in proactively managing one’s online reputation as well as in managing reputational harm once it occurs.

Many businesses also proactively manage their online reputation by monitoring social media (known as “social listening”) and by using technology such as analytical and brand monitoring tools. Businesses also increasingly rely on online reputation management services as a means of combating defamatory or other harmful statements online. The strategy is often to create positive and linkable counter-stories so that harmful links are buried far down the list of search results and, thus, are unlikely to be viewed by users.

The prediction is that, as more of the population becomes internet-savvy and the next generation of internet users grows up, we, as a society, will become more sophisticated in understanding the reputational risks posed by social media and will develop more effective ways of managing our reputations on an ongoing basis. To the extent that this prediction is realized, legal tools like defamation will be relatively less in demand.

3. Privacy in the Internet Age

Social norms about privacy have fundamentally shifted with the rise of social media sites such as Facebook and Twitter as well as ever-present smartphone cameras. The online publication of behaviour once considered to be private also has a consequential impact on reputation. The problem is described by Daniel Solove in his book *The Future of Reputation*:

*We’re heading toward a world where an extensive trail of information fragments about us will be forever preserved on the Internet, displayed instantly in a Google search. We will be forced to live with a detailed record beginning with childhood that will stay with us for life wherever we go, searchable and accessible from anywhere in the world. This data can often be of dubious reliability; it can be false and defamatory; or it can be true but deeply humiliating and discrediting… This record will affect our ability to define our identities, to obtain jobs, to participate in public life, and more.*

Furthermore, the distinction between the concepts of privacy and reputation has become blurred in the online world. Reputational harm may equally occur as a result of the publication of true statements (violating privacy interests) and the publication of false (defamatory) statements. For the individual harmed, as well as the end user reading the statements online, the truth or falsity of the statements may be somewhat beside the point. The statement may take on a life of its own:

*On the internet, we constantly live in a twilight between fact and fiction. We’re often exposed to information that we can’t entirely trust. In a world where it is difficult to separate the true from the false, rumor and defamation can readily spread, and the Internet can be used as a powerful tool to launch malicious attacks on people and ideas.*

There are several legal categories that have developed to address forms of online harm involving a blend of reputation and privacy interests. Cyberbullying, hate speech, breach of privacy, online harassment and the right to be forgotten among others, may engage similar interests to those protected by defamation law. Plaintiffs who have suffered reputational harm as a result of online speech are unlikely to understand or care about the particular legal label lawyers use in describing their case. The role of privacy in defamation law must be understood in this broader context.
Questions for Consideration

6. Are reputational or privacy interests, issues or expectations different in the internet age? If so, what significance does this have for defamation law reform in Ontario?
IV. THE LEGAL TEST FOR DEFAMATION

The legal test for establishing defamation at common law requires that the plaintiff prove that the impugned statement:

1. has defamatory meaning,
2. refers to the plaintiff and
3. was published to a third party.

It is also required that the statement be false but this is presumed at first instance. The defendant may make out the defence of justification by establishing the statement’s truth. It is also presumed that the statement caused the plaintiff to suffer reputational harm unless the defendant shows otherwise.

The defendant has an array of possible defences. Where the statement was made in the public interest, the defences of qualified privilege, fair comment or responsible communication may apply.

These elements of the legal test for defamation were, for the most part, established long ago. They are subject to an extensive body of case law interpreting and applying them to countless cases over a period of centuries. The Law Commission of Ontario (LCO) does not propose to delve into the nuances of specific elements of the tort. Rather, for the purpose of this project, we have two main concerns: the overall balance struck by these elements between protection of reputation and freedom of expression, and how successfully these elements operate in the context of internet communications.

The legal elements of defamation all contribute to a balance between plaintiffs’ interests in protection of reputation and defendants’ interests in freedom of expression. Like a game of pick–up-sticks, it is difficult to isolate one element of the test for the purpose of legal reform without throwing off that balance. For example, the strict liability nature of defamation and the presumptions of harm and falsity lower the threshold for establishing the tort. They allow plaintiffs to make out their case without the need to prove that the defendant acted negligently or that harm actually occurred as a result of the defamatory words or that the defamatory words were false. Conversely, defences such as qualified privilege and fair comment were developed to counterbalance this low threshold. They protect defendants in circumstances where the societal interest in free expression outweighs protection of reputation and liability is deemed inappropriate.

The constitutional entrenchment of the right to free expression in ss. 2(b) of the *Charter* has led the Supreme Court of Canada to reassess the balance struck by these elements of the tort. In the last decade, the Court has strengthened the defence of fair comment and created a new defence of responsible communication for the express purpose of shifting the balance to provide additional protection to freedom of expression.

In this project, the LCO is examining the balance between reputation and free expression once again. In considering whether any particular element of the tort of defamation should be reformed, the impact of any such reform on the balance struck by the elements of the tort as a whole must be considered.

The LCO’s other focus in this chapter is on the operation of the elements of the tort as applied to the new forms of defamatory communications made possible by the internet. Defamation law was already viewed as irrational long before the introduction of the *Charter* and the advent of the internet. Over the past forty years, the social and technological changes that have taken place have further destabilized this already unstable body of law. This might be thought to be ideal conditions for reforming the legal test for defamation. On the other hand, the substantive elements of the legal test are long-settled. It may not be practical or advisable to change them or for Ontario’s defamation law to deviate substantially from the law in other common law provinces and countries. In this chapter, the LCO reviews the various elements that make up the legal test for defamation and considers how the development of the *Charter* and the internet should affect any potential reforms to the law.
A. Defamatory Meaning

There has been debate about the definition of defamation and the determination of defamatory meaning almost as long as the tort has been in existence. In this section we consider if the legal test for defamatory meaning should be reformed in light of the distinctions between traditional communications and internet communications. The internet has been called “...a rough and tumble medium, where language is rude, strong, confrontational and hyperbolic.” 200 If our social expectations about the nature of online speech have changed, the issue is whether the legal determination of what amounts to defamation should change accordingly. Thus far, this position is not reflected in Ontario case law. 201 The LCO also considers whether this may be an area for legislative reform or whether the common law should continue to evolve incrementally. In an area of law that turns so closely on the nuances of language and the context in which that language is received, incremental reform through case law may be best suited to addressing these issues. 202

1. A Contextual Test

Traditionally, a statement is defamatory where it “…tends to lower a person in the estimation of right-thinking members of society, or to expose a person to hatred, contempt or ridicule.” 203 This test for defamatory meaning is expressed in the language of an era long past. 204 More recently, in Grant v. Torstar (2009), McLachlin C.J., rephrased the test by replacing the phrase “right-thinking” with “reasonable”. 205 This test is more appropriate in a modern pluralistic society, but still involves some degree of social prejudice in assessing what segment of the community is to be considered reasonable. 206

Applying the test for defamatory meaning is complicated. Courts are to discern defamatory meaning from “all the circumstances of the case, including any reasonable implications the words may bear, the context in which the words are used, the audience to whom they were published and the manner in which they were presented”. 207 Contextual factors that the court may take into account include the audience’s pre-publication knowledge and opinion of the plaintiff and of the defendant, the subject matter to which the words relate, relevant circumstances of the audience, the form of publication and whether the words are opinion or fact. 208

In practice, contextual factors tend to be underused in the case law. Courts often infer defamatory meaning in the case of a disparaging statement. 209 Hilary Young argues that courts should be looking beyond the bare disparaging meaning of the statement and considering factors indicating the actual presence or absence of reputational harm. This would allow courts to adjust the balance between protection of reputation and freedom of expression on a case by case basis without requiring any change to the law. 210

2. The Online Context

Some commentators have suggested that the fact that a disparaging statement was published online may be the most important contextual factor of all. 211 This view is premised on a belief that internet communications are qualitatively or inherently different than print communications. The question for stakeholders in this project, therefore, is whether online communications appropriately fit within the traditional doctrinal framework or whether a new framework is necessary. There is no doubt that internet communications are often experienced differently than print communications, but are these differences compatible with the existing common law rules or do they warrant reform?

This question was raised by the Ontario Court of Appeal in Baglow v. Smith (2012) when it ordered that a defamation claim arising from an incendiary political blog proceed to trial. 212 The resulting trial decision, Baglow v. Smith (2015), is the leading Ontario case on defamatory meaning in the context of internet communications. 213 The case involved a dispute between two well-known political bloggers. The defendant posted a blog stating that the plaintiff was “one of the Taliban’s most vocal supporters”. The question for the court was whether, in the context of the case, the post would tend to cause reasonable people to think less of the plaintiff.
The trial judge appointed an expert on social media, culture and communications, Dr. Greg Elmer, to assist the court. In his testimony, Dr. Elmer highlighted significant differences in how political communications are understood online and offline:

- **a.** Blogs are archived. Unlike traditional media in which new articles are self-standing, new blog posts build on earlier posts. This accumulation provides context for readers.

- **b.** Bloggers have different expectations of social media and blog platforms than of mainstream media. Blogging is possible 24/7 and posts and comments appear in near-real time. The relative speed of these communications promotes personal and “life-like” interactions.

- **c.** Mainstream media are regulated by professional practices, ethics and guidelines which provide a degree of accountability to which bloggers are not subject. Many blogs are moderated but moderators tend to limit their interventions.

- **d.** Bloggers often hyperlink to documents, pictures and comments that provide context for their posts. This enables bloggers to focus their posts more on opinion, argument or sarcasm.

- **e.** Bloggers are well aware of and expect the confrontational nature of online political communications. They expect humour, sarcasm, irony and sharper language. This expectation is less entrenched among mainstream media commentators. (More personal attacks, known as “flame wars”, are not necessarily expected in the blogosphere.)

- **f.** Bloggers are able to measure their popularity and influence in the comments posted in response to their blogs.

- **g.** Readers interpret blogs based on factors such as the structure of the blogs and boards, their ownership, moderation, mission and history, reputation of the bloggers in question and the broader partisan environment (elections etc.).

- **h.** The anonymity of a blogger may be relevant to readers in assessing his or her credibility; however, pseudonymous bloggers develop credibility online over time just as named bloggers do.

- **i.** Blogs tend to be short to reduce the amount of “scrolling down” that readers must do and because of the fast pace of exchanges between the blogger and readers.

- **j.** Readers expect that bloggers will respond when their opinion is challenged in a comment.

Notwithstanding this evidence, in the end the trial judge held that the words on the blog were defamatory. She expressed concern for the consequences if internet speech were to be exempted from defamation law:

> It seems to me that taking the submissions of the CCLA and the defendants to their logical conclusion, little, if anything, could be found to be defamatory on partisan weblogs and message boards.\(^{214}\)

It is arguable that the decision in *Baglow v. Smith* gave insufficient consideration to the unique nature of internet communications and, in particular, the “rough and tumble” nature of the blogosphere. Although this case was decided after Young’s call for a more contextual application of the defamatory meaning test, it might be speculated that this was exactly the kind of case she had in mind. As she notes, “[t]he right-thinking person is…known to possess common sense, to be informed and not to be naïve.”\(^{215}\)

On the other hand, the decision in *Baglow v. Smith* is consistent with the Supreme Court’s decision in *WIC Radio v. Simpson* [2008] where a statement by a radio host comparing an anti-gay activist to Hitler was held to be defamatory.\(^{216}\) It is easy to understand why the trial judge felt obliged to follow the result in *WIC Radio*. Although there may be obvious differences between political blogs and mainstream media, the differences between political blogs and shock radio shows are not as easily apparent.\(^{217}\)
In an article responding to the *Baglow v. Smith* decision, Spencer Keys suggests that the internet is more than a new medium for the publication of familiar messages to familiar audiences.\(^{218}\) He argues that the internet allows for a more democratic form of dialogue in which each blog, video, message board response and social media post is subject to the perspectives of and modification by others. This provides a form of internal accountability for internet communications that is not available in traditional communications. According to Keys, the judge’s concern in *Baglow v. Smith* for the experience of blog readers does not take into account the “moral community” of the blog where readers may respond with their own posts, or may search the internet for additional material to put the blog in context. Nor does it account for the fact that these readers only come into contact with the blog because they actively choose to participate in the discussion board.\(^{219}\)

There are also other distinctions between traditional media communications and internet communications that may be relevant in assessing defamatory meaning. For example, the context surrounding an online statement may not be apparent to the reader where the statement has been transmitted far from the community in which it was originally uploaded. Internet communications are easier to misunderstand because they may be forwarded or retweeted out of context. A comment intended as a friendly joke may be misunderstood to be an attack. Abbreviations such as “LOL” and emoticons were created for just this purpose.

To date, Canadian courts have not accepted the argument that blogs are inherently different than traditional communications for defamation law purposes. If Dr. Elmer’s list of differences were to be accepted as being materially significant for determining defamatory meaning, the existing contextual test may need to be adapted to defamatory comments in the blogosphere. This gives rise to at least two issues. One issue is how effective are accountability mechanisms inherent in internet communications in preventing irresponsible and harmful communication. Assuming that some form of legal regulation over defamatory blogs remains desirable, another issue is what considerations should be taken into account in developing a new test that respects the unique characteristics of the blogosphere but continues to provide an appropriate deterrent to online reputational harm? What seems clear is that internet communications are increasingly the new terrain of defamation battles and that the Canadian courts – and potentially legislatures – are very likely to be confronted with these issues more frequently in the future.

**Questions for Consideration**

7. Would legislative reform of the test for defamatory meaning be appropriate or should this area of defamation law continue to evolve incrementally through case law? If a new test were adopted, what elements should be part of this test?

**B. The Common Law of Publication**

A pivotal element in establishing defamation is that the defamatory content has been published to a third party. Although there is an extensive body of case law on publication dating from the 16th century, the legal principles remain confused. One reason for this has been the need for the law to keep pace with evolving technologies involved in the publication process, from the printing press to the internet. The degree of human involvement in the transmission of defamatory material has ebbed and flowed over this time and the concept of involvement has become key to establishing someone as a publisher.

In this project, we are focusing on how the traditional law of publication has adapted to the internet era. So far, the courts have sought to apply existing principles to online defamation cases by relating internet publications back to traditional
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forms of publication. One question in this project is whether this approach is sufficient or appropriate. Are online publications a new variant of offline publications to which the traditional test should be adapted? Or are online publications distinct enough that the traditional test should be reevaluated?

The law distinguishes between primary and secondary publishers. Primary publishers “have or can readily acquire full knowledge of the publication’s content before its release and are able to control and, if necessary, prevent dissemination of such content.”220 Secondary publishers, in contrast, have a relative lack of knowledge or control over the content. In this chapter, we review the traditional law of publication as it relates to both primary and secondary publishers, and then examine the application of these principles to internet publications by primary publishers. In chapter VII below, we will look at secondary liability for online publications as part of a broader discussion of internet intermediaries and content regulation on the internet.

1. Existing Categories of Publication

1.1 Primary Publication and Publication by Omission

In Canadian law, defamatory words are published where they are conveyed (brought to someone’s attention) to at least one third party and are heard and understood by the third party.221 The onus is on the plaintiff to prove that publication has taken place but, traditionally, this has been a relatively low threshold.222 Although the plaintiff need not prove (at first instance) that the defendant intended to cause her harm, she must establish that the defendant intended to or negligently published the words in issue (although not necessarily knowing that they were defamatory).223

Liability in defamation may also extend to those who are found to have published defamatory words by omission.224 For example, a property owner may be liable for failing to remove a defamatory poster from its property where it not only has knowledge of the defamatory statement but, by its inaction, can be said to have adopted or endorsed it so as to become a publisher.225

1.2 Secondary Publishers and the Defence of Innocent Dissemination

The law becomes more confusing when applied to secondary publishers who play a “peripheral role” in conveying defamatory words authored by someone else.226 There is a myriad of cases where secondary publishers such as book stores, printing press operators, distributors and others have been held to be publishers of material passing through their hands even where they did not know of its content.227 According to the Supreme Court in Crookes v. Newton [2011], “the breadth of activity captured by the traditional publication rule is vast”.228 In fact, the very concept of a secondary publisher is legally problematic. Imposing liability on secondary publishers can be said to undermine the protection of freedom of expression since these publishers will often have “little stake in the content of what has been published” and, therefore, little incentive to protect it in the face of litigation.229

There have long been efforts to rationalize the law as applied to secondary publishers. The defence of innocent dissemination was created in common law to ease the burden of liability from secondary publishers who did not know of the defamatory content passing through their hands and were not negligent in their lack of knowledge.230 In England, this defence was incorporated into the 1996 Defamation Act and transformed into a regulatory regime for website operators in the 2013 Defamation Act.231 However, Canadian law continues to rely on the defence as it exists in common law.

Although termed a “defence”, there is uncertainty as to whether innocent dissemination limits a secondary publisher’s liability for defamation or whether it negates the defendant’s status as a publisher in the first place. If the former, it is a defence and the onus lies on the defendant. Otherwise, the onus is on the plaintiff to establish that the defendant is a publisher.232 This ongoing confusion in the case law illustrates the instability in these legal doctrines and suggests that they may not offer a solid foundation for legal principles addressing modern secondary publishers like internet intermediaries.

To add to the confusion, the concepts of publication by omission and secondary publication overlap to some extent. In their LCO commissioned paper, Emily Laidlaw and Hilary Young untangle these by drawing 3 distinctions. First, the onus is on the
plaintiff to establish that one is a publisher by omission where it has adopted a defamatory statement already published. In contrast, secondary publishers are already publishers and the onus is on the defendant to establish the innocent dissemination defence. Second, knowledge of specific defamatory words is necessary to be a publisher by omission whereas it is sufficient to establish general knowledge of the existence of a libel in order to disprove an innocent dissemination defence. Third, publishers by omission are publishers after the fact whereas secondary publishers are involved in the primary publication.233 Again, the conceptual overlap here combined with fine distinctions and inconsistent case law raise the issue whether reform is necessary to build coherent principles around liability for publication generally and internet publication in particular.

In their paper, Laidlaw & Young argue that the publication element of defamation should be redefined for all communications (online and offline).234 They would dispense with the distinction between primary and secondary publishers and import a requirement that specific words be deliberately communicated. Only so-called primary publishers would be legally responsible for defamation under this model and the category of publication by omission would be eliminated. We discuss this possibility further in the chapter on Internet Intermediaries.

2. Evidence Needed to Establish Primary Publication

To establish that defamatory material was published, it is necessary to prove that the material was received and understood by a third party. In the case of newspapers and broadcasts, the plaintiff is assisted by a statutory presumption of publication in the Ontario Libel & Slander Act (LSA).235 No such presumption exists for online material. In Ontario, one court reasoned that the very nature of the “worldwide web” gave rise to a presumption of publication for materials posted online.236 However, such a presumption was firmly rejected by the Supreme Court in Crookes v. Newton absent statutory reform.237

Instead, courts have attempted to adapt traditional principles on what is necessary to establish publication. In her concurring decision in Crookes v. Newton, Deschamps J. listed the following factors as relevant in determining whether an inference of online publication should be made:

- whether the link was user-activated or automatic
- whether it was a deep or a shallow link
- whether the page contained more than one hyperlink and, if so, where the impugned link was located in relation to others
- the context in which the link was presented to users
- the number of hits on the page containing the hyperlink
- the number of hits on the page containing the linked information (both before and after the page containing the link was posted)
- whether access to the Web sites in question was general or restricted
- whether changes were made to the linked information and, if so, how they correlate with the number of hits on the page containing that information
- evidence concerning the behaviour of Internet users.238

While internet analytics involving subscriber numbers, hit counts and IP address identification will be useful in establishing online publication, the fact remains that these numbers do not establish how many (if any) users actually read the material.239 Courts have inferred publication in the case of bulletin boards or online forums but only where people have registered as members or in analogous circumstances.240

In England, courts have determined that internet publication must be to a substantial number of people in the jurisdiction, rather than just one individual as in pre-internet law. This was deemed important to adequately preserve freedom of expression as protected in the Human Rights Act, 1998.241

The upshot is that the case law does not currently provide clear guidance on what evidence will be necessary to establish online publication. The question is whether the case law should be permitted to develop incrementally or whether a statutory presumption of online publication in certain circumstances is advisable.
3. Where Does One Publication End and the Next Begin?

In Ontario, each communication of defamatory content is a separate publication giving rise to a separate cause of action. However, it is not entirely clear in the internet context what amounts to a single publication under existing law. In one Australia decision, traditional principles were applied to hold that separate letters and materials on the same website constituted separate publications where the parts of the site had different substantive identities, forms and purposes. However, more recent decisions have called into question this approach and suggested that hyperlinked articles may form part of the same publication in certain circumstances.

The difficulty here in applying traditional legal analysis to the online context may be attributed to a broader trend in internet technology. Kevin Kelly, in his book, *The Inevitable*, applies the term “flowing” to describe the phenomenon in which tangible units of information pre-internet (for example, encyclopedias) are transformed online into a fluid collection of content connected by hyperlink and subject to constant change (for example, Wikipedia). To the extent this is the case, there may continue to be problems applying pre-internet concepts like publication to the new internet reality.

4. Liability for Republication

The concept of republication can also be challenging in the internet context. Traditionally, an original publisher is not responsible for republication of a defamatory statement unless the republication was authorized or intended, or was in some other way the natural and probable result of the original publication. Instead, responsibility lies with the republisher. For example, an author who quotes a defamatory statement from an earlier book is responsible for the defamation as a republisher.

In the internet context where material may be copied, shared, linked or forwarded exponentially, this traditional approach to republication raises the spectre of perpetual or unbounded liability. A controversial decision in this respect is *Pritchard v. Van Nes* [2016]. A British Columbia court held that the comments, shares and reacts resulting from defamatory Facebook posts were themselves separate instances of defamation. Then the court went further and held the original author liable for these third party comments on the basis that “the nature of the medium, and the content of [the] initial posts, created a reasonable expectation of further defamatory statements being made.”

The facts of the case are not unusual. The defendant posted several comments to her Facebook page implying that her neighbour might be a pedophile. These comments were automatically transmitted to the Facebook pages of her 2059 Facebook “friends”. Thirty-six of the defendant’s friends commented on her posts with their own critical statements. One of her friends copied her posts and forwarded them to the school where the plaintiff was employed as a teacher. Although the defendant deleted her own posts less than 30 hours later, the second generation posts were still visible on her friends’ timelines. The Court described this ripple effect as the posts having “gone viral.”

In my view the nature of Facebook as a social media platform and its structure mean that anyone posting remarks to a page must appreciate that some degree of dissemination at least, and possibly widespread dissemination, may follow.

This reasoning arguably deviates from established principles of third party liability in tort law generally and, to this extent, illustrates a poor fit between traditional defamation principles and internet communications. In a blog review of the case, Emily Laidlaw discusses the need to clarify the law of publication and the differences between intermediaries and content providers. She also points out an important distinction between traditional communications and social media communications that is not accounted for in our current body of defamation law:

We do have a real problem with mobs online and this stretches beyond defamation law to privacy, harassment, revenge pornography, and other abuse and bullying. In my work I have sought to interrogate the nature of this mob to address the kind of law reform needed to tackle the serious harm suffered by the victims. However, this requires a larger wholesale reform of the law.
The analytical confusion illustrated by the *Pritchard v. Van Nes* decision again suggests that the traditional principles of republication may require reconsideration in the internet defamation context.

5. The Single Publication Rule

The phenomenon of ubiquitous internet republication also has procedural implications. Traditionally in defamation law, every communication of a defamatory statement founds a separate cause of action.\(^{253}\) This means that a new limitation period begins to run in relation to each publication or republication of the statement. It ensures that a plaintiff is able to sue in relation to all reputational harm arising from republication as well as the original publication. This “multiple publication rule” continues to be the law in Ontario.\(^ {254}\)

The multiple publication rule made sense in pre-Internet days where it was more difficult to republish a defamatory statement (publishing another newspaper article for example). It was still possible for the parties to have a relatively clear idea of when the limitation period began to run and when it would expire. However, the rule is increasingly nonsensical in the internet context where republication of defamatory statements can be virtually endless and impossible to control or even to track, and the first publication is permanently available. In these circumstances, pinning the limitation period to each republication of the statement renders the limitation period virtually meaningless.

The US was the first jurisdiction to address this problem by adopting a single publication rule.\(^ {255}\) This rule provides that a plaintiff has a single cause of action in defamation which arises at the first publication of an alleged defamatory statement, regardless of how many copies of the publication or republication occur. The result is that a single limitation period applies and a defendant’s scope of liability is contained to any republications occurring within that single limitation period. (Republication occurring beyond the limitation period may still be relevant for the purpose of assessing damages.)

More recently, the UK has followed suit by adopting a statutory single publication rule in section 8 of the *Defamation Act, 2013*.\(^ {256}\) A key question for stakeholders in this project is whether Ontario should also adopt a single publication rule as a means of containing the potential scope of liability for defamation arising from multiple and continuous publications of the same statement.

There are strong policy reasons in favour of a single publication rule. The rationale for the rule was articulated by a US court and quoted by the Ontario Court of Appeal as follows:

> The single publication rule prevents the constant tolling of the statute of limitations, effectuating express legislative policy in favour of a short statute of limitations period for defamation. It also allows ease of management whereby all the damages suffered by a plaintiff are consolidated in a single case, thereby preventing potential harassment of defendants through a multiplicity of suits…Finally the single publication rule is more consistent with modern practices of mass production and widespread distribution of printed information than the multiple publication rule.\(^ {257}\)

Perhaps the most important argument in favour of a single publication rule is that it reduces the chill on freedom of expression. Under the current multiple publication rule, online publishers are exposed to the risk of a claim indefinitely so that they are motivated to pull controversial material from the internet regardless of whether or not it may be said to be defamatory.

There was significant support for the UK single publication rule leading up to the introduction of the UK Act and this continues to be expressed elsewhere. In the Northern Ireland consultation process, the uniform view was that the single publication rule was “significant and highly desirable”.\(^ {258}\) In the recommendations resulting from that process, Andrew Scott noted that the “serious harm” threshold (discussed below) may render the single publication rule in the *Defamation Act, 2013* of symbolic importance only but that it should be adopted in Northern Ireland nonetheless.\(^ {259}\)
However, the countervailing concern with a single publication rule is that it may unduly limit the plaintiff’s recovery for reputational harm occurring as a result of republication. In Ontario, the rule would preclude a plaintiff from bringing an action more than three months (the current limitation period for libels in newspapers and broadcasts) from the date of an original defamatory publication regardless of how many times it has been republished subsequently.260 This could act as a significant constraint on plaintiffs who may only appreciate the reputational harm occurring as a result of the defamation over time.

This concern has led several commonwealth courts to reject the single publication rule.261 In Shtaif v. Toronto Life [2013], the Ontario Court of Appeal reasoned that it would be unfair to plaintiffs to apply a single publication rule across different media of communication. For example, a defamatory print publication may not attract enough attention to merit the plaintiff bringing a lawsuit. However, later republication of the statement on the internet may be much more widely circulated. If the plaintiff were to be bound by the limitation period in relation to the original statement, he or she may well be barred from bringing an action at this later date. Therefore, any proposal to move to a single publication rule must address this problem of determining if and when the rule should be applied across different mediums of communication.

Different jurisdictions have dealt with this problem in different ways. The UK Defamation Act, 2013 provides that the single publication rule will not apply in respect of subsequent publications that are materially different from the original publication.262 Material difference is defined in part in relation to the level of prominence the subsequent publication is given and the extent of the subsequent publication.

The Canadian Media Lawyers Association (CMLA) addressed this issue of material difference in their submissions to the Joint Committee on the Draft Defamation Bill.263 They recommended that the proposed provision clarify that material difference does not include archives or databases, hyperlinks or access through new technologies.

It is important to note here that what lies in the balance is the time period during which an action may be brought in relation to a defamatory statement. Therefore, a possible compromise would be to adopt a single publication rule but to increase the length of the limitation period during which the plaintiff may sue. Ontario’s three month period for claims involving newspaper and broadcast defamation seems particularly restrictive compared to the standard limitation period for claims against other publishers (two years).264 Some other provinces have also adopted a two year limitation period, although others have shorter periods. See the chart of limitation periods across Canada in chapter V below. In the UK, the Limitation Act provides for a one year limitation period.265 And, to the extent that an extended limitation period might offer a solution to the republication dilemma, it is also important to consider the current discord between the three month limitation period in the LSA applicable to libels in newspapers and broadcasts and the two year limitation period that applies to all other defamation actions.

Questions for Consideration

8. Should Ontario adopt a statutory definition of “publisher” that would require an intentional act of communicating specific words? (Also see chapter VII below.)

9. Should the statutory presumption of publication in newspapers and broadcasts be extended to some forms of internet publication?

10. Should the multiple publication rule be replaced with a statutory single publication rule, as in the UK? If so, what limitation period should be applicable to defamation claims?
C. Strict Liability

Strict liability is a hallmark of defamation law in Canada. Once a plaintiff proves the three elements of the tort – that the words were defamatory, they were about the plaintiff and they were published – the defendant is liable unless he or she can raise a defence. A lack of intent on the part of the defendant to injure the plaintiff is not a defence.\textsuperscript{266} Strict liability contrasts with the classic model in tort law which requires a finding of negligence before liability will be imposed.

Historically, defamation developed as a strict liability tort because of the difficulty that plaintiffs had in proving defamatory meaning and measuring reputational harm. The presumptions of falsity and harm (discussed in the following sections) were also developed to assist the plaintiff in meeting these hurdles. The result is that the legal threshold to establish defamation is quite low. The burden of proof rests largely with the defendant to rebut the presumptions of falsity and harm. These elements of the tort intentionally emphasize protection of the plaintiff’s reputation over the defendant’s right to free expression. An important question is whether this is consistent with the constitutional protection of freedom of expression and freedom of the press in ss. 2(b) of the Charter.

In the Charter era, Canadian courts have reassessed the elements of the tort and shifted the balance to provide further protection for free expression. However, they have achieved this through the “back door”. Instead of raising the threshold for establishing defamation by imposing a fault requirement or reversing the presumptions of falsity or harm, courts have promoted free expression by strengthening defences that are available to rebut legal responsibility for defamation once established.\textsuperscript{267} The burden of proof remains largely with the defendant.

In the next few sections, the LCO considers whether these legal elements of the tort of defamation combine to strike an appropriate balance between protection of reputation and freedom of expression. In this section, we begin by asking stakeholders to consider whether strict liability for defamation remains appropriate in the Charter era. This discussion must be considered in conjunction with the following sections and, particularly, the section on defamation defences.

1. Rationales for Strict Liability

The most common rationale for strict liability in defamation law is the need to establish strong legal protections for reputation. This rationale makes most sense in the context of a broad societal interest in protecting reputation. Where only private interests are at stake, it is arguable that liability should not be imposed in the absence of harmful intent or negligence.\textsuperscript{268}

From a law and economics perspective, there are important differences between a strict liability and fault-based regime:

- A strict liability regime may incentivize publishers to unduly restrict their speech in order to avoid the risk of lawsuits and damage awards. This effect is sometimes called “libel chill”.
- A fault-based regime may encourage potential victims of defamation to take precautions against harm by restricting their public activities.
- The social welfare function of a fault-based law requires the courts to assess the standard of care to reflect social benefits arising from defamatory speech in addition to social losses. Under a strict liability standard, courts need to assess social losses only.
- Court and litigation costs may be lower in a strict liability regime than a fault regime because legal proceedings may be shorter and less complex.\textsuperscript{269}

This analysis helps to uncover some of the implicit policies underlying the law. However, it does not necessarily suggest that strict liability is preferable to fault or vice versa. Strict liability risks a chilling effect on publishers and fault risks a reverse chilling effect on citizens wishing to participate in the public sphere. Both may impinge on society’s interest in public life.
2. The Fault-Based Alternative: Quebec and United States

In contrast to Ontario, both Quebec and the United States have adopted a fault-based approach to defamation, but for different reasons. In Quebec, the fault-based standard for defamation is consistent with its civil law tradition where all torts are classified as “civil wrongs”. In the United States, however, the strict liability standard was overruled by the United States Supreme Court as inconsistent with the protection of free speech enshrined in the First Amendment of the US constitution.270

i. Quebec – The Civil Law Model

Quebec civil law does not have a specific action for defamation. Instead article 1457 of the Quebec Civil Code governs general civil liability.271 To establish a civil wrong, the plaintiff must prove, on a balance of probabilities, the existence of an injury, a wrongful act and a causal connection between the two.272 In the context of defamation, the plaintiff must first establish that the impugned statement is defamatory. This analysis proceeds much as it does in common law. However, the second requirement, the commission of a wrongful act, deviates from common law. The plaintiff must establish that the publisher acted either maliciously (the material was published with intent to ridicule or humiliate the victim), or negligently (the material was published without intent to harm but through negligence or carelessness). In assessing negligence, courts look to the objective standard of the reasonable person assessed contextually.273 This is a highly adaptable mechanism. For example, a court may consider whether the publisher checked the facts before publishing, the nature of the forum in which the statement was published and the time and opportunity the publisher had to tell the full story.274

There is no presumption of falsity in civil law and proving the truth of a published statement is not always an automatic defence. For example, a journalist can be sued for damage to reputation even if what they published was truthful, if they failed to adhere to professional standards and harm to reputation results.275 The negligence standard in Quebec is sufficiently contextual and flexible that it has overridden many of the defences typically available in common law jurisdictions.276 For example, the decision of the Supreme Court of Canada in Prud’homme v. Prud’homme [2002] resulted in the practical disappearance of the fair comment and qualified privilege defences.277 According to Joseph Kary, if all defamatory comments are evaluated according to a standard of reasonableness, special defences are “unnecessary and redundant” because “the leeway they allow in special cases is already built into the general liability standard”.278

ii. United States – The First Amendment Model

In the US, strict liability in defamation law was eliminated in 1974 with the United States Supreme Court decision in Gertz v Robert Welch Inc.279 The court expressed concern that a rule of strict liability requiring the media to guarantee the accuracy of factual assertions may lead to “intolerable self-censorship”. It held that the First Amendment requires protection of “some falsehood in order to protect speech that matters”.280

Another unique feature of US defamation law is that public officials must meet an even higher legal standard in order to be successful in a defamation case. The US Supreme Court decision of New York Times Co v Sullivan [1964] established that public officials must prove actual malice in order to be successful in a libel claim against the media.281

Both Gertz and Sullivan turned on the First Amendment right to free speech. The First Amendment has resulted in US defamation law evolving very differently than in Canada and it is difficult to assess the US fault standard on its own without taking into account the distinct history and wording of the US First Amendment. Canadian defamation law reform must be based on Canadian legal traditions and constitutional principles.

3. Recent Developments Towards a Fault Analysis in Defamation Law

The possibility of importing a fault standard into Ontario defamation law may not be as radical as one might think. The reality is that Ontario and other common law jurisdictions have already introduced elements of a fault-based system into the law. For example, the SCC’s responsible communications defence, adopted in Grant v. Torstar [2009], has arguably
transformed defamation from a strict liability tort to a fault-based tort in respect of public interest communications, broadly defined.\textsuperscript{282}

In \textit{Grant v. Torstar}, the Court concluded that a lack of responsibility (fault) requirement is necessary to balance society’s interest in public interest reporting against a measure of accountability imposed on the media and others reporting in the public interest.\textsuperscript{283} A defendant may establish responsible communication in reference to a series of factors: the seriousness of the allegation; the public importance of the matter; the urgency of the matter; the status and reliability of the source; whether the plaintiff’s side of the story was sought and accurately reported; whether inclusion of the defamatory statement was justifiable; whether the statement was legitimate reportage; and other relevant considerations.\textsuperscript{284}

Hilary Young has noted that the Court’s responsibility analysis in \textit{Grant v. Torstar} is not significantly different from a reasonableness analysis.\textsuperscript{285} She suggests that a focus on the reasonableness of public interest communications would be appropriate in the context of non-media communications and she proposes a more general application of fault principles in order to accommodate a broader scope of communications.

Eric Descheemaeker also argues for a negligence standard in defamation law on the basis that there is no longer any reason (if there ever was) to distinguish between the protection of reputation and interests at stake in negligence-based torts:

\begin{quote}
\textit{[R]eputation is… no different in nature from such other rights as bodily integrity or property: these are all valuable interests, which deserve protection if they are injured. By and large, the law has settled for centuries on culpa (fault, negligence) as the standard of liability required for legal redress to be triggered when rights are violated; and there does not seem to be any good reason why reputation should be treated either more or less favourably.} \textsuperscript{286}
\end{quote}

In her paper commissioned by the LCO, Karen Eltis argues that the civil law fault-based test for defamation is particularly suited to the internet age.\textsuperscript{287} Civil law’s focus on the contextual reasonableness of the impugned expression would bring some much needed contextual analysis to internet speech. She suggests the adoption of responsible communication “as a standard of conduct rather than as a mere defence.”\textsuperscript{288}

Therefore, a question for this project is whether there may be reason for expanding the analysis in \textit{Grant v. Torstar} beyond public interest communications by importing a responsibility (or reasonableness) analysis into all defamation cases.\textsuperscript{289}

A separate question is whether a fault standard, if imported into Ontario law, should continue to be assessed as part of the defence, with the burden of proof on the defendant. The alternative would be to shift the burden to the plaintiff to prove fault as an element of establishing defamation at first instance, as is the law in Quebec and the United States. There is some interest in this possibility. Eltis suggests that a reverse onus requiring the defendant to assert reasonableness in her defence is an “undue burden” on \textit{Charter} rights.\textsuperscript{290} Descheemaeker suggests that the concept of “reasonable truthfulness”, whether or not limited to matters of public interest, might be the basis of a new negligence-based tort of defamation.\textsuperscript{291}

It is possible that the strict liability nature of our existing body of defamation law has caused it to be unduly weighed down by categories.\textsuperscript{292} As our society becomes more diverse and new forms of internet communications continue to evolve, a more contextual approach may be desirable. The LCO seeks input on the possibility that redefining the tort as a fault-based tort would allow for a more contextual approach able to accommodate continued social and technological change into the future.
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Questions for Consideration

11. Should a fault requirement be introduced into the tort of defamation in Ontario? If so, at what stage of the analysis should fault be considered?

D. Presumption of Falsity

Underlying the common law tort of defamation is a concern for the truth or falsity of the impugned statement. Only false statements can be defamatory in law on the rationale that a reputation will be protected by law only where it is deserved. The traditional rule was articulated in Reynolds v Times Newspapers Ltd. [2001]:

‘[T]he law will not permit a man to recover damages in respect of an injury to a character which he does not, or ought not, to possess. Truth, is a complete defence. If the defendant proves the substantial truth of the words complained of, he thereby establishes the defence of justification.’

Distinct from the requirement of falsity as an element of the tort of defamation is the issue of who should bear the onus of establishing truth or falsity. Currently, falsity is presumed unless the defendant raises a defence of justification. This reverse burden of proof is well entrenched, dating from the 16th century. The presumption protects plaintiffs against the burden of having to prove falsity. It can be difficult to “prove a negative” and, in cases of egregious reputational harm, requiring claimants to prove the falsity of the allegation may be practically impossible, therefore precluding them from receiving any remedy. The presumption was also thought to “inculcate a spirit of caution in publishers” against publishing statements that they could not prove to be true.

The presumption of falsity is one of several signals that defamation law strikes the balance between protection of reputation and free expression closer to the protection of reputation end of the spectrum. The question is whether the presumption of falsity is outdated in the Charter era and the internet era.

The presumption of falsity is unique to the common law tradition. In contrast, in civil law, a finding of defamation is not precluded simply because the impugned statement may be true. According to Karen Eltis, in civil law countries, “the question is not whether the defamatory statements are true or false but rather whether expressing them under the circumstances was reasonable according to an objective standard”. Therefore, “a lie reasonably told in the circumstances does not meet the defamation threshold, whereas truth, unreasonably disclosed publically, thereby causing harm to reputation does.”

More recently, the common law requirement of falsity has come under pressure as the law has begun to recognize and protect privacy interests. The importance here is that privacy “rights” may apply irrespective of whether a statement is true or false. A published statement about someone may cause them significant reputational harm regardless of whether the statement is true or false. If the information is false, the action properly lies in defamation. If the information is true, an action may lie under one of a handful of privacy torts that have been recognized in various jurisdictions. In either case, the court must undertake the task of striking an appropriate balance between protection of reputation, privacy interests and the Charter value of freedom of expression. See chapter VI for further discussion of the overlap between defamation and privacy.

Eltis argues that defamation law’s categorical focus on truth or falsity cannot be sustained in the internet age. This is because even truthful information on the internet can present, “a distorted view of an individual resulting from the decontextualization of tidbits of information [that] is more readily feared than the perpetuation of lies.” She further argues that defamation law’s onus on the defendant to prove truth is “disproportionate” and “unduly frustrates” freedom of
Instead, Eltis recommends a civil law contextual analysis of the circumstances in which the statement was made as the standard for assigning liability.

Questions for Consideration

12. Is the presumption of falsity in defamation law still appropriate? Should the law require plaintiffs to prove falsity?

13. Is defamation law’s emphasis on the distinction between true and false communications still appropriate in the internet age?

E. Presumption of Harm

In addition to the presumption of falsity, traditional defamation doctrine also presumes that harm occurs from a defamatory publication. Like the presumption of falsity, the presumption of harm is a reverse onus so that it requires the defendant to prove the absence of harm. The presumption of harm is said to be justified by the practical difficulty of proving reputational harm. Taken together, the presumptions of falsity and harm provide very strong legal protections for reputational interests.

The presumption of harm, like the presumption of falsity, is controversial. The presumption is unique in tort law and was questioned as long ago as 1812 in a leading English decision. It has also come under significant attack in the modern context.

One problem with the presumption of harm is that it shifts the law’s focus from establishing the actual harm of a defamatory statement to a consideration of potential or theoretical harm. In so doing, the presumption of harm appears to be inconsistent with the traditional objective of tort law to limit a person’s damages to the harm they actually suffered. If the plaintiff were required to establish actual harm, this artificial exercise of generalizing how a group thinks about the impugned statement would be avoided. As David Rolph has stated:

*By focusing on the objective tendency to damage a reputation, rather than the actual damage, a defendant may avoid liability for actual damage to reputation, or a plaintiff might be compensated in respect of damage not actually done. The disparity between the way defamation law protects reputations and the way reputations are actually experienced heightens the artificiality of defamation and undermines its legitimacy.*

It was thought for a time that the presumption of harm in the UK had been reversed by the serious harm threshold introduced in the UK’s Defamation Act, 2013. The serious harm threshold attempts to discourage trivial claims by providing that a statement is not defamatory unless its publication “has caused or is likely to cause serious harm to the reputation of the claimant.” Where the claimant is “a body that trades for profit”, harm is not “serious” for the purpose of the threshold unless it “has caused or is likely to cause the body serious financial loss.” The new threshold was intended to assess the seriousness of reputational harm taking into account the seriousness of the defamatory meaning conveyed by the words used and the context in which they were used.

The serious harm threshold has shifted the balance between reputation and free speech towards protection of free speech. Certainly, the introduction of the threshold raised the bar for claimants considering bringing a defamation action. However, the England Court of Appeal recently held that the serious harm threshold has not reversed the traditional presumption of
harm. The court reasoned that the presumption of harm persists but that “there is no presumption, at law, of serious damage in a libel case”. The LCO is considering whether Ontario should reconsider the presumption of harm and/or introduce a serious harm requirement in order to raise the bar for bringing defamation actions in this province. This issue requires a careful consideration of the balance between protection of reputation and freedom of expression in light of all the issues raised in this chapter.

Like the presumption of falsity, a contemporary analysis of the presumption of harm requires the LCO to consider if, or how, the issue is affected by the nature of internet communications. The original rationale for the presumption of harm was the practical difficulty of proving harm to something as ephemeral as reputation. However, there is some suggestion that this may be less of a problem in cases of internet defamation. Internet analytics may make it possible to assemble empirical evidence of harm or the absence thereof in a way that is not possible in the offline world. Although an intriguing idea, there seems to be little discussion of this at present.

Questions for Consideration

14. Is the presumption of harm in defamation law still appropriate?
15. Should Ontario adopt a serious harm threshold similar to that adopted in the UK Defamation Act, 2013?

F. Defences to Defamation

Defamation defences is an area where the courts have been active in law reform and specific LCO recommendations may be unnecessary. On the other hand, Ontario defamation defences are largely common law and there is some question as to whether they should be codified as has partly occurred in the UK Defamation Act, 2013. In this section, we briefly review the defences as elements in the broader balancing act between protection of reputation and free expression. We ask stakeholders to consider whether the defences require further reform or codification.

1. Justification

Under the common law defence of justification, the defendant has the burden of rebutting the presumption of falsity and proving the substantial truth of the “sting” of the impugned statement as a matter of fact. Section 22 of the LSA supplements the defence, providing that justification may succeed against one defamatory allegation even if it does not succeed against other distinct defamatory allegations, where these remaining allegations do not, on their own, materially injure the plaintiff’s reputation.

In the UK, the Defamation Act, 2013 abolished the common law defence of justification and replaced it with a statutory variant known as the defence of truth. Section 2 of the Act provides that “[i]t is a defence to an action for defamation for the defendant to show that the imputation conveyed by the statement complained of is substantially true”. This section essentially codifies the common law.

One of the drawbacks to the defence of justification is the difficulty that media defendants may have in proving the truth of their story by the time a defamation claim goes to trial. In Grant v. Torstar, the court noted that “[t]he practical result of the gap between responsible verification and the ability to prove truth in a court of law on some date far in the future, is that the defence of justification is often of little utility to journalists and those who publish their stories”. 
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2. Qualified/Absolute Privilege

The common law defence of privilege protects certain occasions of privilege during which the defendant has a legal, social or moral interest or duty to communicate information to a recipient and the recipient has a corresponding interest or duty to receive it. The rationale behind the defence is that “false and defamatory expression may sometimes contribute to desirable social ends.” The various categories of absolute and qualified privilege that have developed in common law are intended to capture those circumstances where it is socially desirable to protect communications without regard to potential reputational harm.

Occasions of qualified privilege have the effect of creating a presumption that the defendant communicated in good faith with an honest belief in the truth of the communication. No liability for defamation will lie unless the plaintiff is able to establish malice or the defendant exceeded the scope of the privilege. Malice means that the defendant has taken improper advantage of the qualified privilege attaching to the statement. The defendant may not have believed the statement to be true when she made it or may have acted through spite, vengeance or some other improper motive.

Section 3 of the LSA creates a statutory qualified privilege in relation to fair and accurate reports in newspapers or broadcasts of certain public proceedings, meetings and decisions of various public interest associations. This privilege is does not apply where: (a) it is proved that the report was made maliciously; (b) the report is “blasphemous, seditious or indecent”; (c) the report is “not of public concern” or its publication is “not for the public benefit”.

The common law defence of absolute privilege recognizes that there are certain narrow circumstances in which communications should be entirely immune from liability. Section 4 of the LSA supplements the defence of absolute privilege in relation to fair and accurate reports of court proceedings where published contemporaneously with such proceedings.

The application of the qualified privilege defence to cases of internet defamation has proved problematic, with some courts presuming that publication on the internet amounts to publication to the world, thereby disentitling defendants from relying on qualified privilege. One question for stakeholders is whether this defence needs to be re-examined in the context of internet communications.

3. Fair Comment

The defence of fair comment protects statements of opinion (in contrast to statements of fact) from liability for defamation. The rationale for this longstanding defence was recently explained by Andrew Scott:

Hence, the underlying principle would appear to be that the airing of one’s view is not the same as asserting a fact, and importantly – it is not treated as such by those to whom it is communicated. Where facts only are stated, truth is asserted; readers are not invited to demur. Where defamatory opinion is concerned, provided the inferential nature of the assertion is clear and the facts on which the opinion is based made available, the possibility of reasonable readers being misled by the expressed viewpoint does not arise in the same way.

Expressions of opinion may include any “deduction, inference, conclusion, criticism, judgment, remark or observation which is generally incapable of proof.” A defendant claiming fair comment must establish that the comment is: (a) on a matter of public interest; (b) based on fact; (c) recognizable as comment; (d) capable of being honestly held on the proven facts; and (e) not actuated by express malice. The common law is supplemented by sections 23 and 24 of the LSA.

The defence of fair comment was adapted for the Charter era by the Supreme Court of Canada in WIC Radio v. Simpson [2008]. The Court expanded the defence by changing the traditional requirement that the opinion be one that a “fair-minded” person could honestly hold, to one that “anyone could honestly have expressed” on the proven facts. As Binnie J. put it, “we live in a free country where people have as much right to express outrageous and ridiculous opinions as moderate ones.”
In the UK, s. 3 of the *Defamation Act, 2013* has abolished the common law defence of fair comment and replaced it with a new defence of honest opinion. The statute eliminates the public interest requirement, broadening the potential application of the defence, and it omits any reference to malice as limiting the availability of the defence. It also loosens the requirement that there be a factual basis for the comment.

The UK *Defamation Act, 2013* defence is significantly broader than the fair comment defence adopted by the SCC in *WIC Radio*. The question is whether Ontario should similarly revisit this defence, particularly in respect of how the defence operates in the context of internet communications. For example, in *Spiller v. Joseph [2010]*, the UK Supreme Court noted the problem of online comments that may be taken out of context so that the underlying facts are no longer apparent:

"Today the internet has made it possible for the man in the street to make public comment about others in a manner that did not exist when the principles of the law of fair comment were developed, and millions take advantage of that opportunity. Where the comments that they make are derogatory it will often be impossible for other readers to evaluate them without detailed information about the facts that have given rise to the comments."

4. Responsible Communication

The new defence of responsible communication, adopted by the Supreme Court of Canada in *Grant v. Torstar [2009]*, had been quietly under construction in other jurisdictions for some time. The problem was widely recognized – the comparative lack of legal protections for “responsible” media stories published in the public interest.

In *Grant v. Torstar*, the Supreme Court of Canada concluded that a defence was required “that would allow publishers to escape liability if they can establish that they acted responsibly in attempting to verify the information on a matter of public interest.” The Court held that this was necessary to respect freedom of expression and support “the public exchange of information that is vital to modern Canadian society”, while maintaining protection for reputation.

In her study of cases applying the new defence, Hilary Young argues that the factors for establishing responsible communication set out in *Grant v. Torstar* make most sense in the context of journalism and that they may need to be modified in relation to different forms of internet communications. A responsible “tweet” may look different from a responsible “blog”, which, in turn, may look different from a responsible news article. Young suggests that a preferable test for the non-media context would be to replace the concept of responsibility with reasonableness. A court might ask, was it reasonable to publish the defamatory words given the risk that they are false, the degree of harm that would result if they are and the benefits of publishing the words notwithstanding the risk? In Young’s view, a reasonableness standard would be more flexible and better suited to the complexity and range of communications in the internet age.

**Questions for Consideration**

16. Should the common law defences for defamation be reformed or codified as has occurred in the UK *Defamation Act, 2013*?
G. Court Remedies for Defamation

The goal of a defamation lawsuit is to vindicate the plaintiff’s reputation. Traditionally, this has been achieved with a damages award. Alternative remedies such as injunctions, retractions and apologies are available only in limited circumstances. Recently courts appear to be stretching traditional remedial doctrines to provide effective relief for internet defamation. To date, however, the use of alternative remedies has been “haphazard” and their availability beyond the context of traditional media unclear.345

Some commentators suggest that alternative remedies should be more widely available.346 Defamation claims are often not about money and remedies such as a retraction or a correction and apology may be more suitable in the context of internet defamation.

In this section, the LCO considers traditional and emerging remedies that may be awarded in a lawsuit between a complainant and the publisher of the defamation. In the online context, a complainant’s most effective remedy may be an order against a third party intermediary hosting the defamatory content. We discuss remedies against intermediaries briefly here. However, the responsibility of these intermediaries in relation to defamatory content on their platforms is discussed in greater detail in chapter VII below.

1. Traditional and Emerging Defamation Remedies

i. Damages

Damages are traditionally the primary remedy for defamation. General damages are intended to compensate for reputational and social damage; vindicate the plaintiff’s good name; and account for the distress, hurt and humiliation caused by the defamatory comments.347 Aggravated damages may be awarded where the defendant’s conduct has been particularly malicious or highhanded.348

Reputational harm is not easily translated into monetary terms. Therefore, the quantum of a general damages award is measured in relation to a number of factors, including “the plaintiff’s position and standing, the nature and seriousness of the defamatory statements, the mode and extent of publication, the absence or refusal of any retraction or apology, the whole conduct and motive of the defendant from publication through judgment, and any evidence of aggravating or mitigating circumstances”.349

The trend for defamation to occur online gives rise to at least two sets of questions about the ability or appropriateness of damages to vindicate a plaintiff’s reputation.

First, the internet has added layers of complexity to the measure of damages for defamation. A defamatory blog may travel far and fast through the internet. It may be repeated out of context, thereby lending it more (or less) credibility than it deserves. Even if the author removes a defamatory blog, its “digital echoes” may be publicly accessible indefinitely.350 On the one hand, these digital echoes may make it more difficult to mitigate reputational harm. On the other hand, they may make it easier to assess reputational harm with the use of tools such as sentiment analysis algorithms.351

In an early internet defamation decision, the Ontario Court of Appeal held that damages awards in internet defamation cases must be sensitive to the medium’s “ubiquity, universality and utility”.352 This statement has been used by subsequent courts to justify higher damage awards for online defamation on the basis that the plaintiff’s reputation has suffered relatively greater damage.353 The concern here is whether this reasoning could lead to damage awards high enough to chill free expression.354

A second issue with damage awards in the internet context is their effectiveness to achieve vindication of the plaintiff’s reputation. The adequacy of damages as a remedy for defamation has long been debated but the nature of internet defamation has provided fresh fuel to this debate.355 A key concern is that the message conveyed by a damages award (that the defamatory statement was groundless) may not attach to the defamatory statement remaining in public view. For
example, it may be possible for defamatory posts to continue to appear high up in a list of search results while corrections, apologies or reports of trial judgments are buried several pages in. As David Potts puts it, there may be an “indelible reputational stain in cyberspace even when the individuals [a]re completely exonerated”.356 Potts refers to this phenomenon as “temporal indeterminacy” and it is yet another factor suggesting that the remedies available in defamation actions in the 21st century may need reconsideration.

ii. Injunctions

[I]t might fairly be said that many prospective libel plaintiffs would be content to simply silence their defamer, even if it meant foregoing damages. And almost all would, if it were possible, turn back the clock so that the offending words were never published. In short, most plaintiffs would, if possible, choose an injunction over an action.357

In spite of the limitations of damages as an award for defamation, and the relative benefits of early injunctive relief, interlocutory injunctions are exceptional in defamation cases. In order for an interlocutory injunction to be granted, it must be clear that the impugned comments are defamatory and no defence of justification will succeed, so that a jury with a contrary verdict would be considered perverse.358 Limiting injunctive relief to “the rarest and clearest cases” prevents “prior restraint” and is consistent with the right of freedom of expression.359

The same stringent test for injunctive relief has been found to be applicable in the context of internet defamation by anonymous bloggers.360 However, there is some suggestion that courts will apply the test liberally where necessary to prevent anonymous posters from circumventing the court process.361 For example, in Canadian National Railway Co. v. Google Inc. [2010], the Court held that the test was met where anonymous bloggers had posted clearly defamatory material on a blog hosted by Google and did not file a defence in the proceeding. The Court directed the interim injunction at Google, as well as the bloggers, and ordered that the weblog be taken down.362

In contrast to interlocutory injunctions, permanent injunctions may be granted after a finding of liability where (1) there is a likelihood that the defendant will continue to publish the defamatory statements despite the finding of liability or (2) an award of damages is unlikely to be enforceable due to the defendant’s impecuniosity.363 For example, in Warman v. Fournier [2015], a jury held two operators of a political message board liable for forty-one defamatory statements made about the plaintiff. The defendants were found to have acted with malice and they had refused to apologize or issue a retraction. In these circumstances, the court awarded a permanent injunction restraining the defendants from publishing any statement against the plaintiff held in the action to be defamatory.364

A further consideration is that injunctive relief in defamation actions may be ineffective because the order may not be enforceable. In contrast to defamation in the physical world, a defendant posting defamation online is less likely to be within the court’s territorial jurisdiction. Traditionally, courts have been reluctant to grant injunctions in these circumstances. However, again, there is some indication in the case law that courts will interpret traditional principles liberally in order to craft effective remedies in internet defamation cases. For example, in Barrick Gold v. Lopehandia [2004], the Ontario Court of Appeal upheld an injunction even though the defendant was resident in another province. It held that the “highly transmissible nature” of the defendant’s defamatory internet posts should be relevant in deciding to grant a permanent injunction. The court reasoned:

The courts are faced with a dilemma. On the one hand, they can throw up their collective hands in despair, taking the view that enforcement against such ephemeral transmissions around the world is ineffective, and concluding therefore that only the jurisdiction where the originator of the communication may happen to be found can enjoin the offending conduct. On the other hand, they can at least protect against the impugned conduct re-occurring in their own jurisdiction.365

More recently, in Google Inc. v. Equustek Solutions Inc. [2017], the Supreme Court of Canada upheld an injunction against Google requiring it to de-index certain webpages from all of its domains worldwide.366 The order was made in the context
of an intellectual property dispute where the defendant was hiding in cyberspace while using the internet to sell the plaintiff’s product as its own. Frustrated from obtaining a direct legal remedy against the defendant, the plaintiff instead sought injunctive relief against Google Inc., requiring it to remove the defendant’s website from all Google search results worldwide.367 In deciding to uphold the injunction, Abella J. reasoned:

*The problem in this case is occurring online and globally. The Internet has no borders — its natural habitat is global. The only way to ensure that the interlocutory injunction attained its objective was to have it apply where Google operates — globally.*368

The decision in *Equustek* is not directly applicable to the internet defamation context since the Supreme Court was applying the lower threshold for injunctive relief applicable to tortious conduct that does not engage freedom of expression considerations.369

Where a similar issue arose in an internet defamation case, a British Columbia court refused to grant an injunction for the de-listing of Google search results. In *Nielema v. Malamas [2015]*, the plaintiff lawyer was the subject of a sustained defamation campaign by a former client. Google had voluntarily de-listed 146 webpages from Google.ca but the lawyer sought an order extending the de-listing beyond the territorial jurisdiction.370 The Court rejected the request on jurisdictional grounds, holding that it was “reluctant to make an order that cannot be complied with”371 The Court was referring to the US statutory immunity for intermediaries under s.230 of the *Communications Decency Act* and the *SPEECH Act* that prohibits US courts from enforcing foreign judgments that would violate the First Amendment.372 The Court declined to make a de-listing order that would not be enforceable in the United States.

Therefore, in spite of the decision in *Equustek*, the practical value of de-listing as a remedy for online defamation is limited by geographical considerations.373 Nevertheless, *Equustek* and *Barrick* are both signals that courts are straining to adapt traditional principles to offer effective injunctive relief in the internet era.

**iii. Retractions, Apologies and Other Novel Remedies**

The LCO’s research and preliminary consultations suggest that many defamation plaintiffs are not looking for a monetary award so much as they hope to set the record straight. As a result, there is increasing pressure on the law and courts to recognize a broader range of remedies better suited to vindicating reputation and to the unique attributes of internet defamation.

One remedy directed at vindicating reputation is a court-ordered retraction.374 In *Warman v Fournier [2014]*, the plaintiff requested that the defendants be ordered to publish a retraction on the homepage where the defamatory comments were posted.375 The judge held that there is jurisdiction to make such an order since it is akin to a mandatory injunction. However, the judge declined to grant the remedy where damages were sufficient to vindicate the plaintiff’s reputation and the defendant’s failure to apologize or retract was built into the damages award.

Retractions are arguably well-suited to defamation actions because they are directed at vindicating a plaintiff’s reputation in the very forum where the reputational harm occurred. However, court-ordered retractions do have limitations as a remedy. They are not considered appropriate in the context of opinions where “public interest is better served by continuing debate through rebuttal rather than by compulsorily bringing it to an end” and it may be seen as “invidious to be forced to recant opinions still honestly held”.376 For this reason, commentators have typically recommended against court-ordered retractions.377

Two new remedies for defamation were introduced into the UK Defamation Act, 2013. Section 12 provides that courts may order an unsuccessful defendant to publish a summary of the judgment.378 This is similar to a retraction and can be a valuable remedy where the parties are unable to agree on the wording of an apology or correction. Section 13 provides express authority for the court to order that internet intermediaries remove content found by the court to be defamatory.379
UK’s *Defamation Act*, 1996 also provides for some novel remedies where a plaintiff is successful in a summary disposal motion. These include a declaration, correction and apology. This last remedy is noteworthy. Courts do not generally have jurisdiction to order an apology as a remedy for defamation. The rationale is, first, that it violates freedom of expression and, second, that it is impossible to ensure that a mandated apology is genuine and sincere. However, some argue that an apology can be a simple and effective remedy for online defamation, offering a means of exerting “a practical degree of civilization and responsibility” over social media networks without discouraging their use.

A unique internet remedy proposed but rejected in the UK reform process was a flag to be attached to online content where its truth is being contested in court.

Alastair Mullis and Andrew Scott have suggested that the UK remedial reforms did not go far enough and that a wider range of “discursive” remedies would better serve to vindicate reputation, promote freedom of expression and further the public’s access to information on matters of “collective importance.” They argue:

> What most libel claimants want is a swift correction or a right of reply. They do not want to become embroiled in expensive and lengthy litigation. The most effective way of vindicating a person’s reputation is to ensure that the truth is aired, and misrepresentations corrected. Most responsible defendants should be content to publish a swift correction when the truth is pointed out to them… Where the truth is contested, a right of reply can assuage both parties’ sense of righteousness.

The issue for the LCO is whether, or how, traditional defamation remedies should be adapted to defamatory internet communications.

### 2. Limitations of Court Remedies for Internet Defamation

The discussion above raises further questions about the suitability of these or any court-based remedy to redress internet defamation. There are at least four points here.

First, the publicity or notoriety surrounding a defamation action may actually worsen a plaintiff’s reputation, even if the plaintiff is successful in court. This is because public knowledge of the court action may disseminate the defamatory remarks to an even wider audience (through social media for example). As one commentator queried:

> How long is it going to take before lawyers realize that the simple act of trying to repress something they don’t like online is likely to make it so that something that most people would never ever see… is now seen by many many more people?

On the other hand, court judgments may not be public enough to effectively counteract the reputational harm caused by online defamation. The publicity (if any) surrounding a successful defamation lawsuit will not always have the same reach as a social media post for example. There is no direct mechanism within the court system to publicize the result, although some of the novel remedies discussed above would have this effect. At the very least, plaintiffs are put in the position of having to publicize successful judgments themselves or hope that the judgment attracts media interest.

Third, the court process is arguably too slow to effectively remedy online defamation. This is not a problem specific to internet defamation, although it may be exacerbated in the context of internet defamation. In 1979, the Australia Law Reform Commission found that the court system was not achieving the aim of defamation law to repair and remedy reputational harm:

> The effective restoration of reputation depends on speed. The true position must be established before the lie hardens into fact in the public mind, while the context is fresh. Yet speed is singularly lacking.
The ALRC provided examples of defamation actions lasting up to five years before final judgment. Similar examples exist in the Ontario context.

Fourth, a court action may be a too formal, punitive process for some forms of internet communication or defamation. On the one hand, the accessibility and durability of expression on the internet can “allow the law to regulate the types of comments and conversations to which it previously had only limited application”: A foolish comment made to one’s friends or family members would historically not have attracted significant attention, let alone legal liability. Today, the same comment posted online can rapidly gain notoriety and give rise to a defamation suit. Are legal remedies and court processes the appropriate response to these communications? Or would “legalizing” these communications detract from the “freedom to converse, to take risks and make mistakes in everyday life”?

In these circumstances, the LCO is considering whether alternatives to court actions may be more effective remedies for internet defamation. For example, the internet allows the opportunity for contemporaneous and accessible rebuttals. This is an internet-specific factor that arguably should be taken into account in assessing damages. The plaintiff may post a rebuttal to the accusations or may perhaps refrain from taking action in order to contain reputational damage.

In chapter VIII below, we discuss possible alternatives to court actions for resolving online defamation. For immediate purposes, we ask stakeholders to consider what reforms might be made to the available remedies in a court action for defamation in order to ameliorate some of the limitations we have discussed here.

Questions for Consideration

17. What principles should be applied in adapting damages awards and injunctions to internet defamation?

18. Should Ontario adopt legislation creating new remedies for defamation that more directly vindicate the reputation of a successful plaintiff and are responsive to the nature of internet defamation?

H. Distinction between Libel and Slander

Defamation is a generic term encompassing two historical torts – libel and slander. Libel provides a cause of action in relation to false statements that are published in a manner of some degree of permanence such as writing or print. Broadcasts are also statutorily deemed to be covered by libel. Slander relates to false statements that are spoken or otherwise impermanent and a cause of action generally arises only where the plaintiff can prove special (actual measurable) damages.

The distinction between libel and slander did not develop until the late 17th century and came under criticism as early as 1812. It has been regularly denounced by law reformers and commentators ever since. Even back in 1975, the Faulks Committee argued that the distinction no longer made sense in a technological era of sophisticated forms of communications.
Most provinces and territories in Canada have, indeed, abolished the distinction. The Uniform Law Conference of Canada has also eliminated the distinction in its Uniform Defamation Act. Only Ontario, British Columbia and Saskatchewan have maintained the distinction in their legislation.

Overseas, the distinction has been abolished in Australia. However, it was not addressed in the UK Defamation Act, 2013 and, therefore, remains the law in England and Wales. The Defamation Act's maintaining of the distinction between libel and slander has been criticized given other provisions in the Act.

Ontario's LSA modifies the common law distinction between libel and slander to some extent. The Act eliminates the traditional requirement to prove special damages for slander actions where the alleged slander concerns:

- words calculated to disparage the plaintiff in any office, profession, calling, trade or business held or carried on by the plaintiff; or
- slander of title, slander of goods or other malicious falsehood.

Subject to these statutory refinements, courts continue to observe the distinction in Ontario.

The policy argument for maintaining the distinction between libel and slander seems to be a concern that the courts may be flooded by "petty 'garden wall' slander actions" absent a special damages requirement. The contrary view is that the high cost of litigation likely precludes this possibility. There are also concerns about the ability to prove the ephemeral content of a slander. The more certainly one can prove what was published - by producing the written record, for example – the more safely the law may estimate or presume the reputational harm that has resulted.

A more forward-looking question is whether internet communications have created a new rationale for maintaining the distinction. Some commentators argue that social media speech, although permanent in many senses, has a degree of informality that is evocative of slander. Accordingly, it has been argued that defamation actions involving social media statements should be limited to cases where the plaintiff can prove special damages. This idea was implicitly rejected by the New Zealand High Court in Karam v. Parker [2014]. The court acknowledged the informality and immediacy of blog communications but reasoned that their permanence still exposes the plaintiff to the same risk of harm and should therefore be subject to the same legal test as traditional print communications. Also, unlike gossip in the physical world, electronic communications are easier to prove from an evidentiary perspective since they tend to leave hard-to-erase traces.

**Question for Consideration**

19. Should Ontario continue to maintain the distinction between libel and slander? If so, should internet communications be considered to be libel or slander?
V. ACCESS TO JUSTICE AND THE COURT PROCESS

A. Introduction

As a law reform agency with a mandate to promote access to justice, the LCO is particularly concerned about the access to justice concerns underlying many of the issues in this project. Access to justice is a complex issue that is raised both in the traditional court-based setting and non-traditional dispute resolution settings operating beyond the court system. The consultation paper looks at access to justice from both these perspectives. This chapter is focused on court procedures and rules that govern defamation dispute resolution. Chapter VIII will examine alternative mechanisms for remedying defamation disputes.

The rules that govern court-based litigation are largely, but not exclusively, set out in the Libel and Slander Act (LSA) and various court rules. In theory at least, this means that the rules governing access to court-based dispute resolution are equally applicable to everyone and that dispute resolution is in the public realm. However, current statutory and court-based systems were largely designed to resolve disputes between traditional defamation plaintiffs (public figures) and traditional defamation defendants (media companies, newspapers and broadcasters). Today, with the democratization of information brought about by the internet, we see a much broader range of individuals as well as companies seeking resolution of defamation disputes.

Even in the absence of internet-related issues, our traditional court system is under considerable strain in Ontario and elsewhere due to high litigation costs and lack of timely resolution of disputes resulting in challenges to access to justice. These concerns may be exacerbated in defamation litigation which is often very expensive due to both its substantial legal complexity and the complex factual evidential record needed to either establish or defend a defamation claim. And the parties may have distinct goals and interests in defamation proceedings. For example, in addition to the goals of all litigants (and the public at large) in ensuring procedural fairness, just outcomes, timely resolution of matters, and cost-effective dispute resolution, plaintiffs in defamation proceedings may want procedures that promote the restoration of their defamed reputation.

In addition to these concerns, internet-based defamation disputes often raise unique legal and access to justice issues that challenge the traditional paradigm and current statutory and court rules for resolving defamation claims. For example, internet-related defamation claims often raise complex jurisdictional issues or questions about whether (or how) to unmask anonymous defendants, if not both.

The result is that there are several procedural aspects of defamation actions that may create significant barriers to access to justice for both plaintiffs and defendants. Notwithstanding the range and complexity of substantive problems with the tort of defamation, many stakeholders in our preliminary interviews felt that the most pressing need for reform was with the process through which defamation claims are currently resolved. In fact, it has been suggested that “the key imbalance” in defamation law is “not that in favour of reputation over free speech or vice versa...[but rather] that between litigants who can afford to defend their publications or to vindicate their reputations, and those who cannot.” In Ontario, these issues are exacerbated by the current LSA which is widely recognized to be out of date and inadequate to regulate online defamation claims.

In this project, the LCO’s goal is to reexamine several of these key procedural issues from first principles, that is, by considering how the nature of defamation claims have changed in the internet age and identifying procedures that best achieve access to justice in this new environment. As part of this exercise, we will reconsider the provisions of the LSA and recommend reforms, either to specific provisions or more far-reaching reform to the legislation as a whole.

In this chapter, we focus on defamation proceedings in the courts. However, as will be seen below, there are inherent limitations to the court process as a means of achieving justice in certain cases and no amount of reform is likely to remediate these in practice. At the same time, the internet has made possible other more informal dispute resolution techniques that
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are already in operation and that must be taken into account as alternatives to the traditional court-centric paradigm of justice. In chapter VIII we expand our perspective and consider possible extra-judicial approaches to regulating defamation in the internet age.

B. Cost and Complexity of Defamation Proceedings

Before turning to some of the unique procedural elements of defamation litigation in Ontario, it is important to look at the process as a whole and consider the extent to which the cost and complexity of defamation actions may be compromising access to justice.

1. Backdrop: Civil Justice Reform in Ontario

Defamation proceedings are just one example of a civil justice system that is widely considered to be failing Canadians. In 2013, the National Action Committee on Access to Justice in Civil and Family Matters acknowledged the obvious; that the civil justice system is “too complex, too slow and too expensive.”413 According to the Action Committee’s Roadmap for Reform of Civil Justice, only 6.5% of legal problems ever reach the formal justice system.414 In the 2016 World Justice Project Rule of Law Index, Canada ranked 12th out of 36 high income countries, with accessibility and affordability of civil justice being a particular weakness relative to other measures.415

Whereas justice reform was once primarily focused on the formal justice system, the Action Committee recommended a more holistic, user-focused system:

*Our current formal procedures seem to grow ever more complicated and disproportionate to the needs of the litigants and the matters involved. Everyday legal problems need everyday solutions that are timely, fair and cost-effective. Procedures must be simple and proportional for the entire system to be sustainable. To improve the system, we need a new way of thinking that concentrates on simplicity, coherence, proportionality and sustainability at every stage of the process.* 416

The LCO suggests that this is helpful advice even in the context of defamation actions that typically lie on the technical end of the spectrum of civil proceedings. In this project, we invite stakeholders to question traditional assumptions about defamation proceedings and consider possible ways to simplify procedure and reduce costs while maintaining a fair process overall.

2. Cost and Complexity of Defamation Proceedings

Among civil actions generally, stakeholders have advised us that defamation proceedings are considered to be particularly costly and complex for the parties and the justice system generally.

Reasons for this are complicated. The substantive complexities of defamation law and the procedural complexities of pleading a defamation action contribute to high costs and create barriers to access to justice. And where the impugned statement is online, costs may be even higher. For example, the ease with which online statements may be replicated means that one original defamatory statement may spread into a unwieldy mass of communications that a plaintiff must attempt to identify in a pleading.417 Any procedural innovations to improve access to justice in defamation proceedings must take into account the unique nature of the cause of action.

A further reason for the complexity of defamation claims is that these tend to be more about vindicating reputation than remedying a monetary loss. Therefore, plaintiffs may be motivated to pursue litigation where it does not make financial sense to do so, and the costs of bringing the action can very quickly eclipse the amount of money claimed.418 Also, personal animosity between the litigants may lead to a particularly contentious discovery and pre-trial process and longer trials.419 In addition, there are examples of recalcitrant defamers maintaining a stubborn online campaign against a plaintiff regardless of court proceedings, injunctions, bankruptcy or even contempt proceedings.420
3. The Goal of Proportionality

The principle of proportionality has developed as a touchstone to reining in excessive procedural steps and attendant costs in civil litigation. An aspirational principle, proportionality is reflected in the Ontario Rules of Civil Procedure and was endorsed by the Supreme Court of Canada in *Hrynkiak v Maudlin* (2014). The Court held that summary judgment rules must be interpreted “broadly, favouring proportionality and fair access to the affordable, timely and just adjudication of claims”. Although the goal is to ensure a fair and just process, the court noted that “much as one would not expect a jury trial over a contested parking ticket, the procedures used to adjudicate civil disputes must fit the nature of the claim”.

The goal of proportionality has also been imported into defamation proceedings. In *Jameel v. Dow Jones* (2005), Lord Justice Phillips MR wrote:

> It is no longer the role of the court simply to provide a level playing-field and to referee whatever game the parties choose to play upon it. The court is concerned to ensure that judicial and court resources are appropriately and proportionately used in accordance with the requirements of justice.

A particularly egregious example of the need for proportionality in Ontario defamation proceedings is the odyssey of *Warman v. National Post* (2015) in which skirmishes over document production in a defamation trial persisted over a period of 6 years in spite of a comprehensive decision by the Master on the importance of proportionality in the process.

The aspiration of proportionality is relatively easy to articulate but more difficult to achieve where it may compromise a plaintiff’s right to be fully heard or the defendant’s full right of reply. Also in the defamation context, it must be kept in mind that “it may be appropriate to consider the principle of proportionality by reference to different metrics than in other civil litigation”. In this project, the question is what kind of procedural reforms would achieve proportionality in defamation disputes while preserving the underlying goal of a fair and just process. These themes underlie the discussion of more specific court processes that follows.

C. Standing of Corporations to Bring a Defamation Action

As any business owner knows who has been the subject of a defamatory online review, harm to corporate reputation can be devastating. In Canada and the United Kingdom, corporations have standing to sue in defamation just like individual plaintiffs do. A distinction is recognized only when it comes to damages. Corporations can only suffer damage in respect of their commercial interests. As the House of Lords held in *Lewis v. Daily Telegraph Ltd.*:

> A company cannot be injured in its feelings, it can only be injured in its pocket. Its reputation can be injured by a libel, but that injury must sound in money.

Therefore, corporations may be awarded general damages, but not aggravated damages which are intended to remedy harm to feelings.

Although the entitlement of corporations to sue in defamation is longstanding, there is a significant body of opinion arguing that protecting corporate reputation unduly impinges freedom of expression. In Australia, legislators have eliminated the right of most corporations to sue in defamation, maintaining standing only for non-profit corporations and corporations with less than 10 employees. In this section, we review the arguments for and against corporate standing to sue and ask stakeholders to consider whether there should be a change to the law in this area.

1. Arguments for Removing Corporate Standing to Sue

In her comprehensive article on this topic, Hilary Young raises a number of arguments in favour of reform. We emphasize three of these.
i. Corporate Reputation is Relatively Less Worthy of Protection
Corporate reputation engages a narrower range of values than individual reputation. In chapter III, we discussed the concept of reputation as property, honour and dignity. In modern times, defamation is primarily understood as protecting self-worth and dignity interests. However, corporate reputation exclusively engages proprietary interests. The economic losses suffered by defamed businesses relate less to social relationships and more to “advertising, public relations and image”. Consequently, some scholars have argued that corporate reputation should weigh less heavily in the balance between freedom of expression and reputation.

ii. Criticism of Corporations is Valuable Expression
Allowing corporations to sue for defamation can chill valuable speech. Criticism of corporations and their activities helps facilitate informed consumer-decision making, provides a check on abusive corporate behaviour, and improves transparency. Defamation suits can deter such criticism. This risk is particularly acute with respect to expression about corporations for two reasons. First, corporations are often – though not always – well-resourced and willing to sue to protect their reputation. Second, and relatedly, corporations may be more prone to launch strategic litigation against public participation (SLAPP suits) to stifle critics, even over statements that are not defamatory. The problems around SLAPP suits and Ontario's legislative response are discussed in this chapter below.

iii. Corporations Have Other Options for Protecting Reputation
Corporations have other options for protecting their reputation. Howarth suggests that corporate reputation is more appropriately protected by existing economic torts such as malicious falsehood, conspiracy to injure, procuring a breach of contract and interference with trade by unlawful means. Of course, claims such as malicious falsehood are not as advantageous to plaintiffs since there is no presumption of harm and falsity as there is in defamation. Corporations can also sue under negligence if they can establish that the alleged defamer owed them a duty of care. Section 7(a) of the Trademarks Act provides further recourse to corporations by restricting the types of things business competitors may legitimately say about each other. Directors of corporations can sue for defamation in their personal capacity if statements about the corporations also defame them. Finally, corporations may have access to non-legal routes to vindicate their reputation. They can launch advertising campaigns, engage reputation consultants, and influence public opinion to a far greater extent than traditional defamation plaintiffs.

2. Arguments for Retaining Corporate Standing to Sue in Defamation
Against these arguments is a concern for the reputational harm that corporations may incur, particularly from online defamation given the proliferation of online review sites such as TripAdvisor, Homestars and others. A defamatory review, transmitted instantly throughout cyberspace, may cause irreparable harm to a business. Furthermore, corporations are not a homogenous class of plaintiffs but rather represent a wide spectrum of entities from local sole proprietorships to multinational corporations. McDonalds may have much greater capacity to protect its corporate reputation through litigation or business practices than does a family-run B&B. Different considerations may also apply to non-profit and for-profit corporations.

3. Three Options for Reform
Young concludes in her analysis of the issue that corporate standing to sue in defamation should be eliminated. However, there are two other reform options short of removing standing to sue altogether, also canvased by Young. We consider Young's three options below.

i. Removing Corporations’ Standing to Sue For Defamation
This proposal most effectively counters the chilling effect of defamation law. Young suggests that this is the most appropriate option, at least for medium to large for-profit corporations. Australia implemented this approach for all for-profit corporations with over 10 employees. However, the '10 employee' threshold has been criticized as arbitrary.
ii. Removing the Presumption of Harm

Young’s second option is to remove defamation law’s traditional presumption of harm. A rationale for the presumption of harm in defamation law is that reputational damage often involves intangible impacts on dignity that are not easily demonstrated in court. However, this is arguably not an issue in the case of corporate reputational losses that must “sound in money”. Therefore, it may be appropriate to require corporations to prove actual damage in defamation suits.

The United Kingdom addressed this issue in the Defamation Act, 2013 by requiring corporate plaintiffs to establish “serious financial loss” on a balance of probabilities. This accords with evidentiary standards employed in other torts involving damage to corporate reputation, such as injurious falsehood.

iii. Removing the Presumption of Falsity

Young’s third option is to remove defamation law’s traditional presumption of falsity. Dario Milo argues that the presumption of falsity reflects the “primacy of reputation over free speech at common law”. To the extent this is so, the question is whether this primacy is appropriate in the context of corporate defamation given that the reputational interests at play are exclusively proprietary. In other torts involving corporate reputation, such as injurious falsehood, plaintiffs bear the burden of demonstrating falsity. Therefore, one option would be to bring defamation in line with other corporate torts by eliminating the presumption of falsity for corporate plaintiffs.

Questions for Consideration

20. Should corporations retain standing to sue for defamation in the internet age?
Should they continue to be entitled to rely on the presumption of harm and presumption of falsity?

D. Jurisdiction and Choice of Law Over Internet Defamation Claims

The internet connects individuals and communities across geographic boundaries. Therefore, internet defamation claims often have connections to more than one jurisdiction. In these cases, a key issue is whether or not an Ontario court should assert jurisdiction over the action.

The complexity of jurisdictional issues in internet defamation cases is illustrated by the facts in a case currently before the Supreme Court of Canada, Haaretz.com v. Goldhar. Mr. Goldhar is a prominent Canadian businessman who purchased and managed an Israeli soccer team. Haaretz is an Israeli newspaper who published an article in print and online in which it criticized Goldhar’s management of the team. The online version of the article was published in English and was read by 200-300 people in Canada. In a global, internet economy where Ontario businessmen operate businesses in Israel and Israeli newspapers are read as easily in Ontario as in Israel, how is an Ontario court to determine the issue of jurisdiction?

In 2012, the Supreme Court of Canada released a trilogy of decisions that addressed the jurisdiction test for multi-jurisdictional defamation claims. However, there remain questions about whether this test, as currently applied, is appropriate for internet defamation cases. The LCO has heard the concern that the test may unduly favour plaintiffs and thereby create a libel chill. Some defendant stakeholders have argued that the current test allows for inappropriate forum-shopping or “libel tourism”, with complainants strategically choosing to sue in jurisdictions perceived to have plaintiff-friendly defamation laws.

The test for assuming jurisdiction in Ontario defamation actions remains one of common law. In contrast, other jurisdictions such as the US, UK and Australia have adopted statutory jurisdictional tests for the express purpose of preventing libel.
tourism. In this section, the LCO considers the state of the law in Ontario and the possibility that the Supreme Court of Canada may reform the law as a result of the Goldhar case. We review the approach taken by other jurisdictions in the ongoing effort to find an appropriate balance between protection of reputation and freedom of expression. We also consider whether it would be appropriate for Ontario to reform the Libel and Slander Act to provide statutory guidance on defamation jurisdictional issues.

1. Ontario’s Current Test for Jurisdiction

Ontario’s current common law test for jurisdiction was set out by the Supreme Court of Canada in one of the trilogy decisions, Club Resorts Ltd v. Van Breda. The Court held that a court can assume jurisdiction over a claim when:

- the plaintiffs can prove a real and substantial connection between the claim and the jurisdiction, and
- the defendant cannot demonstrate that there is a clearly more appropriate forum elsewhere.

The first branch of this test, known as the real and substantial connection test, is met in a tort claim where the court finds that at least one of four non-exhaustive presumptive connecting factors exists:

- the defendant is domiciled or resident in the province
- the defendant carries on business in the province
- the tort was committed in the province; or
- a contract connected with the dispute was made in the province.

Underlying the jurisdiction test are the general principles of fairness, efficiency and comity. These values may influence the selection of new presumptive factors or the method of resolving conflicts.

In the two defamation cases that were part of the SCC’s trilogy, the third presumptive factor, that the tort was committed in the province, was easily met. In the case of defamation claims, the tort is committed where the defamatory statement is published to a third party. We have seen in chapter IV above, that publication occurs anytime an online statement is read, downloaded or republished by a third party. Therefore, so long as a defamatory statement is read by a third party in Ontario, the tort is committed in Ontario and the real and substantial connection test is met.

Once jurisdiction is established under the real and substantial connection test, the court may still stay the proceedings if the defendant can show why another forum is clearly more appropriate to hear the claim. This forum non conveniens analysis is a discretionary decision determined by reference to a non-exhaustive list of factors designed to ensure that both parties are treated fairly and that the process for resolving their litigation is efficient. For example, factors may include:

- the comparative convenience and expense for the parties to the proceeding and for their witnesses, in litigating in the court or in any alternative forum;
- the law to be applied to issues in the proceeding;
- the desirability of avoiding a multiplicity of legal proceedings;
- the desirability of avoiding conflicting decisions in different courts;
- the enforcement of an eventual judgment; and
- the fair and efficient working of the Canadian legal system as a whole.

In exercising its discretion, the court must engage in a contextual analysis while respecting the principle of comity and refraining from leaning too instinctively in favour of its own jurisdiction.

2. Three Areas of Uncertainty in the Jurisdiction Test for Online Defamation

Recent case law and commentary calls into question at least three aspects of the current test for multi-jurisdictional internet defamation cases. These three issues are the subject of the upcoming appeal to the Supreme Court of Canada in the Goldhar case and they indicate that the law in this area remains uncertain. Each of these issues is briefly discussed in turn.
V. ACCESS TO JUSTICE AND THE COURT PROCESS

i. Applying the Real and Substantial Connection Test to Internet Defamation Cases

In an internet defamation case, there is a very low threshold to establishing the presumptive connecting factor that a tort has been committed in Ontario. Since online publications are accessible worldwide, establishing that defamatory material was communicated to at least one person in Ontario (other than the plaintiff) will be "virtually automatic." The concern is that the role of the presumptive factors as checks on the automatic assumption of jurisdiction becomes "illusory." For example, in Goldhar, the majority of the Ontario Court of Appeal held that jurisdiction was established where an article posted to an Israeli newspaper website was accessed by 200-300 people in Canada. (In contrast, the article was read by tens of thousands of people in Israel.) One of the issues on appeal to the Supreme Court of Canada is whether minimal online publication in Ontario should amount to a real and substantial connection resulting in a presumption of jurisdiction or, alternatively, whether minimal online publication should serve to rebut any presumption of jurisdiction that does arise.

The concern is that the current rule unduly impinges on freedom of expression and creates a libel chill by subjecting defendants to a law suit in a jurisdiction to which they have little or no connection.

ii. Applying the Forum Non Conveniens Test to Internet Defamation Cases

There is also uncertainty as to the proper application of the discretionary factors of the forum non conveniens test and their relationship to the real and substantial connection test. In each of the SCC's trilogy decisions, the application of the legal doctrine of forum non conveniens factors resulted in a finding that the local jurisdiction was the most appropriate forum to hear the claim. This was also the result in the majority decision of the Ontario court of Appeal in Goldhar. However, the dissenting judge in Goldhar, Pepall J.A., reasoned that a "robust and carefully scrutinized review of the issue of forum non conveniens" was necessary, particularly given the low threshold of the real and substantial connection test. Pepall J.A. would have chosen Israel as the most appropriate forum in the circumstances of that case.

One issue is in weighing the relative convenience and expense of witnesses appearing at the trial. In Goldhar, the plaintiff undertook to fund the travel and accommodation costs of Israeli witnesses testifying at an Ontario trial. On appeal, the question is whether this is impermissible as an attempt to use one's “financial heft” to "buy passage to a forum.”

iii. The Test for Choice of Law in Internet Defamation Cases

A third area of uncertainty is in the test for choice of law, one of the factors to be considered in the forum non conveniens analysis. The law to be applied to the issues in the proceeding is traditionally determined by reference to the lex loci delicti, that is, the place where the tort occurs.

The rationale behind this general rule is that, in the case of most torts, “the occurrence of the wrong constituting the tort is its most substantial or characteristic element.” However, the Supreme Court of Canada has recognized that this test may pose difficulties where the consequences of the tort are felt elsewhere, as may be the case in online defamation. Therefore, an alternative test has been proposed for defamation, that is, the place of most substantial harm to reputation.

The most substantial harm test recognizes the importance of allowing claimants to sue for defamation in the place where they enjoy their reputation. It is also seen as a means of curbing libel tourism and promoting freedom of expression. Canadian courts considering the substantial harm test as an alternative to the lex loci delicti have had regard to a similar statutory test adopted in Australia which is applied by reference to four factors:

- The place at the time of publication where the plaintiff was ordinarily resident or, in the case of a corporation, the place where the corporation had its principal place of business at that time;
- The extent of publication in each relevant jurisdiction;
- The extent of harm sustained by the plaintiff in each relevant jurisdiction; and
- Any other matter that the court considers relevant.

However, there has been some uncertainty in Canadian courts as to the weight to be accorded to the second factor, the relative extent of publication, in determining the appropriate choice of law. The concern is that relying on extent of
publication as a decisive factor in establishing substantial harm is inconsistent with the traditional evidentiary rule that a single instance of publication is sufficient for the tort of defamation to arise. Moreover, the impact on reputation is not simply a matter of numbers of publications but may depend on how influential are particular readers.

3. International Reform Efforts to Curb Libel Tourism

The United States, England and Wales and Australia have each undertaken statutory reforms to their tests for assuming jurisdiction over internet defamation actions. These reforms were largely instigated by a concern for the phenomenon of libel tourism. However, the extent to which libel tourism is actually practiced in these jurisdictions is a matter of ongoing debate.

In the United States, state courts can only assume jurisdiction over online defamation claims involving out-of-state defendants where the online publication expressly targets readers in the local state. In 2010, the United States also addressed the spectre of libel tourism by enacting the Securing the Protection of our Enduring and Established Constitutional Heritage Act (the SPEECH Act). The SPEECH Act renders foreign libel judgments unenforceable unless the underlying legislation conforms to the First Amendment. This has the impact of shielding American journalists, bloggers, authors, academics and publishers from foreign defamation judgments, so long as they do not hold assets in the foreign jurisdiction.

England and Wales has enacted section 9 of the Defamation Act of 2013 in an effort to counter libel tourism. Under this provision, the complainant must demonstrate that England and Wales is the most appropriate forum for hearing the action. The onus is the reverse of the current Ontario test. Instead of requiring the defendant to establish that a clearly more appropriate forum exists elsewhere, the onus is on the complainant to establish the local forum as the most appropriate. Relevant factors include whether the defamatory words targeted the jurisdiction, whether the extent of the harm was greater in one jurisdiction over another, the extent of the dissemination of the defamatory words in both jurisdictions and any evidence that the complainant may not receive a fair hearing elsewhere. In applying the test, the court must consider every jurisdiction where the defamatory statement was published. Consequently, the complainant must bring evidence as to the extent of publication in all jurisdictions where she could suffer harm.

In its 2005 defamation reform, Australia sought to reduce libel tourism between Australian states by unifying the law across its states and by adopting the most substantial harm test for determining choice of law issues within the federation.

These developments reveal a strong international trend to tighten up jurisdictional rules in order to constrain libel tourism. Ontario’s law is currently relatively plaintiff-friendly. This gives rise to the question whether, or the extent to which, inappropriate forum-shopping is a concern in Ontario. This concern also operates at the interprovincial level. For example, since Ontario notice requirements and limitation periods are stricter than those in British Columbia, it is possible that defamation actions otherwise connected to Ontario may migrate to B.C. instead. So harmonization of Ontario law with the law in other provinces and countries may be an issue here. The LCO invites input on the extent to which the concern over inappropriate forum-shopping is borne out in Ontario both internationally and interprovincially.

4. Possibilities for Reforming the Test for Jurisdiction

The three areas of uncertainty in Ontario’s test for assuming jurisdiction result in a lack of predictability in the law that arguably undermines access to justice. At the time of deciding to publish an online statement, the publisher should ideally have a reasonable idea in which jurisdictions it might be required to defend against a lawsuit. And a potential claimant should be able to anticipate the most appropriate jurisdiction for commencing a claim.

The areas of uncertainty also have important implications for the balance between protection of reputation and freedom of expression and the prevention of inappropriate forum-shopping. First, the current formulation of the real and substantial connection test arguably permits Ontario courts to assume jurisdiction over foreign publishers where there is relatively little evidence of publication in Ontario. According to the principles of comity and reciprocity, Ontario publishers may be
required to submit to foreign courts in analogous circumstances with the consequent chilling effect on their freedom of expression. Second, the current *forum non conveniens* test arguably permits claimants to influence libel proceedings by strategically shopping for a forum with plaintiff-friendly libel laws. Third, the traditional choice of law test, *lex loci delicti*, also arguably permits forum shopping whereas the alternative most substantial harm test would lead to greater certainty in the law. The LCO invites comment on each of these issues and, in particular, whether s.9 of the (UK) *Defamation Act, 2013* offers a useful model for reform. The LCO also seeks comment on what form any reform to the test for jurisdiction should take. Should Ontario retain a common law approach to this issue or should a statutory provision be adopted?

**Questions for Consideration**

21. What evidence is there of libel tourism or inappropriate forum-shopping occurring in Ontario?

22. Does the current common law test for assuming jurisdiction strike an appropriate balance between protection of reputation and freedom of expression? Should Ontario adopt a statutory provision similar to s.9 of the (UK) *Defamation Act, 2013* for multi-jurisdictional defamation actions?

**E. Notice and Limitation Periods**

1. **Current Notice and Limitation Periods in Ontario**

At several points in this paper, the LCO has discussed the “plaintiff-friendly” nature of traditional defamation law in Ontario. It is easy to overstate this orientation, however, as the LSA includes several important provisions designed to protect newspapers and broadcasters from liability for defamation. Chief among these are a notice requirement and a limitation period for commencing actions in relation to libels in newspapers and broadcasts.

Subsection 5(1) of LSA requires that plaintiffs provide defendants with six weeks written notice before commencing an action in relation to libel in a newspaper or broadcast. Where a notice is not given in time, the plaintiff has no claim and the action will be struck out. The purpose of the notice period is to provide media defendants with a timely opportunity to investigate the claim and retract or correct defamatory publications, thereby limiting the plaintiff’s reputational harm and reducing its exposure to damages. Where the defendant publishes a “full and fair retraction” within three days of receiving the notice, ss. 5(2) of the Act is triggered. This subsection provides that so long as the defendant was acting in good faith and in “mistake or misapprehension of the facts”, the plaintiff’s claim will be limited to actual damages. Since, it is often difficult for plaintiffs to prove actual damages in defamation claims, a retraction may amount to “the practical equivalent of barring the right of action”. On the other hand, it may be difficult for defendants to meet the three day time limit for publishing a retraction.

In addition to the notice period, Section 6 of the LSA imposes a special three month limitation period for defamation actions in relation to libels in a newspaper or broadcast. In contrast, defamation actions against other defendants are subject to the two year limitation period in the *Limitations Act*. The following chart illustrates the current lack of uniformity in this area of law. There is further complexity in the various ways in which notice periods and limitation periods are calculated.
### Notice and Limitation Periods for Defamation Actions Across Canada

<table>
<thead>
<tr>
<th>Province/Territory</th>
<th>Notice Period</th>
<th>Limitation Period</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Ontario</strong>&lt;sup&gt;495&lt;/sup&gt;</td>
<td>Newspaper/Broadcast&lt;sup&gt;496&lt;/sup&gt;: 6 weeks</td>
<td>Newspaper/Broadcaster: 3 months</td>
</tr>
<tr>
<td></td>
<td></td>
<td>General: 2 years</td>
</tr>
<tr>
<td><strong>Alberta</strong>&lt;sup&gt;497&lt;/sup&gt;</td>
<td>General: 3 months</td>
<td>General: 2 years</td>
</tr>
<tr>
<td></td>
<td>Daily Newspaper: 7 days</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Other Newspaper/Broadcast: 14 days</td>
<td></td>
</tr>
<tr>
<td><strong>Manitoba</strong>&lt;sup&gt;498&lt;/sup&gt;</td>
<td>General: 3 months</td>
<td>General: 2 years</td>
</tr>
<tr>
<td></td>
<td>Daily Newspaper: 7 days</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Other Newspaper/Broadcast: 14 days</td>
<td></td>
</tr>
<tr>
<td><strong>Newfoundland</strong>&lt;sup&gt;499&lt;/sup&gt;</td>
<td>General: 3 months</td>
<td>Newspaper/Broadcaster: 4 months</td>
</tr>
<tr>
<td></td>
<td>Daily Newspaper: 7 days</td>
<td>General: 2 years</td>
</tr>
<tr>
<td></td>
<td>Other Newspaper/Broadcast: 14 days</td>
<td></td>
</tr>
<tr>
<td><strong>Nova Scotia</strong>&lt;sup&gt;500&lt;/sup&gt;</td>
<td>General: 3 months</td>
<td>Newspaper/Broadcaster: 6 months</td>
</tr>
<tr>
<td></td>
<td>Daily Newspaper: 7 days</td>
<td>General: 2 years</td>
</tr>
<tr>
<td></td>
<td>Other Newspaper/Broadcast: 14 days</td>
<td></td>
</tr>
<tr>
<td><strong>Northwest Territories, Nunavut, Yukon</strong>&lt;sup&gt;501&lt;/sup&gt;</td>
<td>General: 14 days</td>
<td>Newspaper/Broadcaster: 6 months</td>
</tr>
<tr>
<td></td>
<td></td>
<td>General: 2 years</td>
</tr>
<tr>
<td><strong>Prince Edward Island</strong>&lt;sup&gt;502&lt;/sup&gt;</td>
<td>Daily Newspaper: 5 days</td>
<td>Newspaper/Broadcaster: 6 months</td>
</tr>
<tr>
<td></td>
<td>Other Newspaper/Broadcast: 14 days</td>
<td>General: 2 years</td>
</tr>
<tr>
<td><strong>Quebec</strong>&lt;sup&gt;503&lt;/sup&gt;</td>
<td>Newspaper: 3 days</td>
<td>Newspaper: 3 months</td>
</tr>
<tr>
<td></td>
<td></td>
<td>General: 1 year</td>
</tr>
<tr>
<td><strong>Saskatchewan</strong>&lt;sup&gt;504&lt;/sup&gt;</td>
<td>Daily Newspaper: 5 days</td>
<td>General: 2 years</td>
</tr>
<tr>
<td></td>
<td>Weekly Newspaper: 14 days</td>
<td></td>
</tr>
<tr>
<td><strong>British Columbia</strong>&lt;sup&gt;505&lt;/sup&gt;</td>
<td>No notice required</td>
<td>General: 2 years</td>
</tr>
<tr>
<td><strong>New Brunswick</strong>&lt;sup&gt;506&lt;/sup&gt;</td>
<td>No notice required</td>
<td>General: 2 years</td>
</tr>
</tbody>
</table>
2. The Function and Length of the Notice Period

The defamation legislation in most provinces have some variation of Ontario’s notice period. However, British Columbia has no notice period and the Law Reform Commission of British Columbia expressly rejected the idea of adopting a notice period in its 1985 Report on Defamation. The Commission pointed out that the notice period operated for the benefit of defendants rather than plaintiffs. Plaintiffs could seek a retraction or apology without any need for a statutory time limit. A notice period would serve “no useful purpose” and would merely impose a new limitation period and “increase the difficulties and expense of litigation, and the law’s technical complexity.” The Uniform Defamation Act published by the Uniform Law Conference of Canada historically contained a notice period but this was deleted after a review of the LRCBC Report. Although the MAG Advisory Committee briefly discussed the Ontario notice period in its 1990 Report, it did not consider the option of eliminating it. One issue for stakeholders to consider is whether the notice period continues to serve a useful purpose in the internet age.

Of those provinces that retain a notice period, several have chosen a longer, three month period. If Ontario retains a notice period, another issue is whether a longer period would be appropriate. A related issue here is whether the three day deadline for media defendants to publish a retraction should be correspondingly lengthened.

3. Availability of Notice/Retraction in Relation to Broader Range of Publications

Ontario’s notice/retraction option is currently only available in relation to libels published in newspapers and broadcasts as defined in the LSA. Therefore, for the most part, they operate for the benefit of traditional media defendants. The policy rationale was to give these defendants the opportunity to publish a correction or retraction of the allegedly defamatory statement in appropriate circumstances. However, the LSA did not anticipate the internet era and there has been litigation to determine in what circumstances notice/retraction applies in the online context. Recently, the Ontario Court of Appeal has confirmed that an online newspaper may take advantage of the notice period. However, it remains unclear the extent to which other forms of internet publications are subject to the Act.

Today, there is a much broader range of publishers in a position to publish a correction or retraction where timely notice is received from a complainant. Pre-internet, one rationale for limiting the notice period to libel published in newspapers and broadcasts was that these had frequent publication schedules allowing for timely retraction. But a distinction based on frequency of publication no longer makes sense. Online publication can occur almost instantaneously. Of course, there is always a question as to whether content can ever be effectively removed from the internet. Nevertheless, notice/retraction is a practical, cost-effective remedy that may benefit both parties and should arguably be encouraged by law. It is questionable whether there remains any reason to distinguish between different categories of publications.

One issue in extending notice/retraction to online publications is that complainants must be able to locate the publisher in order to serve notice on them. This is currently achieved in the LSA by requiring that the names and addresses of media owners and publishers are accessible by complainants. Currently, many online publishers do not advertise their contact information, particularly in the case of anonymous communications. However, the possibility of being able to rely on a notice period may encourage some online publishers to do so.

4. Consolidating and Simplifying the Limitation Periods

There is a strong argument to be made that it is time to consolidate the different Ontario limitation periods for defamation and to adopt a single period applicable to actions against all defendants, whether media or not and whether in respect of online or offline publications. Even back in 1989, the MAG Advisory Council wrote in its Issues Paper that “disparate” limitation periods in defamation law are “difficult to justify.”

In several provinces including Alberta, British Columbia, Manitoba, Saskatchewan and New Brunswick, there is no special limitation period for defamation actions. Instead, they are subject to a general two year limitation period. The suggestion
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has been made that Ontario should also adopt a “medium-neutral” uniform limitation period for all defamation actions.520 A longer limitation period may also have the benefit of allowing for a “cooling-off” period during which a complainant may consider whether the reputational harm suffered really does merit the cost of pursuing a defamation action.

Currently, the limitation period in s.6 of the LSA begins to run when the libel has “come to the knowledge of the person defamed”.521 Similarly, the general limitation period in the Limitations Act is based on the discoverability principle.522 In 1990, the MAG Advisory Committee considered the possibility of an absolute limitation period running from the date of publication of the libel.523 However, the Committee was still operating in a mostly pre-internet world where “[t]he more remote the libel or slander in fact, the less likely is continued injury”.524 This is no longer necessarily the case with online defamation and the LCO suggests that the discoverability principle should be applicable whatever limitation period is chosen.

Any reform to the limitation period must be coordinated with the notice period, discussed immediately above. It must also take into account the possibility of adopting a single publication rule, discussed in chapter 3 in the section on publication.

Questions for Consideration

23. Should the notice period in ss. 5(1) of the LSA be eliminated from Ontario law? If not, how long should the notice period be and how long should the publisher have to respond to the notice? Should notice/retraction be made available in relation to a broader range of publications?

24. Should the special limitation period in s. 6 of the LSA be eliminated so that all defamation claims are subject to the two year general limitation period in Ontario’s Limitations Act?

F. Potential Procedural Reforms

The LCO invites proposals from stakeholders on potential procedural reforms for containing the costs and reducing the complexity of defamation proceedings while maintaining fairness and just outcomes. Without limiting the scope of the consultations process, in this section, we discuss two particular possibilities. One option is to provide judges with broad case management powers over defamation actions.525 Another option is to provide for a preliminary hearing early on in defamation proceeding to resolve one or more issues in dispute. Currently, case management and preliminary hearings are more fully utilized in English defamation practice than in Ontario. In this section, we ask stakeholders to consider whether the English experience offers any lessons to be learned in the procedural reform of Ontario defamation actions.

1. Case Management of Defamation Actions

Currently in Ontario, defamation actions proceed as any civil action does. There is some provision for case management in Rule 77 but there are no dedicated procedural tools designed to manage the cost and complexity of defamation proceedings specifically.526 One of the issues in this project is whether some form of specialized case management for defamation law suits would be beneficial to reduce costs, promote proportionality and encourage early resolution of disputes.
Ontario may look to the UK where the Rules provide courts with extensive case management powers over civil actions generally and where case management of defamation proceedings has been a specific issue. Under Rule 3.1 of the Civil Procedure Rules, the court in any civil action may:

- extend or shorten the time for compliance with any rule
- adjourn or bring forward a hearing
- hold a hearing by telephone
- stay the whole or part of any proceedings
- direct a separate trial of any issue
- exclude an issue from consideration
- dismiss or give judgment on a claim after a decision on a preliminary issue
- order any party to file and exchange a costs budget
- take any other step for the purpose of managing the case, including hearing an Early Neutral Evaluation with the aim of helping the parties settle the case.

In 2000, England put into place a dedicated Pre-Action Protocol for Defamation. The Protocol “is intended to encourage exchange of information between parties at an early stage and to provide a clear framework within which parties to a claim in defamation, acting in good faith, can explore the early and appropriate resolution of that claim.” The Protocol establishes a code of good practice which includes an early exchange of letters detailing the claim and the response to the claim, a commitment to act reasonably to “maintain costs proportionate to the nature and gravity of the case and the stage the complaint has reached”, and consideration of alternative dispute resolution measures rather than proceeding with litigation. Possible ADR options are listed: discussion and negotiation, early neutral evaluation by an independent third party, mediation and reference to the Press Complaints Commission. Although the Protocol recognizes that ADR cannot be mandated, Rule 3.1(4) and (5) of the Civil Procedure Rules requires that the court take into account compliance with the Protocol in giving directions and in making cost orders.

Notwithstanding the Pre-Action Protocol, the costs and complexity of UK defamation proceedings have continued to be of concern. In the reform process leading up to the Defamation Act, 2013, the House of Lords/House of Commons Joint Committee called for better enforcement of the Pre-Action Protocol and more aggressive case management to help minimize costs. In the end, the government declined to include case management provisions as part of its legislative reforms.

Meanwhile, in 2013, the English Civil Justice Council struck a Defamation Costs Working Group which issued a Final Report making several recommendations for instituting rigorous case management of defamation actions in order to control costs. The Group recommended that specialist judges be appointed to manage particular defamation claims through each stage of the process. These judges would have wide powers to set a time table for progression of the action, establish a costs budgeting regime, determine substantive issues such as “whether an action has fundamental merit” by paper proceedings and encourage early resolution. Case management conferences would take place by phone as soon as possible after proceedings are issued.

To date, these UK proposals have not yet come to pass. In fact, some argue that the cost and complexity of defamation proceedings is a bigger problem than ever.

There are at least two potential lessons for Ontario here. First, commentary in England suggests that the Pre-Action Protocol for Defamation is not all that effective in that jurisdiction. However, the problem is apparently one of enforcement and proposals for procedural reform tend to include the Pre-Action Protocol as the foundation for greater control and management of defamation proceedings. One suggestion for procedural reform in Ontario might be a similar but relatively robust case management tool.
Second, there is a strong argument among policymakers and commentators that the unique nature of defamation proceedings merits the appointment of specialized judges to oversee all aspects of defamation proceedings. This is a possibility that might be considered in Ontario within the broader context of Ontario’s policy goals for the administration of justice.

As noted above, there has been some discussion regarding the need to appoint specialist judges for defamation matters. This suggestion raises the complementary issue of specialist training or accreditation for counsel in defamation matters. Professional regulation of lawyers in Ontario is the responsibility of the Law Society of Upper Canada. In addition, legal organizations such as the Ontario Bar Association provide continuing legal education for lawyers in Ontario. The LCO is seeking advice on whether there is a need for improved accreditation or education for defamation lawyers, and, if so, what form these initiatives might take.

Questions for Consideration

25. What are the best options for reducing cost and complexity and promoting access to justice in defamation proceedings?

2. Preliminary Motions and Hearings in Defamation Actions

i. Ontario

Preliminary hearings have the potential to resolve one or more issues in dispute in an action. The result may be to simplify the remaining issues for trial and, in some cases, encourage settlement of the entire action. Ontario does not currently have a pre-trial process specific to defamation actions. Instead, there are two types of pre-trial motions available to the parties of any civil action to determine issues early in a proceeding.

First, Rule 21.01 of Ontario’s Rules of Civil Procedure provides for a motion to strike a pleading as disclosing no reasonable cause of action or defence. In a motion to strike the facts are accepted as true and the test is whether there is no reasonable chance of success in law. These motions are not common in defamation claims.

Second, Rule 20 of Ontario’s Rules of Civil Procedure provides for summary judgment motions, permitting the court to dispose of all or part of a claim in a summary manner where there is “no genuine issue requiring a trial.” The Rule was amended in 2010 to improve access to justice. Under the amended Rule, the court may order that the parties present oral evidence and it has the power to weigh evidence, evaluate the credibility of deponents and draw reasonable inferences from the evidence (unless, exercising these powers at trial would better serve the interests of justice). Post Hryniak, summary judgment motions have been granted in several Ontario defamation cases for the purpose of determining meaning and the applicability of pleaded defences.

ii. United Kingdom

Preliminary hearings are more common in English defamation practice than in Ontario practice. An array of options are available, both for civil actions generally and specific to defamation claims.

Preliminary Issues – Part 3 of the UK Civil Procedure Rules provides courts with a list of powers to be used in the management of civil cases generally, including the power to “direct a separate trial of any issue” and to “discuss or give judgment on a
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claim after a decision on a preliminary issue". These powers have no comparator in Ontario at present. They may be exercised on the court’s own initiative. In the UK, preliminary issues hearings are regularly used to determine key issues in defamation cases, including the viability of pleaded defences and whether or not the impugned statement has a defamatory meaning.

Since the introduction of the “serious harm” threshold in the Defamation Act, 2013, preliminary hearings have also been held to determine whether serious harm resulted from the defamatory statement. These issues are considered to be suited for preliminary determination particularly since the Act has made jury trials “very much the exception” in defamation proceedings. Recent courts have encouraged parties to seek preliminary hearings to determine the serious harm issue at the same time as determining issues of meaning and allegations of abuse of process.

Summary Disposal – England has a summary judgment regime under the Civil Procedure Rules Part 24 that is somewhat similar to Ontario’s Rule 20. However, there is also available a more specialized summary disposal procedure established in sections 8-10 of the Defamation Act, 1996.

Summary disposal allows a judge to weigh the merit of the claims and defences, and dispose of the claim in favour of either party where a claim appears to have no realistic prospect of success and there is no reason why it should be tried. The first branch of this test, no realistic prospect of success, is the same test used in a summary judgment motion. The second branch of the test, no reason why it should be tried, is unique to summary disposal motions and takes into account factors such as the parties who are before the court, any conflicts of evidence and the serious of the alleged wrong. The summary disposal procedure provides a limited range of remedies including a declaration, corrections and apologies, an injunction and damages not exceeding £10,000.

Summary disposal was intended to be a fast-track, low cost (and low award) remedy. The idea was to push both parties to put “all their cards on the table early” in order to encourage early settlement. They are not as flexible as summary judgment hearings since they cannot be used to resolve particular issues. Summary disposal motions have been used to try defences, establish meaning, and determine damages. Most recently, summary disposal motions have been brought to seek relief against anonymous internet defendants. This case law is discussed below in the section on anonymity.

iii. Preliminary Hearings Compared
Ontario and England have distinct procedural tools in their arsenal for the preliminary hearing of defamation claims. The power of English courts to hold preliminary hearings in defamation actions as part of case management allows for a broad range of issues to be determined before trial, including meaning, the serious harm threshold and the availability of particular defences. Ontario has no general power to hold preliminary hearings in defamation or other matters. Nor does Ontario have a streamlined summary disposal procedure. In both instances, Ontario relies on summary judgment to serve these purposes.

In sum, the question is whether Ontario’s existing summary judgment mechanism, as amended in 2010 and interpreted by the Supreme Court of Canada in 2014, is sufficient for the fair and just resolution of issues in defamation claims or whether the LCO should consider recommending specialized preliminary hearing powers as exist in English defamation practice.

Questions for Consideration
26. Is Rule 20 of the Rules of Civil Procedure an appropriate and sufficient mechanism for the preliminary hearing of issues in defamation proceedings? Should Ontario adopt UK-style preliminary issues hearings or summary disposal measures?
G. Strategic Litigation and the Protection of Public Participation Act, 2015

Strategic litigation against public participation (SLAPPs) refers to lawsuits “initiated against one or more individuals or groups that speak out or take a position in a public debate on an issue of public interest.” These lawsuits are a form of abuse of process. They are used by plaintiffs “to limit the freedom of expression of the defendants and neutralize their actions by resorting to the courts to intimidate them, deplete their resources and reduce their means of action.” Many SLAPPs are framed as defamation actions. A typical example is a defamation lawsuit brought by a developer to discourage environmentalists from speaking out against a proposed development. SLAPPs have consequences beyond their impact on the parties involved. They represent a misuse of the court system and they may stifle public debate on matters of public interest.

In 2015, the Ontario government enacted the Protection of Public Participation Act, 2015 (PPPA) which put into place a fast-track motion procedure to identify and dismiss SLAPP lawsuits. This procedure is another recent tool (like the responsible communication defence) providing increased protection for freedom of expression on matters of public interest. Generally speaking, the new procedure has been widely supported by commentators and has begun to be interpreted by the courts. However, concerns have also been raised about the fairness of the legal test for assessing the merit of plaintiffs’ claims at a very early stage of the proceedings, as well as other aspects of the procedure. In this section we review the fledgling case law interpreting the new procedure and ask stakeholders to consider whether the procedure strikes an appropriate balance between freedom of expression and protection of reputation.

1. The PPPA

In 2010, an expert Advisory Panel was asked by the Ontario Attorney General to address the problem of SLAPPs in Ontario. The Panel found that existing legal remedies against abuses of process were not effective against SLAPPs and that a more focused remedy was necessary to protect public participation.

The panel developed a fast-track summary procedure to identify and dismiss strategic lawsuits and this procedure was enacted in 2015 in the PPPA. The PPPA amended the Courts of Justice Act to include a section entitled “Prevention of Proceedings that Limit Freedom of Expression on Matters of Public Interest (Gag Proceedings).” The purpose of this section is listed in s.137.1:

137.1 (1) The purposes of this section and sections 137.2 to 137.5 are,

a. to encourage individuals to express themselves on matters of public interest;

b. to promote broad participation in debates on matters of public interest;

c. to discourage the use of litigation as a means of unduly limiting expression on matters of public interest; and

d. to reduce the risk that participation by the public in debates on matters of public interest will be hampered by fear of legal action.

The section provides for motions to dismiss proceedings where they arise from “an expression made by the person that relates to a matter of public interest”. Importantly, the legal test focuses on the objective effect of the expression rather than the subjective intent of the speaker. However, the speaker’s motives will be relevant to balancing the value of the expression against the harm to the plaintiff.

Once the public interest effect is established, the judge is required to order dismissal unless the respondent is able to meet a two-part test. First, the respondent must establish “grounds to believe” that the proceeding has “substantial merit” and the applicant has “no valid defence”. Second, the respondent must establish that the harm resulting from the expression is “sufficiently serious that the public interest in permitting the proceeding to continue outweighs the public interest in protecting that expression”. It is not necessary for the applicant to show that the respondent was acting with improper motives in order for the action to be dismissed. This is a unique feature of the Ontario legislation.
Applicants may bring a motion any time after a proceeding has been commenced and, therefore, need not wait to file a Statement of Defence. The motion is then heard within 60 days. Meanwhile, no further steps may be taken in the proceeding until the motion, and any appeal, is disposed of.

The legislation uses cost provisions to encourage applicants to make use of the new procedure. Where an applicant is successful in having a proceeding dismissed, there is a statutory presumption that it will be awarded its costs of the motion and the proceeding on a full indemnity basis. However, where a respondent is successful in defending their proceeding, the presumption is the opposite – they will not be awarded costs on the motion. Both presumptions are subject to the judge’s discretion.

Subsection 137.1 (9) provides for damages in favour of an applicant where the court finds that the original proceeding was brought in bad faith or for an improper purpose.

2. Case Law Interpreting the PPPA

Thus far, courts have not been timid about using the new procedure to dismiss defamation actions where they are satisfied that the statutory test has been met. Perhaps not surprisingly, courts have been willing to dismiss actions involving classic SLAPP scenarios where the parties clearly do not have equal resources to fund litigation. These involve large corporations targeting individuals who have spoken out about their business on public interest grounds. For example, in United Soils Management Ltd. v. Mohammed, a corporation operating a gravel pit sued a local teacher in relation to her Facebook posts about possible contamination from fill poisoning local water sources. There was clear evidence that the corporation was attempting to intimidate the defendant, including burying her in unnecessary procedural motions. The court dismissed the action and took the corporation’s abusive behaviour into account in ordering $7500 in damages to the defendant.

However, courts have also been willing to dismiss defamation actions where there is no apparent power imbalance between the parties. In Able Translations Ltd. v. Express International Translations Inc., the court dismissed a defamation action brought by a translator in relation to comments made by a competitor. In Platnick v. Bent, the court dismissed an action brought by a doctor against a personal injury lawyer who had sent a listserv email accusing the doctor of misconduct.

There are also a minority of cases in which courts have refused to dismiss defamation actions. For example, in Thompson v. Cohodes, the court refused to dismiss a defamation claim against a former hedge fund manager who alleged that the plaintiff CEO of a public corporation had committed fraud. The court held that the allegation of fraud was unsubstantiated so that the defamation proceeding should be allowed to continue.

The legislation remains new and there are appellate level decisions pending that will assist in its interpretation and application. Nevertheless, it is clear that the Act is designed to provide additional protection for free expression.

3. Questions About the Balance Achieved By the PPPA

The PPPA is plainly weighted to favour individuals or parties who have spoken on matters of public interest over others who have allegedly suffered reputational harm as a result. As Mr. Justice Dunphy commented in one of the first decisions interpreting the new procedure:

*By intentionally creating a fast-track and relatively summary procedure, the Legislature has implicitly accepted that some potentially meritorious defamation claims may be nevertheless be dismissed without a full hearing on the merits. To this degree, it might be said that the PPPA combats “libel chill” with its own form of “litigation chill.”*
In *United Soils Management v. Mohammed*, Lederer J. went further in describing the shift effected by the new legislation:

> I am inclined to the view that the legislature did more than just “tilt the balance somewhat”. Rather the legislature created a steep hill for the plaintiff to climb before an action like this one is to be permitted to proceed. The legislation directs that we place substantial value on the freedom of expression over defamation in the public sphere.\(^{585}\)

A key example of the legislative shift in balance towards defamation defendants and free expression is in the relatively heavy burden and standard of proof imposed on the defamation plaintiff’s SLAPP proceeding. The plaintiff bears the burden to establish “grounds to believe” both that its defamation claim against the defendant has substantial merit and that there is no valid defence to the claim. This is a reversal of the onus of proof in a common law action for defamation.

The PPPA has created its own set of legal complexities. For example, the “grounds to believe” standard of proof has been interpreted as requiring something more than not being frivolous or vexatious, but something less than proof on a balance of probabilities. A middle ground standard of “credible and compelling evidence” has been adopted.\(^{586}\) Critics have argued that this is too high a standard for plaintiffs to meet at such an early stage of a proceeding.\(^{587}\)

Concern has also been expressed about the requirement in s.137.1 (4) that the plaintiff show evidence of “sufficiently serious” harm. This is a higher standard than required in common law where harm is presumed once the plaintiff establishes the elements of the tort.\(^{588}\)

The costs and damages provisions also plainly favour defendants.\(^{589}\)

Some commentators predict that the legislation will cause a “chilling effect on valid lawsuits brought for good reason” and see a possibility that defamers will be given “undeserved credibility” on the basis that they are championing constitutional freedom of expression.\(^{590}\) The “public interest” threshold is seen as quite easy for some potential defendants to clear, which could lead PPPA to become a favoured strategy for those faced with defamation suits.\(^{591}\)

The defendant-friendly orientation of the new legislation has already been subject to a Charter challenge as a denial of procedural fairness amounting to a deprivation of fundamental justice. At first instance, the court dismissed this argument on the basis that the right to reputation was not a protected right under s.7.\(^{592}\) This decision has recently been heard on appeal but the decision has not yet been released.

Some SLAPP suits represent a serious abuse of the court system with a substantial impact on freedom of expression. The facts and procedural history in the *United Soils Management v. Mohammed* case is an eloquent illustration of the problem that the PPPA was designed to address. However, the question underlying much of the commentary and case law, and posed for stakeholders in this project, is whether the legislation successfully targets “real” SLAPP suits without unduly compromising legitimate defamation actions? In other words, does the PPPA succeed in striking an appropriate balance between free expression and protection of reputation?

### 4. Three Unique Characteristics of the PPPA

The PPPA is based on the recommendations of the Anti-SLAPP Advisory Panel. In designing the PPPA, the Panel made a number of policy choices that distinguish the PPPA from anti-SLAPP legislation in other jurisdictions. A few of these are worth reviewing in considering how successfully the legislation is fulfilling its purpose to date.

First, the PPPA adopts a relatively broad definition of the activity that it purports to protect, that is, any expression that “relates to a matter of public interest”. The Panel also considered but rejected narrower options such as protecting communications intended to influence government action.\(^{593}\) It emphasized the value in targeting the “full scope of legitimate participation in public matters”.\(^{594}\)
Second, the PPPA targets the abusive effect of strategic litigation against public participation. This is in contrast to legislation in several other jurisdictions that target the plaintiffs’ improper motives in bringing such actions. The Panel reasoned that determining motive or bad faith would be difficult particularly in the context of an expedited proceeding.

Third, the Panel considered and rejected limiting the types of defendants entitled to benefit from protection under the legislation. Corporations, media and individuals are all eligible to bring a motion so long as their expression genuinely relates to the public interest.

The LCO invites submissions on these characteristics of the PPPA as well as its effect to date.

Questions for Consideration

27. What impact has the PPPA had on the process and outcome of defamation lawsuits in Ontario? Does the PPPA achieve an appropriate balance between the interests of parties to defamation proceedings?

H. Role of the Jury

There is a tradition of jury trials for defamation actions in common law jurisdictions. However, this tradition has gradually eroded. In the 2013 Defamation Act, England decisively reversed the presumption for jury trials in defamation actions. The draft Defamation and Malicious Publications (Scotland) Bill, would similarly remove the presumption of jury trials in Scotland.

In this section, we consider this trend and ask stakeholders to consider the role of juries in Ontario defamation proceedings. The role of the jury in defamation actions is a classic procedural issue that is not influenced by the advent of the internet.

Currently in Ontario, defamation actions are generally treated like any civil action, with a presumption that a trial will be by judge alone unless a party requires otherwise. However, section 14 of the LSA contemplates juries and provides that they may give either a general or special verdict. In other Canadian provinces, the rules vary. Quebec has no provision for defamation trials to be before a jury. In Manitoba and Nova Scotia, jury trials are presumed unless the parties consent otherwise. Other provinces allow jury trials to be held on the request of a party unless a judge orders otherwise.

The LCO does not have statistics on what proportion of Ontario defamation actions are heard by jury. Nor is it clear to what extent stakeholders agree or disagree on the jury issue. The LCO welcomes input from practitioners and parties on these issues.

Traditionally, jury trials have been considered appropriate for defamation cases because of the engagement of community values. This is particularly so where defamatory meaning is in issue since the test for establishing defamatory meaning is based on community standards. Plaintiffs may favour a jury trial if they believe that a jury increases their chance of receiving a larger damages award. However, jury trials may involve a longer and more costly litigation process than do trials by judge alone. For example, in the United Kingdom, jury trials were found to increase costs by 20-30% and double the length of the proceedings.

There is some reason to believe that juries increase the cost and complexity of defamation trials. Jury trials tend to be both complex and “back-loaded”. For example, where an allegedly defamatory statement may have several possible meanings, a jury may select one meaning over others only at the end of the trial. This requires that counsel prepare alternative arguments to accommodate varying meanings. But where a defamation proceeding is heard by judge alone, meaning may be determined early on as part of a preliminary motion. According to Alastair Mullis and Andrew Scott, this may lead to “significantly reduced” costs and more early settlements.
Defamation trials in the Charter age raise important issues of constitutional rights, particularly the right to freedom of expression, and some argue that these questions of law are not appropriate to be left to laypersons. Also, legal developments such as the creation of the responsible communication defence have resulted in a “confused division of functions of judge and jury” which further complicates the jury’s task.

The issue is whether the procedural efficiencies gained by trial by judge alone outweighs the value to be placed on the opportunity of complainants to have defamatory meaning determined by a jury of their peers. Lord Denning observed in Rothermere v. Times Newspaper:

> It is true that a trial by judge alone would have many advantages. In particular, a judge could deal better with the mass of documents and he would give reasons which could be reviewed by a Court of Appeal. But the result is not always better justice… But a jury looks at a case more broadly. They give weight to factors which impress the lay mind more strongly than the legal.

As Andrew Scott wrote in his recommendations to the Northern Ireland government, “[e]specially, where decisions to be taken by the court have a factual character, their legitimacy in the eyes of the wider public may be peculiarly dependent in some socio-political contexts on community involvement in the reaching of outcomes.”

Questions for Consideration

28. What is current practice on the use of juries on Ontario defamation trials? Should the right to a jury trial for defamation actions be limited in Ontario?

I. Identifying Anonymous Defendants

In chapter III, we discussed the important role that anonymous speech plays in furthering privacy interests and the right to freedom of expression. However, anonymity can be a double-edged sword. On one end of the spectrum is the vulnerable whistleblower engaging in socially beneficial criticism (of unfair workplace practices, for example) whose anonymity shields her from retribution. In this circumstance, anonymity may be essential to protect free expression. On the other end of the spectrum is the poster who hides behind anonymity while engaging in defamatory slurs. This was condemned by the Court in Manson v. Doe as “freedom of defamation” not entitled to legal protection. The tension between the value and risks of anonymous speech is particularly cogent in the context of internet speech where anonymity is more easily achieved than in the offline world. In some circumstances, anonymous speech may be less harmful to reputation where it is less credible exactly because it is anonymous.

Anonymous internet communications give rise to significant procedural hurdles in bringing a defamation action that can impede access to justice. Karen Eltis warns of “anonymity’s capacity for undermining even emasculating domestic (Canadian) courts, the remedies they mete out and indeed the justice system” The problem is that, no matter how egregious defamatory statements may be and no matter what substantive remedy our legal system may make available, access to justice may be denied if the defendant is unidentifiable.

The practical problem is in identifying anonymous speakers so that those who are responsible for defamation and other illegal expression may be named as defendants in a legal action. In this section, we seek input on how to balance the value of anonymous speech with the need to prevent defamers from hiding behind the “electronic curtain” to avoid being legally held to account for their actions.
This issue is raised in the context of a plaintiff seeking to bring a defamation action directly against the anonymous speaker. Often, when faced with an anonymous speaker, the plaintiff may instead bring an action against the website or other internet intermediary hosting the defamatory comments. In chapter VII, we discuss this scenario and consider the extent to which intermediaries should be liable for defamation authored by someone else.

Many times, the problem of anonymous defamatory speech does not end up in court at all. A plaintiff may be more inclined to access a complaint mechanism operated by the intermediary hosting the site. In chapter VIII we look more broadly at extra-judicial mechanisms for alternative dispute resolution.

1. Motions to Identify Anonymous Speakers (Norwich Orders)

The anonymity possible in internet communications may be illusory. Website hosts, including social media platforms, may have identifying information for users where this was provided as a requirement of registering for the service. Even where this information is not directly available, website hosts are usually able to link particular content to the internet protocol (IP) address of the computer or other device used to post the content. Once the IP address is known, the internet service provider (ISP) will be able to link that address to the particular subscriber who registered that computer or device.

Therefore, website hosts and ISPs will often have access to identifying information about an anonymous poster. Experience demonstrates, however, that they are unlikely to release this information to a complainant without a court order for two reasons. First, they will generally owe a duty of confidentiality to their customers under their terms of service. Also, they are subject to the Personal Information Protection and Electronic Documents Act (PIPEDA). Under PIPEDA, an ISP is not permitted to disclose a subscriber’s personal information without the subscriber’s knowledge or consent, except in certain specified circumstances, including where required by court order.

Therefore, a complainant faced with an allegedly defamatory anonymous comment must generally bring a motion for an order requiring the website host and ISP to release information identifying a subscriber. Ontario’s rule 31.10 provides for a court order for discovery of a non-party “who there is reason to believe has information relevant to a material issue in the action” so long as the information cannot otherwise be obtained and, on balance, fairness requires it.

It is also possible even before commencing an action to bring a motion for an equitable bill of discovery known as a Norwich order. The rationale behind the Norwich order was explained in the decision which gave it its name:

> [I]f through no fault of his own a person gets mixed up in the tortious acts of others so as to facilitate their wrong-doing he may incur no personal liability, but he comes under a duty to assist the person who has been wronged by giving him full information and disclosing the identity of wrongdoers...[J]ustice requires that he should co-operate in righting the wrong if he unwittingly facilitated its perpetration.

Ontario courts have used both the Rules approach and the Norwich approach to support an order requiring intermediaries to disclose the identity of anonymous online users. Subsequent case law has treated these as a single approach and, for the purpose of this paper, we do likewise. In referring to the Norwich procedure, we refer to this amalgamated approach.

The leading case in Ontario is Warman v. Fournier. The court held that the Rules of Civil Procedure must be interpreted in a manner consistent with Charter rights and values, including the right of freedom of expression and privacy interests. It laid out a four part test for determining whether it could order a third party to disclose the identity of an anonymous online user. The Court must consider whether:

1. the unknown alleged wrongdoer had a reasonable expectation of anonymity;
2. the applicant had a prima facie case of defamation and was acting in good faith;
3. the applicant had taken reasonable steps to identify the anonymous party and had been unable to do so; and
4. whether the public interests favouring disclosure outweighed the freedom of expression and privacy interests of the unknown alleged wrongdoers.
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These identification motions seek to balance the long recognized value of a broad discovery process that is evident throughout our common law system of legal procedure with the important Charter values underlying anonymous speech.626 As Robert J. Currie notes, our civil procedure generally reflects the “right to face one’s accuser” and this is contrary to the idea that anonymous defamation may lie beyond the reach of the law.627 But Currie goes on to say that “the deeply complex and potentially explosive relationship between technology and privacy is touching and sometimes reshaping many of the moving parts in the administration of justice, including procedure”628

2. Procedural Barriers in Obtaining Norwich Orders

Currently, courts deliberating whether to grant a Norwich order conduct a careful balance the freedom of expression and privacy interests of the anonymous speaker, the reputational interests of the complainant and the societal interest in a broad discovery process promoting the administration of justice. In practice, we have heard from stakeholders that Norwich hearings operate efficiently. However, there is a certain artificiality to Norwich proceedings. Although developed in the context of civil actions involving parties sufficiently well-funded to see them through, the question to be asked is how accessible this process is to the vast majority of complainants seeking legal relief.

For example, obtaining a court order disclosing the identity of an anonymous internet poster is often a two-step procedure. A motion must be brought against the website host for an order disclosing the relevant IP address. A separate motion will then be necessary against the ISP in order to link the IP address to subscriber information. For example, this was the case in York University v. Bell Canada.629 The University brought a motion against Google Inc. for disclosure of the IP address behind the pseudonymous email and this order was granted in May 2009. The second order against the ISPs granting disclosure of the subscriber information was granted in August 2009. The allegedly defamatory comments had been in circulation online for 6 months (since February 2009) and the action for defamation had not yet been commenced. Mark Donald sums up the problem in a thoughtful blog and suggests that the current rules are unbalanced so as to favour online trolls.630

A motion against an intermediary may also be complicated by jurisdictional issues where the intermediary is headquartered out of the jurisdiction.631

3. Limitations of Norwich Orders Once Obtained

Even if a plaintiff is successful in obtaining a Norwich order, the plaintiff cannot be confident about successfully identifying the alleged defamer. Learning the identity of the ISP subscriber may be of no use to the plaintiff if the defamer created the post on a public computer. At internet cafes and other public networks, it may be impossible to track who was using the computer at a given time.

Even computers in more private environments may be used by people other than the subscriber. For example, in Applause Store v. Raphael, Facebook complied with a Norwich order to reveal the IP address that had set up a false account containing defamatory content.632 The IP address was linked to two computers in the defendant’s flat. However, the defendant denied being the author of the false account, alleging instead that it was friends who had stayed with him during the relevant period. The court held that the Defendant’s evidence was implausible and that he was, indeed, responsible for the defamatory account.633 However, this conclusion was drawn only after a four day trial and a detailed written judgment handed down over a year after the defamatory Facebook page was posted. This scenario shows how difficult it may be in certain circumstances to reveal anonymous posters even after having spent the time and money to obtain an order identifying the IP address involved.

There are also cases where a Norwich order is unsuccessful in identifying ISP subscribers who use false names. There are new technologies such as Tor which make it difficult and in certain circumstances impossible to trace transmissions through an ISP back to the Tor user.634 An example was considered by the court in Brett Wilson LLP v. Persons Unknown.635 The owners of the website in issue had registered with a proxy service listing them as “Anonymous Speech”. The service was set up
specifically to hide the identity of users and apparently would regularly move its servers from country to country in order to avoid detection. In that case, the plaintiffs obtained a *Norwich* order against “Anonymous Speech” but the order was simply ignored.

Even if the *Norwich* order is enforceable and the alleged defamer is unmasked, the plaintiff still has the challenge of bringing action against them. For all these reasons, no matter how meritorious a claim may be, pursuing a *Norwich* motion may be akin to rolling very expensive dice. Therefore, regardless of how carefully the *Norwich* test is devised or the various factors are balanced, the more basic issue is whether this court-based mechanism, with its attendant costs, creates a barrier to effective access to justice for a defamed plaintiff.

On the other hand, the anonymous author’s access to justice is also engaged. First, there is the concern for libel chill. Online users may choose not to post legitimate forms of anonymous speech for fear of being subjected to an expensive and uncertain court process. Second, *Norwich* orders are *ex parte* orders and there is a concern about interfering with a defendant’s privacy rights where that individual is not before the court. Of course, this latter argument is somewhat circular where the only reason that the defendant is not in court is that she has made the choice to hide behind anonymity. It might be questioned whether the plaintiff should be required to meet a higher threshold to obtain a disclosure order simply *because* the defendant has chosen not to disclose.

### 4. Reform Options for Identifying Anonymous Defendants

Canada, the United Kingdom, the United States and Australia have all adopted a system of “traceable anonymity”. This means that online users are anonymous until they pass a threshold of behavior, which varies from jurisdiction to jurisdiction, which can then be used as a basis for identifying them. The LCO believes this is an appropriate model generally since it allows for a balancing of the various interests engaged. However, the issue is how that threshold should be determined. One question for stakeholders is whether the *Norwich* test as it has developed in Ontario is an appropriate test for determining when the veil of anonymity should be pierced. Or are there other factors to be considered or balanced? An additional concern is whether the cost and complexity of the process for seeking a *Norwich* order is, for practical purposes, an inappropriate burden on plaintiffs’ access to justice.

There are several possible approaches to these issues.

#### i. Notice Requirement and Serving Anonymous Defendants

Mark Donald suggests that procedures for commencing actions should be reformed to rebalance the interests of plaintiffs and anonymous posters. First, according to Donald, there should be clarification that the notice requirements applicable to newspapers and broadcasters under the LSA do not apply in respect of anonymous defendants. The notice requirement in the LSA is discussed in more detail above.

Second, Donald recommends making service by email more broadly acceptable in these cases. As to this latter suggestion, it is noted that service by social media is increasingly being ordered by Ontario courts and commentators have suggested that this should be the rule rather than the exception.

#### ii. Linking Intermediary Liability to Anonymity

In England, the *Defamation Act, 2013* deflects the problem of identifying anonymous online speakers by shifting responsibility to the intermediary to respond to complaints as required by the Website Operators Regulation. A proper response requires both obtaining the speaker’s contact information and providing it to the victim, or removing the defamatory content. Instead of bringing an expensive pre-trial motion, the complainant need only give notice to the intermediary and they may be able to access the wrongdoer’s identity, or at the least have the post taken down.

Although Ontario does not currently have a regulatory system as in England, intermediaries are still potentially liable as secondary publishers in common law and this provides them with some incentive to assist complainants in the identification
of alleged defamers. In contrast, USA intermediaries are virtually immune from defamation lawsuits and privacy and free speech are more entrenched, giving them less incentive to cooperate with complainants.

We discuss the issue of intermediary liability in further depth in chapter VII below.643

iii. Summary Disposal Motions Against Anonymous Defendants
A motion to obtain a Norwich order to identify anonymous defendants is usually a means to an end. The ultimate goal is to bring a defamation proceeding against the defendant in order to obtain a remedy in respect of the alleged defamation.644 But we have seen that there are numerous circumstances in which the test for a Norwich order may not be met or, even if a Norwich order is granted, it is not enforceable or, even if enforced, it is not effective to reveal the identifying information sought.

In England, this is not necessarily the end of the road for the plaintiff’s claim. England’s summary disposal process, discussed above in the section on Preliminary Hearings, has been successfully used in a couple of cases against anonymous defendants who “hide” from the proceedings.645 In both cases, the motion judges were careful to conclude that service of the motion for summary disposal had been effected but that the defendants had chosen not to engage with the court process. In both cases, the court ordered the maximum damages allowable under the summary disposal procedure (£10,000) and an injunction for the removal of the impugned webpages.

Of course, the obvious limitation to the use of this procedure, or a summary judgment motion in Ontario, against anonymous defendants is that it is unlikely to be enforceable against them. However, a default judgment should be effective in convincing an intermediary to remove the defamatory content.646 This would be the court order that intermediaries require. It also serves as a public vindication for the plaintiff that may be just as valuable to them as a monetary award. The summary disposal procedure has been called “relatively straightforward” and “the most suitable mechanisms for cases…where a final injunction (and an award of vindication) is needed as promptly and cost-effectively as possible.”647

iv. Separating Identification Motions from Defamation Claims
Professor James Grimmelmann argues that identification motions to unmask anonymous defendants should be considered as a potential remedy for defamed plaintiffs separate and apart from the possibility of a defamation claim.648 In certain cases, the threat of being unmasked (and the public shame involved) is a persuasive incentive to refrain from the kind of mob attack that is so prevalent on social media. Of course, there may be equally persuasive privacy and/or freedom of expression considerations militating against unmasking but Grimmelmann’s point is that this balancing exercise should be conducted directly without regard to the strength of the plaintiff’s claim for defamation. Instead, he suggests that the balancing exercise take into account the likelihood of the plaintiff retaliating against the defendant if unmasked. The LCO is seeking advice on this proposal.

v. Education of Users
A common suggestion in a variety of contexts is that there is a need for users to be educated about the online world. Many do not realize there are technologies for unmasking anonymous users. If users are aware that anonymous content may be traced back to them, they may be less likely to make irresponsible or harmful statements. A focus on educating users in classrooms, workplaces and various online communities would hopefully work proactively to reduce the frequency of anonymous defamation.

Questions for Consideration

29. Does the current test for obtaining a Norwich order appropriately balance anonymous free speech, privacy interests, the value of a broad discovery process and the administration of justice? Would legislation addressing the identification of anonymous defendants be appropriate?
J. Anonymizing Plaintiffs

There is a strong presumption in Ontario, as elsewhere in the common law world, that court proceedings will be open and accessible to the public and the media.\(^{649}\) Public access extends not only to court hearings themselves but also to the names of the parties and the content of court documents. This open court principle is deeply entrenched in our democracy and our Charter, including our right to freedom of expression.\(^{650}\) In most cases, it is recognized to be a legitimate limit on privacy interests.\(^{651}\) And, since most people learn about court proceedings through the media, freedom of the press has become closely linked to open justice.\(^{652}\)

Defamation proceedings are usually public by virtue of the open court principle. This makes particular sense for defamation proceedings because these claims involve reputation which can only measured by reference to public opinion. However, in some cases, defamation proceedings pose a dilemma for open justice. The reputational harm caused by defamation may be exacerbated by the public process brought to remedy it. Therefore, some plaintiffs seek orders to restrict publicity. One possibility is an order for “anonymization” which disguises the plaintiff’s identity through the use of initials.\(^{653}\) In this section, we discuss the tension that exists between the open court principle and the role of anonymization orders where complainants may be dissuaded from defamation litigation for fear of suffering additional reputational harm.

In Ontario, limits to the open court principle are recognized only in exceptional cases. Under the Dagenais/Mentuck test, publication bans or analogous limitations on publicity (including anonymization) will be ordered (a) where necessary to prevent a serious risk to the proper administration of justice and (b) where the benefits of a ban outweigh adverse effects, including effects on the right of free expression.\(^{654}\) Some general exceptions have developed under this test. For example, the court will protect the privacy of confidential information raised in a lawsuit where to do otherwise would destroy the very subject-matter of the litigation.\(^{655}\) There are also statutory exceptions to the general rule of openness designed to protect the special privacy interests of children.\(^{656}\)

The competing interests at play in an anonymization request are well illustrated by the facts in AB v. Bragg.\(^ {657}\) This case involved a 15 year old girl who had been the victim of cyberbullying and defamation. She sought anonymity in her motion to unmask the identity of her defamer. She argued that, unless her privacy was protected, other young victims of cyberbullying would be unwilling to come forward and would, therefore, be denied access to justice.\(^ {658}\)

The Nova Scotia Court of Appeal would have denied the request for anonymization. It reasoned that reputational harm can only be measured in the eyes of the public so that proceeding “under a cloak of secrecy” is “contrary to the quintessential features of defamation law”.\(^ {659}\) The Court also noted the potential benefits of publicity in warning social media users about the dangers of sharing personal information as well as deterring would-be cyberbullies.\(^ {660}\)

The Supreme Court of Canada allowed the appeal. It affirmed the “critical importance” of the open court principle but recognized that there are some interests “sufficiently compelling to warrant restrictions on freedom of the press and open courts”.\(^ {661}\) The applicant’s privacy interests were found to be heightened due to her age and the type of victimization (sexualized online bullying). In the circumstances, the need to protect her privacy interests outweighed the open court principle. The Court reasoned in part:

\[
\text{In addition to the psychological harm of cyberbullying, we must consider the resulting inevitable harm to children – and the administration of justice – if they decline to take steps to protect themselves because of the risk of further harm from public disclosure.}^{662}
\]

The Court was concerned to encroach on the open court principle and freedom of the press as little as possible. Anonymization was found to be minimally harmful because it would not prevent the media from being present at the hearing and reporting on it.\(^ {663}\) The Court refused to order a more intrusive publication ban.

The result in AB v Bragg turned on the fact that the applicant was a child victim of cyberbullying and the precedential effect
of the decision on future anonymization cases is not yet clear. However, the decision does illustrate the balance that must be drawn between the importance of open justice and the benefits of anonymization in defamation cases where a lawsuit may have the antithetical effect of increasing reputational harm.

There are starkly opposing viewpoints on the desirability of allowing for anonymized plaintiffs in defamation claims. Many argue that anonymization should be resisted in order to protect the open court principle in our legal system. It is through public scrutiny that the independence and impartiality of our courts are ensured. An open process also inspires public understanding and confidence in the administration of justice.664 This ultimately lends legitimacy to the justice system. There are other benefits to open justice as well. Naming litigants encourages the public to care about the issues.665 Names become engrained in people's minds and help to personalize stories and invoke empathy. Naming litigants may also encourage more individuals to come forward on similar issues.666

In addition to a general concern for the open court principle, David Rolph argues that the very nature of defamation proceedings suggests that plaintiffs should usually be named. The goal of a defamation claim is to vindicate harm to reputation which is public by definition. Rolph questions how the plaintiff's reputation can be vindicated if her identity is unknown.667

Media resisting anonymization orders argue that pseudonyms are not appropriate once an individual has already been named in the public sphere. In other words, it is impossible to “unring” the bell once it has sounded.668 Similarly, it is said that the widespread availability of information online makes it practically impossible to maintain anonymity in the internet age and courts should not be engaging in what is essentially a moot exercise.669

On the other hand, others argue that the balance between open justice and privacy must be recalibrated in the internet age. Websites like canlii.org, and other electronic case databases, make case information, including the names of litigants, much more accessible than ever before.670 And this information may spread much further, thereby causing new reputational harm over and above the harm that motivated the claim in the first place.

Furthermore, internet culture has changed how personal information is accessed. According to Jane Bailey and Jacquelyn Burkell, online personal information is just as likely to be sought out for financial gain or voyeuristic entertainment as for insight into the functioning of the legal system.671 Therefore, in these circumstances, the protection of privacy interests may not be inconsistent with the policy underlying the open court principle. And it has been argued that anonymization may be an effective tool for protecting personal privacy with minimal harm to open justice.672 According to Karen Eltis, safeguarding privacy through anonymization of plaintiffs may actually encourage participation in the justice system.673

Finally, there is another consideration which suggests that anonymization orders may become more common in defamation proceedings in the future. David Rolph has observed that in the UK reputation has been recognized as a component of the right to a private life in Article 8 of the European Convention of Human Rights.674 He suggests that courts may be more willing to grant anonymization orders accordingly. It is arguable that a similar overlap between reputation and privacy is being recognized in Canada.675 To the extent that this is so, it may be that privacy interests should receive more weight in the Dagenais/Mentuck test.

Questions for Consideration

30. What principles should be applied in deciding whether to grant anonymization orders to plaintiffs in defamation proceedings in the internet age?
VI. PRIVACY AND ITS RELATIONSHIP TO DEFAMATION

There is reason to believe that, in the future, defamation law may no longer be the primary means of addressing reputational harm. Other legal tools, developed to address the increasing importance of protecting personal privacy, may overtake defamation law in this respect and these offer a further challenge to the relevance of defamation law in the internet age.

This trend is due in part to the technological revolution that has caused new challenges to privacy and to reputation. The phenomenon has reached new levels with the advent of the internet. According to the India Supreme Court:

*Ours is an age of information. Information is knowledge. The old adage that “knowledge is power” has stark implications for the position of the individual where data is ubiquitous, an all-encompassing presence. Technology has made life fundamentally interconnected… [E]very transaction of an individual user and every site that she visits, leaves electronic tracks generally without her knowledge. These electronic tracks contain powerful means of information which provide knowledge of the sort of person that the user is and her interests. Individually, these information silos may seem inconsequential. In aggregation, they disclose the nature of the personality: food habits, language, health, hobbies, sexual preferences, friendships, ways of dress and political affiliation. In aggregation, information provides a picture of the being: of things which matter and those that don’t, of things to be disclosed and those best hidden.*

The internet has also brought with it uniquely modern social problems, such as cyberbullying, revenge porn and cybersecurity breaches that give rise to both privacy and reputation interests. Thus far, privacy rights, statutes and common law tools have arguably been more successful than defamation in responding to these challenges. The downside is perhaps a lessening of the importance of free speech.

This chapter will discuss the relationship between defamation and privacy and ask questions about how the law in Ontario can or should address the overlapping and evolving issues of reputational harm, free speech, privacy and technological change. We will review the complex and evolving array of statutory and common law tools designed to protect privacy, data protection and related issues. An important part of this analysis is a discussion of how defamation law and privacy issues have been “gradually moving towards each other in the early 21st century” in both Ontario and other jurisdictions. These issues are explored in further detail in the paper by David Mangan commissioned by the LCO for this project.

A. Privacy and Reputational Interests

There is no doubt that the interests underlying privacy and defamation are deeply entwined. In certain circumstances, protecting one’s privacy can be the most effective means of protecting reputation, particularly in the digital age where records last forever and there is an enormous amount of personal data available for review. Privacy is about more than just having “private” conversations on social media. Consider criminal convictions, personal bankruptcy and other digitized personal records which may directly affect one’s reputation. In the past, these records, though technically public, were effectively private because they were obscure or hard to find. Now, these matters may be easily accessible through key word searches.

A glimpse into the online world of today’s youth also reveals an overlap between privacy and reputation. Youth play an increasingly proactive role in creating their online reputation by controlling personal information and the audience to whom it is revealed. Privacy protection is crucial in maintaining that control over information and audience.

This connection between privacy and reputation is increasingly reflected in our legal principles. The Supreme Court of Canada has acknowledged privacy to be “intimately related” to reputation and has recognized it as a Charter value engaged in the tort of defamation. In the European Union, reputational interests are recognized as one element of the right to private life protected by article 8 of the European Convention of Human Rights (ECHR). The nature and extent of these overlapping interests is a developing area of ECHR jurisprudence and commentary.
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However, not all privacy interests are related to reputation. In chapter III, we introduced the three zones of privacy (territorial privacy, personal privacy and informational privacy). Of these, it is informational privacy that is primarily engaged in conjunction with defamation law issues. Informational privacy interests may be violated both by discovery of private information (that is, learning about something previously unknown) and disclosure of private information (that is, making something known to a third party). But only disclosure of private information, particularly through publication to a third party, may impact reputation and may resemble or give rise to a claim in defamation. So too, only disclosure of private information gives rise to countervailing considerations of freedom of expression. In this chapter, we focus on privacy in this context, that is, the disclosure of private information insofar as it engages reputational interests and free expression.

B. Protecting Privacy and Reputation in Law

Historically, reputation was exclusively protected by the law of defamation and the law did not recognize a right to privacy. One of the reasons for refusing to remedy breaches of privacy was a concern for unduly impinging freedom of expression which often counterbalances privacy interests just as it does reputational interests. Over time, however, common law and statutory instruments have developed for the protection of personal privacy and personal data and these new legal tools, in many cases, also provide some protection to reputation. The question being grappled with in many jurisdictions is: where does this leave the law of defamation?

This section summarizes some of the complex array of legal “tools”, common law and statutory, that have been developed to protect privacy interests and that, in some circumstances, may also operate as an alternative to a defamation claim. The final section of this chapter explores the relationship between these overlapping legal instruments and defamation law and asks stakeholders to consider what implications there may be for defamation law reform. The LCO is seeking advice on how defamation law “fits” within this increasingly complex legal landscape.

1. Common Law Protection of Privacy

The recognition of a legal claim for breach of privacy is still in its infancy. In this section, we review a selection of privacy-related claims that have either been newly created or are arguably under development. Each is an attempt to respond to the new challenges to personal privacy brought about by the internet. In each, it is apparent that reputational interests are tied up with the privacy interests being protected.

i. Invasion of Privacy

Ontario is the only province in Canada that has recognized a tort for invasion of privacy. In Jones v. Tsige, a bank employee used her computer to access the personal bank records of another employee 174 times over a period of four years. In these circumstances, the Ontario Court of Appeal took the novel step of recognizing a direct cause of action for invasion of privacy based on the American tort of intrusion upon seclusion. The case involved discovery rather than disclosure of private information and reputational interests were not engaged. However, the court’s reasons arguably set the stage for the recognition of the related tort of public disclosure of embarrassing private facts which does involve disclosure of information and reputational interests.

Elsewhere, four provinces (BC, Saskatchewan, Manitoba, Newfoundland) have created statutory torts for breach of privacy. Privacy rights are also protected under Quebec law in the Civil Code and the Quebec Charter of Human Rights and Freedoms. These provisions all apply to the disclosure of private information and, therefore, may engage reputational interests.

ii. Disclosure of Intimate Images (Revenge Porn)

A contemporary social phenomenon that cries out for a legal remedy is the online disclosure of intimate images, otherwise known as revenge porn. Although the phenomenon has recently been criminalized in Canada, a civil remedy is widely believed to be necessary. In Manitoba and Alberta, a statutory tort has been created that allows victims to sue for damages where a person distributes an intimate image of them recklessly or without consent. In Ontario, a new tort of “public
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disclosure of private facts” temporarily addressed the problem. However, the court created this tort in the course of a motion for default judgment and the decision has since been set aside. Therefore, in this jurisdiction, as in most, it is not yet clear to what extent the law provides victims with a civil remedy.

Revenge porn involves the publication of personal material that may certainly result in reputational harm. For example, the LCO’s commissioned study by Bailey & Steeves found that, among the youth they studied, incidents of revenge porn “almost automatically” resulted in the victims gaining “a reputation for being a slut”.

iii. Cyberbullying

Cyberbullying is another recent social phenomenon which raises both privacy and reputational interests. This involves online behaviour causing “fear, intimidation, humiliation, distress or other forms of harm to another person’s body, feelings, self-esteem, reputation or property.” Currently in Canada there is no cause of action, either in common law or legislation, specifically directed to combating cyberbullying. The Nova Scotia Cybersafety Act was introduced for this purpose in 2013 but was struck down by the Nova Scotia Superior Court in 2015 as being constitutionally overbroad.

iv. Online Harassment

Harassment involves “engaging in a course of vexatious comment or conduct that is known or ought reasonably to be known to be unwelcome.” The distinction between cyberbullying and online harassment is a subtle one (cyberbullying is used particularly in the context of youth). Both commonly involve publishing negative information online and, therefore, can result in reputational harm. There is no direct cause of action of online harassment in Canadian law. However, various torts, such as defamation and assault, have served this purpose.

England and Wales has introduced the Protection from Harassment Act, 1997 which prohibits people from pursuing a course of conduct (including speech) that amounts to harassment of an individual. The Act provides for a civil action by a victim of harassment for damages or injunctive relief.

v. England’s Misuse of Private Information

In the United Kingdom, privacy is expressly protected by art. 8 of the Convention for the Protection of Human Rights and Fundamental Freedoms: “Everyone has the right to respect for his private and family life, his home and his correspondence.” The English courts have chosen to protect this right by expanding the tort of breach of confidence into a general tort protecting against privacy breaches, known as misuse of private information. The legal test has been devised to balance the Article 8 right to privacy and the Article 10 right to freedom of expression. Reputational interests, or “the right to the esteem and respect of other people” are directly engaged in this test as part of the right to informational privacy.

2. Statutory Protection of Privacy

i. Canada’s PIPEDA

Unlike some provinces, Ontario does not statutorily regulate the disclosure of personal information in the private sector. Instead, Ontario commercial entities are subject to the federal regulatory regime in the Personal Information Protection and Electronic Documents Act (PIPEDA). PIPEDA limits the collection, use or disclosure of personal information “in the course of commercial activities” without consent unless one of the exemptions applies. The exemptions are lengthy and include “personal or domestic use, and artistic, literary, or journalistic reasons.”

The Office of the Privacy Commissioner of Canada (OPC) is charged with overseeing compliance with PIPEDA and hears complaints where personal information has been improperly disclosed online. A complaint may be followed up with a hearing before the Federal Court and the Court may award damages for a violation of PIPEDA in “egregious” cases. In deciding to make an award of damages, the court will consider, among other things, “the impact of the breach on the… social, business or financial position of the applicant” (that is, reputational harm).
PIPEDA’s overlapping protection of privacy and reputational interests is illustrated in some of the case law. For example, in *Nammo v. Transunion of Canada Inc.*, the respondent credit agency had reported inaccurate credit information about the applicant to a bank.\(^{711}\) The bank declined the applicant’s loan application on the basis that he had “bad credit”. The Court made an unprecedented damages award of $5000 for violation of the provisions of PIPEDA. The Court reasoned that the applicant had suffered humiliation in front of his business partner and the bank and that he “wanted to clear his name”.\(^{712}\) The breach was “serious”, involving “financial information of high personal and professional importance”.\(^{713}\)

PIPEDA is a limited mechanism for remedying privacy and related reputational breaches for a number of reasons.\(^{714}\) In particular, the “journalistic, artistic or literary purposes” exemption would presumably preclude most claims against media organizations.\(^{715}\) However, the fact remains that this is another format through which reputation may be protected along with privacy interests.

### ii. United Kingdom’s Data Protection Act, 1998

The UK’s *Data Protection Act, 1998* regulates the “processing” of personal data.\(^{716}\) It was introduced to implement the European Union Directive, discussed below, and the right to private life in Article 8 of the *European Convention on Human Rights* (ECHR).\(^{717}\) Like PIPEDA, it exempts from its provisions the processing of personal data with a view to the publication of “journalistic, literary, or artistic material”. It also exempts processing where there is a reasonable belief that publication would be in the public interest.\(^{718}\) These exemptions are intended to protect the right to freedom of expression in Article 10 of the ECHR.\(^{719}\) Like PIPEDA, the DPA can be, and increasingly is being, used to protect reputation along with privacy.\(^{720}\)

The DPA is, by definition, tied to the law of defamation. “Data controllers” (persons determining the purposes for which and the manner in which personal data is processed) are required to comply with a series of data protection principles.\(^{721}\) The first such principle is that personal data shall be processed “fairly and lawfully”.\(^{722}\) The term “lawfully” has been interpreted to refer to the general law of confidentiality, including the law of libel.\(^{723}\) In other words, the defamatory processing of personal data will amount to a violation of the DPA.

The overlapping scope of the DPA was established in *Law Society v. Kordowski*. This case involved the www.solicitorsfromhell.co.uk website which published defamatory reviews of law firms.\(^{724}\) The Court upheld a claim for violation of the DPA, a claim for harassment under the *Protection from Harassment Act* and a libel claim. It reasoned that each cause of action represented a different aspect of the right to private life in Article 8.\(^{725}\) Libel was designed to protect reputation. Harassment was designed to protect against “unjustifiable alarm and distress”. And the DPA was broader but similarly protected against “being subjected unfairly and unlawfully to distress”.\(^{726}\)

This reasoning was approved by the Court of Appeal in *Prince Hicham v. Elaph Publishing Ltd.*\(^{727}\) Hicham was a classic defamation case involving a news article critical of the Prince that was published on the publisher’s UK website. The Court confirmed that a DPA claim could be pursued alongside the defamation claim.

### iii. The European Union’s Right to be Forgotten

The European Union is a world leader in the regulation of personal privacy. Currently, the EU’s Data Protection Directive (“the Directive”) sets out guidelines which have been incorporated into privacy legislation in each Member State, including the *DPA* in the United Kingdom.\(^{728}\)

An important aspect of the EU’s data protection regime is “the right to be forgotten” (RTBF). In *Google Spain (2014)*, the Court of Justice of the European Union (CJEU) recognized the existence of a right to be forgotten where personal data located online is “inadequate, irrelevant or no longer relevant, or excessive in relation to” the “purposes for which [it was] collected or processed.”\(^{729}\) The CJEU found that the data subject may make a complaint requesting that the relevant search engine remove links from its results to a search for the data subject’s name.\(^{730}\) However, the Court recognized that this request must be balanced against other fundamental rights including freedom of expression.\(^{731}\) A request may be denied, if, for example, the information is in the public interest.\(^{732}\)
The Google Spain decision caused a maelstrom of criticism and commentary globally. However, a form of RTBF (a right of erasure) is also included in the General Data Protection Regulation (GDPR) which will replace the Directive in 2018.

For practical purposes, the RTBF has fallen to search engines, most prominently Google, to administer. Since the 2014 Google Spain decision, Google has received 509,125 requests to remove 1,621,955 URLs on RTBF grounds. These numbers demonstrate the extent to which individuals today are concerned about online threats to their personal privacy and reputation. Of these requests, Google has removed 57 percent pursuant to its own internal policies and practices.

The recognition of a RTBF in Europe has potentially world-wide implications. It reflects a concern by lawmakers everywhere about the ubiquity of personal data online and the resulting risk to privacy and reputational interests. On the other hand, it allows intermediaries, who are commercial actors, to play an unprecedented role in controlling online speech. The RTBF is a legal reform driven by the same technological issues influencing defamation law and, for this reason, is of great interest to the LCO.

The possibility of a RTBF being recognized in Ontario has been raised as an issue by numerous stakeholders in connection with the LCO’s project. The issue is also currently under consideration by the Office of the Privacy Commissioner of Canada in its Online Reputation project. Of particular concern to some stakeholders is the possibility that freedom of expression will be preemptively violated by search engines who will prefer to delist information on request rather than possibly incur the cost of legal proceedings. Some commentators argue that a RTBF would be unconstitutional in Canada for this reason. Commentators have also argued that a right to be forgotten ignores the social importance of an open internet as a disseminator of information in the public interest.

How does this RTBF debate impact the issues in this project? It may be that the extent of any conceptual resemblance between RTBF and defamation is not the relevant question here. RTBF is not so much of a right as a remedy. It allows a data subject the right to seek to have personal information delisted from a search engine. The right engaged in RTBF claims is the right to informational privacy. The remedy is delisting, except that this remedy is administered, at first instance at least, outside the court system. Delisting is discussed further in chapter VIII.

C. Relating Defamation and Privacy Law: Where Does Defamation Fit?

So far, this review has summarized how new offshoots of privacy law, developed to respond to the unprecedented privacy challenges of the internet age, are increasingly addressing the reputational interests traditionally protected by defamation law. These developments have led some commentators to conclude that defamation law is increasingly irrelevant or in need of serious reform. For example, Ursula Cheer has suggested that the tort of privacy has the capacity to “swallow up” significant parts of defamation. The LCO recognizes the importance of these developments and suggests that it may be helpful to summarize and analyze some of the key differences between these legal concepts, tests and procedures in order to assess how defamation law should “fit in” to this new social and legal environment.

1. Defamation Law is Limited to False Claims; Privacy is Not

The most obvious traditional distinction between defamation law and privacy claims is that defamation law concerns itself exclusively with false publications whereas breach of privacy, cyberbullying and harassment may involve true information. Upon reflection, however, this apparently clear distinction between defamation and privacy law breaks down.

First, David Mangan points out that the falsity requirement has historically not been core to the definition of defamation but has been more of an “add on” element realized through the defence of justification. In modern times, according to Mangan, defamation law has moved away from a bright line distinction between truth and falsity to address the rise of opinion which is neither true nor false.
Second, although privacy violations may involve true information, this is not necessarily so. For example, the Office of the Privacy Commissioner has acted under PIPEDA to investigate a company selling false personal information.\(^{744}\) Also, the UK courts, arguably ahead of Canada in the development of privacy law, have held that the truth or falsity of information is irrelevant to the determination whether it is private and entitled to protection in law.\(^{745}\)

Third, it is often difficult if not impossible to discern truth in the online environment.\(^{746}\) Information may be a combination of truth, falsity and opinion, or even “throwing shade”.\(^{747}\) Or, truth may simply be less valued in some contexts than it was in the past. There is anecdotal evidence that some people prefer informal online “news” sources even though they know that what they read is not necessarily true.\(^{748}\) Bailey and Steeves comment in their commissioned paper that “defamation law’s focus on falsity and individual reputation, and its distinction between opinion and fact may weaken its contribution to reputational protection”.\(^{749}\)

Fourth, it has been asserted that reputational interests should encompass harm from true information as from false information. In \textit{Pattaswamy v. Union of India}, Sanjay Kishan Kaul J. of the India Supreme Court issued a concurring judgment recognizing a constitutional right to privacy and reasoning:

\begin{quote}
An individual has a right to protect his reputation from being unfairly harmed and such protection of reputation needs to exist not only against falsehood but also certain truths. It cannot be said that a more accurate judgment about people can be facilitated by knowing private details about their lives – people judge us badly, they judge us in haste, they judge out of context, they judge without hearing the whole story and they judge with hypocrisy. Privacy lets people protect themselves from these troublesome judgments.\(^{750}\)
\end{quote}

Therefore, there is some suggestion that the truth/falsity dichotomy between privacy and defamation law may need re-examining in the modern context.\(^{751}\)

2. Defamation and Privacy Remedies are Different

Another traditional distinction between privacy and defamation is their remedial features.\(^{752}\) Traditionally, breach of privacy is said to be irremediable. Once private information is made public, there is no way to put that information back into the private sphere. Therefore, damages are not available for a breach of privacy. A defamed reputation, on the other hand, may be vindicated through a court action and an award of damages is the demonstration of that vindication.\(^{753}\) And this is linked to another traditional distinction between the claims. The threshold for interlocutory relief is very high in defamation actions in order to protect against prior restraint of speech. Privacy actions, on the other hand, are subject to the standard test for injunctions, suggesting a lower level of protection for freedom of expression.\(^{754}\)

David Rolph argues that these distinctions are not as solid as they may appear.\(^{755}\) Defamation actions are not all that successful at vindicating reputation and, in any event, the goal of vindicating one’s interests is a feature of many torts and could conceivably be extended to privacy claims.\(^{756}\) And it is not clear that there is a principled basis for applying different tests for injunctive relief to defamation and privacy claims.\(^{757}\)

Furthermore, the remedial distinctions between the two actions become moot where claims do not reach the courts. We discuss in chapters VII and VIII the more likely scenario in the internet era in which complaints are made to internet intermediaries about offensive online content and intermediaries make the determination whether or not to remove the content. In these cases, claims may not be labelled privacy and/or defamation at all. In these cases, the additional concern arises that intermediaries will pre-emptively remove content in violation of freedom of expression rather than risk involvement in legal proceedings.

3. Defamation More Explicitly Balances Free Speech with Reputation and Privacy Interests

In Canada, privacy has not yet developed the same robust tradition of balancing reputation and privacy interests with the constitutional right to freedom of expression.\(^{758}\) For example, the Ontario courts have refused to recognize a tort of public
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disclosure of private facts in the context of a defamation claim since it would risk undermining the law of defamation’s careful balance between free expression and protection of reputation. Less regard for freedom of expression is also evident in the lower threshold for injunctive relief developed for privacy claims as discussed above.

4. Defamation and Privacy Claims Have Different Legal Tests and Defences

Although defamation and privacy claims are doctrinally distinct, the overlapping privacy and reputational interests at stake are increasingly resulting in these claims being combined in legal proceedings. Courts are faced with attempting to harmonize different legal tests and defences. In some cases, the claims may be conflated. For example, in England, since the serious harm threshold was introduced in the Defamation Act, 2013, making defamation a less attractive option for claimants, privacy claims are beginning to play a larger role in remedying reputational harm.

Statutory initiatives are also invading the traditional reach of defamation. For example, the Nova Scotia Cyber-safety Act was expressly designed as a substitute for defamation claims. According to the Nova Scotia Attorney General:

The legislation was created to … provide alternatives to a civil suit for defamation. Timeliness was seen to be an important characteristic because of the speed with which messages can spread on the Internet. A low-cost alternative to a civil suit for defamation was also seen to be important, enabling greater access to justice to victims of cyberbullying who otherwise may not have been able to afford to bring a defamation suit.

During its short life, the Nova Scotia legislation appears to have lived up to its intent. In Nova Scotia (Director of Public Safety) v Lee, the court granted a prevention order under the Act on facts that might have grounded a claim in defamation. And, just as defamation cases may be characterized as cyberbullying, so too has cyberbullying been characterized as defamation.

As we noted in the section on remedies above, the legal distinctions between privacy and defamation may not be observed at all where claims involving online content are determined by intermediaries rather than by the courts. The question to be asked here is what is the practical effect of this growing tendency to combine claims in privacy and defamation in spite of the doctrinal differences between them?

5. Where Do We Go From Here? Reconsidering the Relationship Between Privacy and Defamation Law

The time-honored position is that privacy torts and defamation fulfill different functions. Defamation law is “principally concerned with the protection of the plaintiff’s public face” whereas privacy is “inherently private”. Therefore, as of 2016, most law reform projects continue to look at defamation and privacy in isolation from one another.

However, we have seen above that privacy claims are increasingly addressing reputational harm and, therefore, overlapping with the traditional sphere of defamation law. The issue for this project is whether, in light of these developments, the relationship between the privacy torts and defamation law should be re-examined.

A number of commentators have argued that a re-examination is necessary. Ursula Cheer notes that the increase in cases of “complex damaging speech” (in which reputational and privacy interests are entwined) is threatening the coherence of the law. David Mangan suggests that “a focus on clarifying the purposes of these actions is necessary”. He offers “intrusion” as a possible unifying element between privacy and defamation, particularly in the context of social media, to prevent the law from veering into “divergent terrain”.

Some degree of overlap between privacy and defamation is accepted. But it may be that the overlap is growing. There are some long-established distinctions between privacy and defamation that are being questioned. For example, the truth/falsity distinction, discussed above, is increasingly unstable in the internet age.
Cheer examines overlapping features between privacy and defamation and notes that both claims “look outwards at how others perceive us, which can impact on both public and personal lives”. Both may involve loss of public and personal dignity and lost dignity is remedied in both torts in damages for distress, hurt feeling and humiliation. Also, loss of autonomy is a key feature in both claims.

Cheer argues that the two torts might be merged in a broader claim for harm caused by published speech. She suggests that New Zealand’s Harmful Digital Communications Act (2015) might be expanded to serve this purpose by addressing all communications (rather than just digital). Two principles covered by the Act currently would operate in respect of defamation and privacy claims. Principle 1 requires that digital communications not reveal sensitive personal facts about an individual. Principle 6 requires that digital communications not make a false allegation. The statute creates an agency charged with administering a complaints process and offers a range of practical discursive remedies.

Cheer is not the first to suggest a statutory combination of the torts. In 1979, the Australia Law Reform Commission was given a mandate extending to both defamation and privacy law. It took the opportunity to consider the conceptual interrelationship between defamation and privacy and concluded that the essence of defamation and privacy (insofar as the latter relates to publication) is the “provision of redress against unfair publication”. Although the torts must remain distinct, the Commission recommended that they be addressed as part of this single concept with substantive rules and procedures correlating as much as possible. It proposed a draft statute, the Unfair Publication Act, containing separate sections on defamation and privacy but some common remedies and procedures. The Commission’s recommendations were not adopted but they illustrate that the tension between privacy and defamation is a longstanding one and one that perhaps should not be ignored in conducting defamation law reform.

Questions for Consideration

31. What impact does the evolution of privacy law have on defamation? Should the LCO consider statutory reform similar to New Zealand’s Harmful Digital Communications Act?
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A. The Role of Internet Intermediaries in Transmitting Defamatory Internet Communications

Internet intermediaries control the flow of internet speech from its author to the audience. This control may or may not be conscious or intentional on the part of intermediaries and it may be directed at the flow of communications rather than its content. But intermediaries are a crucial element of internet communications that must be accommodated in any law purporting to regulate internet speech.

In particular, internet intermediaries are important to addressing online defamation on three different levels.781 First, a person complaining of defamatory content may look to an internet intermediary to disclose the name of the anonymous poster in order to bring a lawsuit against them. We discussed this issue in chapter V above. Second, some laws make intermediaries responsible for protecting complainants by requiring the intermediary to take down or block defamatory content, or to prevent access to the content. Third, in some cases, intermediaries have been held directly liable for defamatory content appearing on their platform. It is these latter two issues that are discussed in this chapter.

Currently, the law governing intermediaries is a strange mix of statutory instruments, judicial decisions and corporate social responsibility measures. These have developed quickly as the importance of intermediaries in controlling internet communications has become apparent. The resulting patchwork of laws has been called “haphazard” and “increasingly unprincipled”.782 As for corporate social responsibility measures, there has been concern raised about the legitimacy of the internet industry (largely private, for-profit actors) making rights determinations as to what material is and is not available online.783

However, underlying the mix of common law and statutory approaches to intermediary liability discussed in this chapter is a single key issue. To what extent should intermediaries be legally responsible for content that they did not author? On the one hand, laws directed at intermediaries may be the only way to get defamatory content off the internet, particularly where the author of the content is anonymous. On the other hand, the concern is that making intermediaries responsible for third party content violates legal and constitutional principles, most particularly freedom of expression. At a policy level, the concern is that intermediaries responsible for policing online content will be overly quick to remove content so as to minimize their risk of liability. These themes underlie the discussion that follows.

Before discussing the legal principles, it is important to understand the nature of internet intermediaries as well as the social, economic and technological importance of intermediary involvement in internet communications.

1. The Diverse Functions of Internet Intermediaries

Intermediaries may be described as services that “bring together or facilitate transactions between third parties on the Internet.”784 However, this simple definition, in fact, covers a broad range of actors and varying degrees of involvement in content being transmitted from author to audience. Differentiation between these actors becomes essential in assessing when and why intermediaries should be liable for hosting defamatory content.

Riordan offers a taxonomy of internet intermediaries designed to identify how particular technology has been involved in wrongdoing and how that technology relates to internet architecture as a whole.785 Riordan distinguishes between network layer services and application layer services. Network layer services, such as ISPs and hosts, route data packets between IP addresses. Examples include Rogers and Teksavvy. They have varying degrees of control over transmitted data, although relatively less than do application layer services.786 Application layer services, on the other hand, engage in content transactions with end-users and exercise relatively more control over content.787 There is a wide range of such services, including platforms and gateways:
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- Platforms display user-created content. Platforms include social networks (Facebook and Twitter), cloud storage services (Dropbox), media-sharing platforms (YouTube), publishing services (Blogger.com), location services (TripAdvisor) and gaming platforms (World of Warcraft). Many platform operators have implemented some form of moderation control to detect and remove undesirable materials.\(^{788}\)

- Gateways “collate, index, and distribute hyperlinks to third parties’ internet content”.\(^{789}\) Gateways include search engines (Google), portals, directories, and RSS. Gateways use “automated tools and algorithms” to manage a very high volume of third party content.

Even these categories are not sufficiently nuanced to capture the precise degree of involvement an intermediary may or may not have in the transmission of internet speech. Information control by intermediaries can be relatively subtle but none the less significant.\(^{790}\) For example, search engines like Google do not host material as such but they do direct users towards certain material and away from other material. According to statistics, the traffic control role played by Google is strikingly effective. Content appearing on page 4 or 5 of a list of Google search results is relatively unlikely to ever see the light of day.\(^{791}\) Google also manipulates the ranking of search results for commercial purposes. For a fee, a poster may have its content appear at the top of the ranking list as an “Ad”.

Other automated functions associated with search engines also may impact access to particular content. The autocomplete function will suggest certain search terms as the user is typing. These terms may be harmful to reputation as was the case in *Duffy v. Google* [2017].\(^{792}\) A related problem may arise from the blurb of content (called “snippets”) that automatically accompanies each search result. The question is whether these varying degrees of involvement in the transmission of content are such that search engines should be held legally responsible for the content. Current statutory and judicial approaches to these issues are discussed below.

2. Social and Economic Contributions of Internet Intermediaries

Any legal regulation of intermediary liability must also take into account the important social and economic benefits brought about by the growing intermediary industry.\(^{793}\)

i. Freedom of Expression

As discussed in chapter III above, a key benefit of online intermediaries is their role in promoting online expression. Participative networking platforms provide users with new avenues of communication with their friends, colleagues, and perhaps most importantly, those with whom they disagree. Online knowledge repositories and search engines facilitate the “search for the truth” by fostering the exchange of new ideas and criticism. By widely disseminating information on developments in all facets of society, intermediaries can improve government and corporate accountability and promote informed citizen choice in their economic, social and political decisions.\(^{794}\)

ii. The Economy

Internet intermediaries also have an important role in facilitating economic growth.

*First*, they improve economic efficiency. Search engines and E-commerce platforms link consumers to products far more effectively than traditional advertising.\(^{795}\) Consumers enjoy reduced transactions costs and businesses reap increased sales.\(^{796}\) Participative networking sites that review consumer services make it easier for consumers to research businesses and make informed economic choices.\(^{797}\)

*Second*, internet intermediaries spur innovation. Data processing services allow firms to efficiently store institutional memory and make easier the process of improving upon past initiatives and projects.\(^{798}\) Online knowledge platforms and search engines promote widespread diffusion of knowledge.\(^{799}\) And intermediaries are often themselves the source of creative new ideas.\(^{800}\) Intermediaries also invest in broader Internet infrastructure.\(^{801}\)
Online intermediaries promote competition. Search engines, e-commerce platforms and participative networking sites allow smaller businesses to reach out to prospective consumers and reduce their advertising overhead, thereby levelling the playing field with larger, more established competitors. Intermediaries also weaken geographical restrictions traditionally associated with consumer purchasing, forcing businesses to engage with a broader pool of competitors.

It is important that the LCO’s recommendations for law reform take into account and encourage this myriad of social and economic benefits and continued innovation spurred by the intermediary industry.

3. A Broader Look at Legal Challenges Posed by Internet Intermediaries

The social and economic advantages of the intermediary industry have been accompanied by a number of legal challenges, the transmission of defamatory content being one instance of these.

Online intermediaries have raised new, serious challenges for law enforcement by facilitating online file transmission and storage. Some of those files either contain illegal content (such as child pornography), or are transferred/shared for illegal purposes (such as copyright infringement). The pace, pervasiveness and anonymity of online activity can frustrate efforts to police these illicit transactions.

E-commerce platforms present further challenges for law enforcement by facilitating the sale and purchase of counterfeit goods. Their efficiency in linking seller to buyer, a critical benefit in the context of legal transactions, creates significant problems when harnessed for illegal purposes.

And the growth of online intermediaries poses challenges for online reputation and privacy. For example, certain intermediaries such as search engines may profit from selling private user information to third party businesses.

For better or worse, intermediaries are the linchpin that makes possible the free flow of communications through the internet. They have the potential to exert enormous control over the content they transmit and this is particularly significant since most intermediaries are private for-profit corporations. According to Frank La Rue, former Special Rapporteur to the United Nations, “[g]iven that internet services are run and maintained by private companies, the private sector has gained unprecedented influence over individuals’ right to freedom of expression and access to information.”

In the next two sections, we consider how this reality meshes with the existing law on intermediary liability for defamatory content. Section B reviews the existing common law principles in Canada and elsewhere and section C considers some regulatory approaches to intermediary liability that have developed in other jurisdictions. In each section we put forward some possible directions for law reform that we ask stakeholders to consider in their submissions.

B. The Common Law of Publication as it Applies to Internet Intermediaries

For the purpose of applying our existing body of defamation law to intermediaries, the crucial question is whether or not, in the circumstances, the intermediary should be considered to be a “publisher” of the defamatory content. We discussed above in chapter IV the inconsistencies and ambiguities in the concept of publication in defamation law. There are two elements that may be relevant (although not always necessary) to holding an intermediary responsible as a publisher: some involvement or control in the publication and some degree of notice or knowledge of the publication. These same elements are relevant in the internet context. However, the law is not yet clear on how they should be applied. For one thing, courts have had difficulty relating internet intermediaries to traditional intermediaries like libraries, book stores or newsstands for which traditional publication principles were developed. In Davison v. Habeeb & Ors [2011], an English judge explained:
In general, Canadian, British and some other Commonwealth courts have been resistant to imposing liability for defamation on internet intermediaries, reasoning that they bear insufficient editorial control over content. To date, Australia has been more willing to find intermediaries to be publishers in certain circumstances. US common law has largely been subsumed by the statutory immunity protecting intermediaries in s.230 of the Communications Decency Act and will only be touched on briefly in this section.

1. Canada

One relatively consistent principle in the Canadian law of intermediary liability is that ISPs are not typically publishers of illegal content so as to attract civil liability. This was established in the copyright context in SOCAN v. Canadian Association of Internet Providers [2004] where the Supreme Court of Canada found that ISPs did not have sufficient control or input over the content posted by the content producers to treat them as communicators for this purpose.

More recently, this reasoning was extended to the defamation context in Crookes v Newton [2011], involving the issue of liability for hyperlinks linking to defamatory material. While hyperlinks are not intermediaries as such, they also raise the issue of secondary liability for defamation and the reasoning in Crookes v. Newton is significant in addressing intermediary liability in Canada.

Justice Abella for the majority in Crookes v. Newton held that the hyperlinks in issue were better viewed as references beyond the linker's control. They should not attract liability since they merely communicate the fact of the message rather than communicating the message itself. She raised the concern that, otherwise, an innocent link could turn defamatory if the author were to change the content without the linker's knowledge. She acknowledged that the traditional publication rule would likely impose liability for hyperlinking in some circumstances but found that “a formalistic application of the traditional publication rule” was inappropriate in this context.

Justice Deschamps, in her concurring opinion, supported this conclusion on policy grounds. She stated that a more modern view of defamation that accords with Charter values should be adopted with respect to the Internet. Particularly she noted:

_The Internet cannot, in short, provide access to information without hyperlinks. Limiting their usefulness by subjecting them to the traditional publication rule would have the effect of seriously restricting the flow of information and, as a result, freedom of expression. The potential “chill” in how the Internet functions could be devastating, since primary article authors would unlikely want to risk liability for linking to another article over whose changeable content they have no control. Given the core significance of the role of hyperlinking to the Internet, we risk impairing its whole functioning. Strict application of the publication rule in these circumstances would be like trying to fit a square archaic peg into the hexagonal hole of modernity._

Some commentators suggest that Crookes v Newton establishes a mental element to internet defamation law, which goes beyond hyperlinking. If so, this would arguably reverse the traditional presumption of involvement in publication and intermediaries should no longer need to rely on an affirmative defence such as innocent dissemination. However, even this conclusion that the publication rule has been narrowed in the internet intermediary context is unclear in the existing state of the law.

Subsequent to Crookes v. Newton, Canadian courts have considered carefully the technology used by internet intermediaries before determining whether they are publishers of defamatory content. For example, in Baglow v. Smith [2015], web forum operators were found to be publishers of defamatory statements on their conservative message board where they were not passive bystanders but could control content and participate in threads. In other words, they played an editorial role over third party content on the forum generally. However, in Weaver v. Corcoran [2015], the National Post was held not responsible for defamatory statements posted to the newspaper's website where it had no knowledge of the statements and the sheer number of reader posts prevented the newspaper from playing an active editorial role. The newspaper had removed the statements within one to two days of learning about them. Thus far, therefore, the law of internet intermediary liability in Canada remains unclear.
2. United Kingdom

United Kingdom courts have also been hesitant to find internet intermediaries to be publishers for the purpose of assigning liability in defamation. The common law has to a large extent been displaced by ss. 5 and 10 of the Defamation Act, 2013. We discuss the possibility of statutory reform below. However, the UK common law remains relevant in Ontario where there is currently no such legislative regime.

The decision of Eady J. in Bunt v. Tilley [2006] introduced a new basis for ISPs to avoid defamation liability.824 Whereas the Court in Crookes v. Newton focused on the degree of control exercised by the hyperlinkers over the defamatory content, the judge in Bunt v. Tilley focused on the element of knowledge of the defamatory content. The judge held that the defendant ISPs were not secondary publishers but mere “passive conduits” who did not have “knowing involvement” of the defamatory words in issue.

The test in Bunt v. Tilley has also been applied beyond the ISP context. In MIS v. DesignTechnica [2009], Eady J. rejected the allegation that Google had become a publisher of search snippets due to the lack of “human inputs”.825

In Tamiz v. Google Inc. [2012], Eady J. again applied his passivity concept in finding that Google was not a publisher of defamatory content merely by hosting a Blogger.com weblog on which the defamatory content appeared.826 This time, however, the finding was modified on appeal.827 The appellate judge agreed that Google was a passive instrument up until the point that it received notice of complaint about the defamatory posts. At that point, however, it arguably became a publisher by omission and therefore responsible for the content.828 Therefore, UK common law suggests that knowledge/notice may rebut any inference of passivity on the part of an intermediary.

3. Australia

Australia has deviated from other common law jurisdictions in its adherence to more traditional legal principles of publication. In two recent decisions, Australian courts have rejected the English “passive instrument” test and held Google liable for its search result snippets. In Trkulja v. Google Inc. [2012], the court reasoned that a search results page “was a page of Google Inc.’s creation – put together as a result of the Google Inc. search engine working as it was intended to work by those who wrote the relevant computer programs.”829 In Duffy v. Google [2017], the court held Google liable for search result snippets and autocompletes where it had received notice of the defamatory content and had not removed it within a reasonable time.830 Emily Laidlaw and Hilary Young prefer the reasoning of the English courts. In their LCO commissioned paper, they respond to Trkulja, arguing that “where there is a lack of knowledge of specific contents, it is not possible to view inaction as constituting adoption of the contents”.831

Australian case law has also addressed the issue of hyperlinks with divided results. In Visscher v. Maritime Union [2014], an Australian court distinguished Crookes v. Newton and imposed liability on a hyperlinker for the defamatory content of the hyperlinked article.832 However, another Australian court that same year, Cripps v. Vakras [2014], held that a hyperlinker was not liable for hyperlinked article on the basis that the two articles were insufficiently related to one another.833

In Australia, as in other jurisdictions, the internet defamation case law has not yet worn a consistent path through the thicket of traditional legal principles of publication.

4. Hong Kong

A Hong Kong decision is noteworthy for addressing the limitations of applying pre-internet common law principles to internet publications. In Oriental Press Group Ltd. v. Fevaworks Solutions Ltd. [2013], the Hong Kong Court of Appeal held that Fevaworks, the host of an internet discussion forum, was a secondary publisher where it took an active role in facilitating postings by third parties. However, it was not liable on the facts of the case since it had acted reasonably by removing the defamatory statements after becoming aware of them.834

The Court described pre-internet cases as involving “one-to-many” communications, such as newspapers, books, radio and so on, and explained that secondary publishers in these cases have more control over the material being published. In
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contrast, internet publications involve “many-to-many” communications in which the secondary publisher may have no knowledge of third party content and reduced ability or opportunity to prevent its dissemination. The Court held that a reasonable care standard should be applied to internet publications. Before notice of the defamation, an intermediary’s duty is to exercise reasonable care over the content being published generally. After acquiring notice of the defamatory material, the duty is to exercise reasonable care in removing it.

This “reasonable care” analysis may be added to the “passivity” and “knowing involvement” tests among the array of common law approaches to internet intermediary liability that have developed to date.

C. Proposals for Reform of the Common Law of Publication

Although the law of publication has been pinched and pulled in order to accommodate the phenomenon of internet intermediaries, it has had limited success to date. Riordan notes that the distinction between passive and participatory hosts is “mired in confusion and metaphor”. A New Zealand court, noting the decision in Crookes v. Newton, has commented, “until the highest Courts in each jurisdiction comprehensively review this area of the law, there must remain substantial uncertainties as to how the law will develop in each jurisdiction.”

On their review of the case law, Laidlaw & Young find three particular areas of uncertainty:

a. whether intermediaries are passive instruments or secondary publishers;
b. if they are passive instruments, whether knowledge/notice (necessarily) makes them publishers by omission;
and
c. what “knowing involvement” in the publication means.

There are a couple of different approaches to reforming the common law of publication that might resolve these areas of uncertainty. The Oriental Press decision discussed above, with its development of a reasonable care standard for internet intermediaries in respect of third party content, is an example of one common law approach to reform. Reasonable care may be a sufficiently flexible and yet familiar legal concept to lead to fair, consistent and predictable case law over the long term.

However, a reasonable care standard defines liability in relation to the degree of editorial control an intermediary may have over the publication at issue. And we have seen that there are serious policy concerns with the adoption of editorial control as an instrumental concept in determining when intermediary involvement in the transmission of defamation becomes actionable. As Riordan explains, “[p]aradoxically, to infer publication so readily from the capacity or historical tendency to moderate material that is not the material complained of discourages website operators from developing and using the systems best capable of removing harmful content.” Intermediaries are motivated to limit their editorial involvement in order to avoid liability with the result that there is no internal means of preventing defamatory words from being published in the first place. Such intermediaries are equally unlikely to defend the content in issue, a by-product of the law that Andrew Scott has labelled a form of “collateral censorship”.

Laidlaw & Young propose a different approach to reform. In recommendation 1 of their commissioned paper, Laidlaw & Young recommend that the law of publication be significantly simplified in order to relieve intermediaries from liability on the basis that “their role in causing reputational injury is insufficient to justify their liability in defamation.” They reference a similar argument by Andrew Scott in his recommendations to the Northern Ireland government on reforming defamation law.

In recommendation 3, Laidlaw & Young propose a much simpler test for publication:

In essence, “publication” would mean conveying specific words with intent that those words be conveyed. Put differently, publishers would have to have knowledge of specific words and control over whether they are conveyed. Thus, defamation would be an intentional tort, with intent relating to… conveying particular words.
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The effect of this reformed concept of publication would be to eliminate the legal categories of secondary publisher (recommendation 1) and publication by omission (recommendation 2). In particular, the elimination of the category of publication by omission would be necessary to prevent intermediaries from having control over the determination of what is defamatory (with the accompanying incentive to remove it “just in case”).

Negligence or carelessness would not be sufficient to make one a publisher. However, principles of accessory liability would be applicable to cover someone sufficiently involved in a publication so as to be blameworthy on tort principles.845

Not everyone agrees that this narrow scope of liability for intermediaries is appropriate. Matthew Collins suggests that there is a continued role for intermediary liability based on publication by omission:

Where, for whatever reason, a claimant would be otherwise unable to obtain a remedy, it would not seem to be unreasonable for a moderator who has responsibility for and the ability to control what appears on the bulletin board or forum to become responsible for its publication on Byrne v. Deane grounds; that is, where the moderator has knowledge of the defamatory statement and the opportunity to remove it, but instead has consented to, or approved of, or promoted, or in some way ratified, its continued accessibility.846

Or perhaps a more far-reaching understanding of internet intermediaries is necessary. It could be the case that traditional publisher analogies are no longer quite right. Intermediaries play a new and unprecedented role in the transmission of internet speech. It may be time to jettison traditional analogies, understand intermediaries on their own terms and develop appropriate legal principles accordingly.

The LCO encourages submissions on the pros and cons of Laidlaw & Young’s recommendations as well as other suggestions for reforming the common law of publication, or moving beyond the concept of publication altogether, to better address the role of internet intermediaries.

Questions for Consideration

The questions in this section ask stakeholders to consider possible substantive reforms to the common law of intermediary liability. The separate question, whether reform should involve the introduction of a new statutory regime for internet intermediaries, is addressed in section D below.

32. What principles or factors should guide the analysis of intermediary liability and how should intermediaries be categorized for this purpose?

33. In what circumstances, if any, should internet intermediaries bear legal responsibility for defamatory content created by someone else?

34. Do recommendations 1 to 3 in the Laidlaw & Young commissioned paper represent desirable reform in this area? Why or why not?

D. Lessons from Statutory Approaches to Intermediary Liability

In the above section, we discussed possible reforms to the common law of publication as it applies to internet intermediaries. In this section we pose the question how reform is best effected. Should the principles of intermediary liability in Ontario be left to incremental development in common law or should the law be codified through statutory reform as has occurred in many other jurisdictions?
VII. INTERNET INTERMEDIARY LIABILITY FOR DEFAMATORY CONTENT

The divergent case law in this area and the attendant policy concerns are both signals that some type of statutory reform is appropriate. Laidlaw & Young are unequivocal in their recommendation that the principles of intermediary liability be subject to statutory reform in Ontario. This is a crucially important issue for this project.

England, the U.S., the European Union and other jurisdictions have largely replaced the common law of intermediary liability with statutory regimes that impose duties on intermediaries receiving notice of defamatory or other illegal content on their servers. In this section, we examine several of these regimes and ask stakeholders to comment on whether some form of analogous statutory regime might be appropriate in the Ontario context.

1. The Rationale for Statutory Reform to Address Intermediary Liability

Intermediaries are quickly becoming as essential to modern life as are water and electricity. Their involvement in controlling information arguably transcends their role as private corporations. Emily Laidlaw distinguishes between internet gatekeepers that control the flow of information over the internet generally and “internet information gatekeepers” (IIG) which are gatekeepers that, through their control, “impact participation and deliberation in a democratic culture.” Laidlaw argues that this latter category (IIGs) attract human rights responsibilities specifically in relation to freedom of expression, privacy and association. This responsibility has been legally recognized in a range of statutory instruments from various jurisdictions which regulate intermediaries for different purposes.

As with any regulated endeavour, a careful balance must be struck between achieving the goals of regulation and maintaining, without hampering, the social benefits accruing from that endeavour. The benefits of internet intermediaries’ role in facilitating free expression can scarcely be overstated. However, at the same time, it is equally important that there be adequate safeguards in place to protect reputation where appropriate.

In the next section, we look at defamation-specific legislation limiting intermediary liability in the UK and consider what lessons may be drawn for the regulation of intermediaries in Ontario. In the following section we look at other statutory regimes regulating intermediary liability for internet content more generally.

2. Defamation-Specific Legislation Limiting Intermediary Liability

The UK case law on intermediary liability for online defamation is subject to the *Defamation Act, 1996* and the *Defamation Act, 2013*. Part of the rationale for each of these statutory regimes was to provide internet intermediaries with increased protection from liability, although the extent to which this goal has been achieved is a matter of debate.

Subsection 1(1) of the *Defamation Act 1996* codifies the English innocent dissemination defence. It is applicable where a defendant establishes that it was not the “author, editor or publisher” of the impugned content and that it acted without negligence, actual knowledge or willful blindness that it was contributing to the publication of defamation. Subsequent subsections attempt to define these concepts. However, courts have interpreted this provision consistently with the common law, thereby largely negating the effect of this statutory reform.

A more sophisticated scheme for limiting intermediary liability was introduced into the *Defamation Act, 2013* as part of its overall goal to better defend free speech online. Section 10 of the Act protects online intermediaries from liability unless it is not “reasonably practicable” for the claimant to proceed against primary publishers. The onus is on the claimant to establish this threshold. The impact of this provision is not yet clear. For example, the immunity granted under s.10 of the Act does not extend to “authors, editors or publishers” as defined in the 1996 *Defamation Act*. This is likely to perpetuate the confusion over the legal definition of an internet intermediary.

Section 5 of the Act links the protection from liability in section 10 to a complex notice and takedown regime contained in Website Operator Regulations. So long as the website operator complies with the regulations, section 10 provides the operator with broad immunity.
The Regulations provide that where the poster of defamatory material is not identifiable, the claimant may give the website operator notice of a complaint. The notice must include the complainant’s name, the statement concerned and an explanation why it is defamatory of the complainant, the location of the statement on the website, and “such other information as may be specified in regulation.”

On receiving a notice of complaint, the website operator must determine if it has an email address for the poster. If it does not have this contact information, then its sole duty is to remove the offending material within 48 hours and advise the complainant of such.

Assuming the operator does have an email address for the poster, it must respond to the complaint according to a complex flowchart of notices and timeframes. Most paths along the flowchart will end in the statement being removed from the website. However, there is no obligation on the operator to remove the statement where the poster complies with the timelines and provides its name and address to the operator but refuses to consent to removal of the statement and refuses to allow its identity to be disclosed to the complainant. In this eventuality, the complainant must go to court for relief.

Sections 5 and 10 of the Act and the Website Operator Regulations do go some way to protect freedom of expression while preserving a complainant’s right to a remedy. However, commentators have noted limitations to this scheme. Alastair Mullis and Andrew Scott point out that the substantive issue of defamatory meaning is not really addressed in the notice of complaint and the operator is asked to respond having only “half the story”. Scott further comments in his recommendations to the Northern Ireland government that the scheme perpetuates an insupportable burden on parties who are not actively involved in the allegedly illegal conduct. Functionally, the scheme creates an incentive for complainants to file notices, even where the material is not defamatory, in order to obtain the identity of the poster. Riordan cautions that the scheme risks being used as a “vehicle for reputation management”. Laidlaw & Young question whether it is appropriate for intermediary liability to depend on whether or not the author of the post can be identified. They also recommend a focus on reforming the elements of defamation rather than creating more defences.

3. Other Statutory Limits on Intermediary Liability

Defamatory speech is only one of many forms of illegal online content and different approaches have been taken to different categories of content in determining when intermediaries should be legally responsible. Also recall that most forms of illegal speech existed long before the internet was invented. Just as is the case with defamation, each of these forms of speech has been governed by a pre-existing set of legal rules that has now been adapted in one way or another to this new means of transmission. This section explores some of these analogous regulatory regimes.

i. U.S. Communications Decency Act, s.230

Introduced in 1996, section 230 offers broad immunity to “interactive computer services”, including ISPs, hosts and search providers, by providing that they are not publishers or authors of information provided by another information content provider. Section 230 is effective to summarily dispose of two-thirds of lawsuits involving allegedly defamatory content. Immunity operates even in cases where the intermediary is well aware of the illegal content on its site.

We have discussed above the important benefits of limiting intermediary liability in protecting freedom of expression and encouraging continued social and economic growth and technological innovation. However, there is also a cost to the kind of blanket protection of intermediaries available in the U.S. An example of the extreme effect of s.230 is Jones v. Dirty World Entertainment Recordings LLC [2014]. The Dirty is a website dedicated to posting negative and offensive comments about people. People send in submissions and the Dirty chooses selections to edit and post. In this case, the Dirty posted photographs about the plaintiff that were found to have hurt her reputation in the community. The Court of Appeal held that, notwithstanding that the Dirty had encouraged and facilitated the defamatory posts, s.230 applied to protect the Dirty from liability.
Although there are those who argue that s.230 remains necessary to protect the internet industry, a number of problems with absolute immunity have been identified, not the least of which is that it is ineffective to deter or remedy unlawful behavior. Laidlaw & Young also note that s.230 was enacted before the dangers of unregulated internet speech were fully appreciated.

Some commentators believe that the blanket protection in s.230 in the U.S. has allowed the internet industry to flourish to the benefit of all. The LCO is not in a position to assess these arguments. It is important to keep in mind, however, that s.230 has important consequences for individuals who have had reputations harmed over the internet.

**ii. European Union E-Commerce Directive**

The E-Commerce Directive (Directive) was designed to protect intermediaries from liability in order to promote the “free flow of information” and “continued development of electronic networks”. The Directive provides “safe harbour” to different categories of intermediaries. Article 12 protects “mere conduits” from liability where they are not authors of the transmission, they do not initiate it and they do not interfere with it. This provision is directed at passive intermediaries such as ISPs. Article 13 protects “caching” from liability where it is automatic, intermediate and temporary, it does not modify the information cached, it complies with industry rules and steps are taken to remove caches corresponding to original material that has been determined to be illegal. Article 14 protects “hosting” from liability for stored information where there is no actual or constructive knowledge that the information is illegal and, upon receiving such knowledge, the host acts “expeditiously” to remove the information.

It is Article 14 that is most often engaged in relation to application layer services such as website hosts. However, the Article 14 safe harbor is applicable only in respect of the storage of information. It does not capture intermediaries who actively manipulate information or website hosts who voluntarily moderate content. For this reason, it has been criticized as creating the perverse incentive, discussed above, for intermediaries to refrain from beneficial voluntary moderation in case it might lead to liability. It has been criticized as creating the perverse incentive, discussed above, for intermediaries to refrain from beneficial voluntary moderation in case it might lead to liability.

Laidlaw & Young review a list of criticisms that have been leveled at the Directive regime including uncertainty over the types of intermediary activities captured by Article 14 on “hosting”, uncertainty on the meaning of “knowledge” and “notice” and uncertainty as to the notice and takedown procedures. It would appear that the Directive does not offer a significant advantage over the common law of publication in this regard.

One ambiguity that is particularly relevant for our purposes is the issue of what amounts to “knowledge” or “notice” in the context of allegedly defamatory material. Defamatory meaning is notoriously difficult to identify even with the benefit of a full trial. Something more than a complaint is necessary here, which leaves the intermediary in the unenviable position of attempting to assess the legal validity of the complaint.

Another limitation of the Directive is that the effectiveness of notice and takedown will be undermined where defamatory content may be repeatedly reposted as fast as it is taken down. There is no general obligation on intermediaries under the Directive to actively monitor for illegal content although there is provision in the Directive allowing States to require monitoring in specific cases.

**iii. Copyright Legislation in US and Canada**

Both the U.S. and Canada have legislation immunizing internet intermediaries from liability for copyright infringing content where the intermediaries meet detailed requirements for responding to notices of infringing content.

The U.S. *Digital Millennium Copyright Act* (DMCA), section 512, imposes a notice and takedown regime that bears some similarity to the EU e-Commerce Directive but is much more detailed in the policies and procedures that intermediaries must administer in order to maintain immunity. Section 512 has been in operation since 1998. A key criticism of the regime is that intermediaries have little incentive to deny takedown requests. It is cheaper and safer to err on the side of caution, notwithstanding the associated chill on freedom of expression.
Canada’s notice and notice regime in the Copyright Act, effective as of 2015, was developed partly to overcome the problem of excessive takedowns under the US regime. In the Canadian regime, immunity for internet intermediaries is not tied to notice and takedown but, instead, to notice and notice. In other words, the intermediary’s responsibility on receiving notice of infringing content is only to pass notice on to the infringer. The purpose of the regime is educational and to discourage infringement. From the perspective of the copyright owner, it remains necessary to bring a court application in order to seek a remedy against the infringer.

An important aspect of the Canadian regime is that failure to comply with the notice and notice requirements does not expose an intermediary to liability for copyright infringement. Instead, the penalty is an order of statutory damages from $5000 to $10 000. This is intended to eliminate intermediaries’ perverse incentive to takedown content voluntarily and, instead, to encourage corporate social responsibility in developing internal mechanisms for identifying and removing illegal content. The scheme has been considered by some to be a successful deterrent that rarely requires actual litigation. On the other hand, the new regime has been criticized for lacking teeth, removing liability, and requiring little of ISPs.

The Canadian regime also avoids the problem of prescribing what amounts to effective notice so as to trigger the intermediary’s obligation to pass notice on. The regime leaves the content of the notice up to the rights owner and the intermediary’s role is a relatively passive one; simply to pass the notice on to the alleged infringer. This avoids uncertainty about whether or not the notice is effective and, as a result, intermediaries have been able to develop automated software to process these notices. However, this automated approach has its downside. Certain copyright owners have abused the regime by flooding potential infringers with threatening or misleading notices. One suggestion for curtailing these fishing expeditions would be to impose a modest administrative fee on copyright owners for filing a notice under the regime.

4. International Human Rights Principles for Regulating Intermediary Liability

Any regulatory scheme adopted in Ontario must be compliant with Charter values, particularly as expressed in Crookes v. Newton. However, beyond the Charter there is also the international human rights framework to consider. Several international organizations have applied a human rights analysis and proposed principles to be applied in regulating intermediary liability. The rights engaged include

- user rights to seek and receive information and communicate online,
- user rights to reputation as a legitimate limit on the right to free expression and
- intermediary rights to freedom of expression.

For example, the United Nations Human Rights Council has stated that any restriction of access to internet-based content must comply with Article 19(3) of the International Covenant on Civil and Political Rights. Under this Article, any restriction on freedom of expression must be

- provided by law “which is clear and accessible to everyone”
- necessary “for respect of the rights or reputations of others” (among other justifiable public purposes) and
- the least restrictive means required to achieve the public purpose.

The Human Rights Council makes particular mention of defamation law, warning that it should be “crafted with care” so as to comply with Article 19(3).

In 2011, the United Nation’s then special rapporteur on promotion and protection of the right to freedom of opinion and expression, Frank La Rue, interpreted Article 19 to require that

…any legislation restricting the right to freedom of expression must be applied by a body which is independent of any political, commercial, or other unwarranted influences in a manner that is neither arbitrary nor discriminatory, and with adequate safeguards against abuse, including the possibility of challenge and remedy against its abusive application.
La Rue noted that, while defamation was a legitimate type of information to be restricted, regulations controlling defamation in traditional media may not be “legitimate and proportionate” in the internet context. For example, he noted that the right of reply possible in internet communications may reduce the need for sanctions in certain cases. La Rue further cautioned against states delegating a censorship role onto private entities and proposed a very limited role for intermediaries in notice and takedown regimes. He recommended that intermediaries:

- only implement restrictions after judicial intervention
- be transparent to the user and wider public about measures taken
- forewarn users before the implementation of restrictive measures,
- minimize the impact of restrictions strictly to the content involved, and
- adopt effective remedies for affected users including possible judicial appeal.

La Rue also signed a Joint Declaration on Freedom of Expression and the Internet jointly with other international organizations. This recommends that ISPs and other intermediaries providing “technical Internet services” should be insulated from liability for third party content where they do not “specifically intervene” in that content. It is also suggested that this principle be extended to other types of intermediaries. On the other hand, the Joint Declaration does impose a duty on intermediaries to refrain from discrimination in “the treatment of Internet data and traffic” and to be “transparent about any traffic or information management practices they employ.”

More recently, the current special rapporteur, David Kaye, released a report in 2016 in which he emphasized the important role private industry plays in the exercise of free expression in the digital age. The Report reiterates the weaknesses of notice and take down regimes and highlights the difficulty intermediaries may have in assessing the legality of online content.

Laidlaw & Young recommend that international human rights principles be observed in the LCO’s recommendations. They suggest the six Manila Principles, created by a group of civil society organizations world-wide, as a compelling international human rights compliant framework for regulating intermediary liability:

- Intermediaries should be shielded from liability for third-party content
- Content must not be required to be restricted without an order by a judicial authority
- Requests for restrictions of content must be clear, be unambiguous and follow due process
- Laws and content restriction orders and practices must comply with the tests of necessity and proportionality
- Laws and content restriction policies and practices must respect due process
- Transparency and accountability must be built into laws and content restriction policies and practices.

5. Options for Regulation of Intermediaries in Ontario

In chapter IV above and section B of this chapter, we discussed the confusing state of the common law of publication, particularly in relation to secondary publishers such as internet intermediaries. We noted Laidlaw & Young’s proposals for reforming and simplifying the law of publication by redefining publication to mean a deliberate act to convey particular information. In this section we must consider those and other proposals alongside the possibility of introducing supplementary legislation to delineate some other sphere of responsibility on intermediaries who receive notice that they are hosting defamatory content.

In considering the possibility, scope and elements of a regulatory regime for intermediaries in Ontario, it is worth keeping in mind the list of conflicting principles proposed by John Gregory as relevant to intermediary liability issues. These are: effectiveness, cost, impact on competing values (freedom of expression, reputation and privacy), proportionality, media
neutrality and legitimacy. It is also important for readers to remember that law reform proposals for internet intermediaries are intertwined with more general reforms to the law of defamation. Internet intermediary reforms, coupled with other reforms, must be considered in total to assess the impact of the entire legislative/reform scheme on reputation and free expression.

i. Setting the Scope of a Regulatory Scheme
There are a number of significant policy questions that must be considered before considering the potential details of legislative reform. These questions include:

- Is any kind of legislation appropriate?
- What would be the constitutional and practical limits of provincial legislation?
- Would a statutory code be best directed at intermediary liability in respect of defamatory content or would a more general regime regulating intermediary liability be preferred?

Once these threshold issues are addressed, the next issue is whether a regulatory regime should operate to provide some form of safe harbour to intermediaries from the prospect of liability for illegal content or whether it should exempt intermediaries from liability altogether and, instead, impose a statutory penalty for failure to meet regulatory requirements.

ii. Should Regulation Be Liability-Based or Limited to Statutory Penalty?
An important policy choice in considering options for regulating internet intermediary liability for defamatory content is whether regulation should be liability-based (where intermediaries failing to adhere to regulatory requirements risk being found liable for defamation) or based on statutory penalty (where intermediaries’ exposure is limited to whatever fine or other penalty is set out in the legislation). This policy choice has important practical consequences for both plaintiffs and internet intermediaries and both reputation and freedom of expression.

Notice and takedown procedures such as the Directive and the DMCA are liability-based in that the intermediary risks liability for the illegal content if it does not comply with the regulatory requirements. Notice and takedown procedures are also called safe harbor provisions because they provide intermediaries with conditional immunity (safe harbor) from liability so long as they remove or disable access to content that is considered unlawful or defamatory. Notice and takedown regimes encourage intermediaries to remove unlawful content and this incentive is one of the reasons liability-based regimes have been found attractive.

On the other hand, liability-based regimes have been criticized on several fronts. Laidlaw & Young note that one of the significant drawbacks of these regimes is that they effectively leave the initial decision about the legality of all content on their platforms up to the intermediary. As a result, intermediaries are “forced into a pseudo-judicial role” where they have to decide whether content on their site is defamatory or legal. As noted elsewhere in this report, these are exceedingly complex questions. The SCC has also recognized that these schemes put ISPs in a difficult position of deciding if an objection is well-founded and then choosing to contest the action or possibly breach its contract with a content provider.

Another significant problem with liability-based regulation is that intermediaries have a strong economic incentive to simply take down any content that is subject to a complaint without regard to its legality. Internet intermediaries are commercial entities. Most of the content on their sites is generated by others. Intermediaries, therefore, “have little stake in the content of what has been generated.” In these circumstances, intermediaries have an incentive to avoid potential lawsuits and resulting litigation costs and damage awards by simply taking down any content subject to a complaint. This is undesirable for a number of reasons:

First and foremost, liability-based regimes arguably lead to an unacceptable chill on freedom of expression. In these circumstances, an allegation of defamation can practically be transformed into a restraint on speech very quickly if the intermediary pre-emptively chooses to take down the allegedly illegal material. As Andrew Scott has pointed out: “[t]here is no ‘balancing of rights’ provided for under such a scheme; only a privileging of reputation over free speech.”
Second, taking content down before a judicial finding of defamation is at odds with the common law’s resistance to injunctive relief except as an “exceptional remedy.”\textsuperscript{922} Prior restraint of words to be published is considered to be an undue incursion on free speech that courts will very rarely permit.

Third, liability-based regimes arguably create perverse incentives for intermediaries to not monitor the content posted on their sites. If intermediaries have legal responsibility for illegal content once they become aware of it, they are simply encouraged not to become aware of it. In other words, they are discouraged from exercising corporate social responsibility and developing robust internal procedures for controlling content.\textsuperscript{923}

Fourth, absent more specific legislative provisions, the success of liability-based regimes often depends on the codes of conduct and practices adopted by intermediaries to manage complaints about content posted on their sites. From a legal perspective, the difficulty with these private codes and practices is they may lack transparency or accountability or be applied inconsistently. A further difficulty is that there is no assurance that a corporate code, assuming there even is one, will be consistent with the legal norms in a jurisdiction regarding defamation, free expression or human rights. UN Special Rapporteur, Frank LaRue has noted that a “[l]ack of transparency in the intermediaries’ decisionmaking process also often obscures discriminatory practices or political pressure affecting the companies’ decisions.”\textsuperscript{924}

Fifth, in addition to the substantive reasons for limiting intermediary liability as secondary publishers, there is the practical limit on the effectiveness of take-down orders in an environment where the same content may pop up on another server as quickly as it is taken down.\textsuperscript{925}

An alternative to liability-based regulation is a regime based on statutory penalty, as has been adopted in Canada’s \textit{Copyright Act}. This regime leaves the substantive issues to the courts and simply imposes notice requirements on intermediaries where there are complaints. Intermediaries may be subject to a fine where they do not comply with the regulations but they do not get involved in takedowns and do not risk liability for failure to take down illegal content. The main limitation of this option is that it provides no remedy to those complaining of defamation. The court system, with its attendant delays and expense, remains the only avenue for real relief. The result is that defamatory material may continue to circulate online, causing ongoing harm to reputation. The LCO invites stakeholders to comment on this and other aspects of the Canadian copyright regime as a potential model for regulating intermediaries with respect to defamatory content.

\textit{iii. Laidlaw & Young’s “Notice and Notice Plus” Option}

Laidlaw & Young have proposed what they term a “notice and notice plus” regime.\textsuperscript{926} This option steers a middle path through the existing regimes discussed above. On the one hand, intermediaries would not be exposed to liability for defamatory content. Nor would the intermediary be required to make a determination whether or not content is illegal. However, unlike the Canadian \textit{Copyright Act} “notice-notice” regime, the intermediary would have responsibility to take down content in certain circumstances, thus providing those complainants with an inexpensive, effective remedy.

The Laidlaw & Young proposal is directed primarily at platforms for user-generated content. ISPs or “mere conduits” would not be subject to the regime. Since search engines do not directly provide platforms for user-generated content, they would be subject to a less onerous notice and notice based regime.\textsuperscript{927}

In this proposal, intermediaries subject to the regime would receive complaints based on prescribed forms and subject to a small administrative fee. The notices would be required to include the legal basis for the claim. This would include at minimum a statement that the information is not true. On receiving a complaint, the platform would be required to forward it to the poster responsible for the content at issue. The poster would have one or two days to respond to a complaint, failing which the intermediary would remove the content. Alternatively, the poster might file a notice of dispute stating that the content was lawful and providing a reason. In these circumstances, the intermediary would not remove the content and
the dispute would move to the courts if the complainant wished to pursue it. Other than in these narrow circumstances, intermediaries would not remove content without a court order. Nor would intermediaries have any responsibility to monitor for defamatory content. Laidlaw & Young set out many more details of their proposal in their paper.928

Laidlaw & Young argue that their proposal addresses several of the major difficulties attendant with both liability-based regimes and notice-based regimes. For example, unlike a liability-based regime, Laidlaw & Young state that their proposal:

- does not chill free expression or promote prior restraint because the proposal removes (or at least mitigates) an intermediary’s economic incentive to simply take down offending material,
- promotes clarity and certainty in the application of the rules because intermediaries would not be forced to informally adjudicate disputes,
- promotes transparency, accountability and consistency due to clear, public rules, and
- promotes quicker resolution of defamation complaints because intermediaries would have incentives to develop internal, more streamlined methods for dealing with complaints.

Similarly, Laidlaw and Young believe that their proposal would address a significant shortcoming of the Canadian copyright regime by providing complainants, in certain circumstances, with an inexpensive, quick remedy as an alternative to a court action.

On the other hand, one must consider whether this proposal would lead to a system of takedowns without assessment of their legality or, alternatively, a tendency for these disputes to end up in the courts to be determined in cost-inefficient circumstances.929

**iv. Anonymous Content**

One of the vexing challenges of defamation law, irrespective of the regulatory model chosen, is the issue of intermediaries and anonymous content. The availability and ease of online anonymity may tend to encourage speakers to post unfiltered and, in some cases, defamatory, material. It is not uncommon to see content posted to social media platforms that is clearly defamatory in nature but cannot be attributed to any particular publisher. It is not only unfair to leave victims without remedy in these circumstances, but the lingering presence of this material also may tend to encourage additional anonymous, defamatory content. On the other hand, anonymous speech is an important element of freedom of expression and it is not an answer to say that allegedly defamatory anonymous content should be taken down simply by virtue of the publisher’s anonymity.

The problem of anonymous content and potential mechanisms for dealing with it is addressed in chapter V of this consultation paper. For the purpose of the present discussion, it is important to point out that, in the case of anonymous content, intermediaries are often in the pivotal position of controlling information identifying the primary publisher. Practically speaking, intermediaries are often added to defamation lawsuits not only because of their relatively deep pockets but because plaintiffs do not have sufficient information about the alleged defamer/primary publisher to sue directly.

Therefore, an additional issue in contemplating the regulation of intermediaries is whether or not there should be some regulation of the collection and release of subscriber information by intermediaries in order to facilitate actions against primary publishers. One option for dealing with this issue would be for certain intermediaries to be given the responsibility to maintain a registry of information about the identity of people communicating over their platforms and to disclose that information in certain circumstances. Such a regime would presumably remove some of the pressure to hold intermediaries liable for user content since, once identified, primary publishers would be able to take their place as defendants directly responsible for allegedly defamatory content. On the other hand, any regime for disclosure of information identifying
anonymous publishers must take into account the important role of anonymity as a component of freedom of expression. Currently, courts regulate the release of subscriber information through Norwich orders or other interlocutory motions. The possibility of introducing statutory regulation to replace this judicial function is further discussed in chapter V.

v. Intermediary Regulation into the Future
Looking forward, technological advances may make it increasingly feasible for intermediaries to play a meaningful role in monitoring online content and resolving complaints. On the other hand, if, as seems inevitable, human communications continue to shift over to the internet, it may become increasingly inappropriate for intermediaries to play this fundamental role in regulating speech. Recommendations for the reform of intermediary liability for defamation in Ontario should be directed not at stop-gap regulation that will serve for the time being but at reform that will be relevant well into the future.

Questions for Consideration

35. Should Ontario adopt legislative provisions regulating the role of internet intermediaries in relation to third party content?

36. If so, what kind of regulatory regime is recommended:

a. Liability-based regulation such as
   i. broad immunity from liability as in s.230 of the US Communications Decency Act,
   ii. notice and takedown regime (as in the UK Defamation Act, 2013 or the EU Directive);

b. Regulation based on statutory penalty such as
   i. a notice-notice regime similar to that in Canada’s Copyright Act or
   ii. a notice-notice plus regime (as in the Laidlaw & Young proposal).
VIII. ALTERNATIVE DISPUTE RESOLUTION IN THE INTERNET ERA

“At its best, the law can achieve control without having to be invoked.”

In chapter V above, we discussed a number of procedural issues involved in promoting access to justice in defamation actions. We asked stakeholders to consider what kind of procedural reforms to the court process would achieve proportionality in defamation disputes while preserving the underlying goal of a fair and just process. We also recognized a number of technical features of online defamation (such as anonymity and extra-jurisdictional reach) which make litigation problematic for some online defamation claims.

The goal in this chapter is to look beyond the court system and consider whether there might be an alternative resolution mechanism that better promotes access to justice as well as fair outcomes for online defamation. We ask stakeholders to be both pragmatic and creative here. For example, most online defamation is resolved informally either through direct contact between the parties or by making an online complaint to the social media host of the defamatory content. Many social media hosts are actively involved in evaluating controversial content and taking down content that violates their terms of service. Although not a legal process, online complaint processes do provide a rough and ready solution to high volume, low value claims and are “one of the only effective ways to resolve defamation disputes for some people.” We ask stakeholders to consider what relationship, if any, should exist between defamation law and these online complaints processes. Also relevant to this issue are the notice and takedown regimes adopted in some jurisdictions as an alternative to imposing direct liability on social media hosts and other intermediaries for illegal content. These are discussed in chapter VII above.

We also examine the possibility of a statutory alternative dispute resolution mechanism with the suggestion that some online defamation claims may be diverted to such a process. Here, the internet, which creates so many challenges in resolving online defamation claims, also creates opportunities in the form of online dispute resolution (ODR). We explore three alternative dispute resolution options, including ODR as recommended by Emily Laidlaw in her paper commissioned for this project. We conclude by asking stakeholders to propose their own suggestions for dispute resolution mechanisms that are tailored to the challenges of defamation in the internet era.

A. Why Look Beyond the Courtroom?

1. Limitations of the Court Process

There are at least two reasons to look beyond the courtroom for an alternative dispute resolution mechanism that is effective in resolving online defamation claims. First, are the procedural barriers to accessing justice in defamation actions as discussed in chapter V above. In some cases, the length, complexity and cost of defamation actions are disproportionate to the interests at stake. And there is a tendency for plaintiffs to start down the litigation process in order to vindicate reputation even where the costs of doing so far outstrip any damages awarded.

Second, we have seen throughout this paper that there are a number of features of defamation transmitted online that make court resolution more problematic than it is for offline defamation. These are summarized by Emily Laidlaw in her commissioned paper as:

- the defendant problem – defendants may be anonymous or out of jurisdiction
- the jurisdiction and conflicts of law problem – limited ability to enforce transnational disputes
- the permanence problem – complete removal online is unlikely to be possible
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- the “network information economy” problem – online reputation is disaggregated
- the community problem – online defamation spreads beyond communities
- the high-volume, low-value problem – most claims are not worth litigating

The remedial limitations of the tort are particularly apparent in the online context. In chapter V, we discussed the problem of enforcing a de-listing remedy beyond the immediate geographical jurisdiction, a serious problem where defamatory content may spread globally with the press of a computer key. As a result of these technical features of online defamation, most online defamation claims never reach the courts.

In response to these limitations with the court process, there is a call for more informal methods of protecting online reputation. According to Solove:

“People resort to lawsuits because of a lack of informal means to find resolutions, because there are no other good options. The goal of the law should be to encourage the development of norms and to spur people to work out their disputes informally.”

Solove’s views are reinforced by the Bailey & Steeves study of youth and defamation commissioned by the LCO. The 20 young people interviewed for the study favoured informal methods for resolving instances of online reputational harm over a legal response. Law was perceived to be costly and slow and less successful at resolving “the social and emotional aspect of the harm.”

2. Protecting Charter Rights

There is no doubt that the court system remains an essential tool for redressing some defamation claims. This chapter and the recommendations in Laidlaw’s commissioned paper are premised on the continuation of the traditional defamation court action with its emphasis on procedural fairness and formal authority. We also recognize the crucial role of courts in protecting Charter rights, including freedom of expression.

However, the Charter is not the exclusive preserve of the courts, particularly in the internet age. Jack Balkin argues that constitutional rights will be increasingly protected as part of technological and administrative regulation and suggests that a broader group of actors, legislatures, administrative agencies and technologists, will play this role. The possibility is that the role of courts in balancing freedom of expression with protection against harmful online speech should be shared with other institutions more able to adapt to the digital age. Court actions may lie among an arsenal of tools for protecting online reputation and defamation law may now be understood in this broader remedial context.

Therefore, given the cost and other limitations of a defamation action as a means of vindicating online reputation, is there an extra-judicial mechanism that would be appropriate as an alternate route for resolving some of these disputes?

B. Online Complaint Processes

In considering whether there are extra-judicial tools that might be effective in resolving some online defamation disputes, it is first important to examine tools that already exist online. In this section, we consider online complaint processes as dispute resolution tools alternative to the court process. Although they may bear little resemblance to the legal adjudicative processes with which lawyers are familiar, it is fair to say that many more disputes involving online reputational harm are resolved using online complaint processes than are subject to legal claims.

1. The Operation of Online Complaint Processes

What is most likely to happen when someone is defamed on social media? If the person knows who is responsible, their first response may be to complain to the person directly. If they are a young person, they may complain to their friends or
their school. However, many people will click the online button “report post” and submit an online complaint to the social media site hosting the defamatory content.

Social media hosts regulate defamatory content to varying degrees through terms of service and codes of conduct. The broad spectrum of such policies reflects the commercial purpose of these services. Some social media hosts explicitly prohibit use that “defames” an individual or group of individuals. Some even provide guidelines on how to avoid writing defamatory reviews. Others, such as discussion boards, are less likely to incorporate legal language. Reddit discourages users from conducting “personal attacks”. Twitter’s policy simply prohibits “illegal activities”. 4Chan has no warnings at all against defamatory statements. These policies operate as social contracts, building trust among users. Requiring users to agree to a code of conduct promotes a safe environment which, in turn, attracts users and furthers the site’s commercial success.

Some degree of moderation is essential to protect the integrity of these services. Most social media hosts use a combination of user-based policies, in-house moderation and algorithmic mechanisms. Users are relied on to flag problematic content at first instance. In this sense, the process operates as a form of user self-regulation. Some social media hosts allow users to nominate volunteer moderators to oversee the speech-conditions of the community. Others, such as Reddit, primarily moderate content through an algorithm. What appears in the feed is what has been voted up or down by users. Thus, the community directly judges what should be seen or not seen on a discussion thread.

Large social media hosts, such as Facebook and Twitter, have devoted extensive resources to in-house moderation. Facebook receives approximately 2 million requests to remove content weekly. Facebook’s 4500 moderators process these requests and remove approximately 39% of them.

Some social media hosts use algorithms that automatically filter results out if they meet specified thresholds such as spam or hate speech. However, algorithms often misinterpret language, meaning and context and can inadvertently censor users. Certainly, they are not currently capable of appreciating the nuances of defamatory language. Although there has been some rudimentary experimentation of anti-defamation algorithms, the definition of defamation adopted for this purpose has been wholly inadequate to capture its complexity. It remains to be seen whether some form of automated moderation of defamatory communications may become possible in the future.

Where moderators detect offensive content, internal enforcement tools may be triggered. Social media hosts may remove content, suspend access, restrict privileges, and expel users. Some platforms have appeal processes.

2. Limitations of Online Complaint Processes

Although online complaint processes are a fact of internet use in the 21st century, this is not to say that they are necessarily suitable as a legal process for resolving defamation claims. Online complaint processes have few of the hallmarks of procedural fairness and none of the authoritativeness of a judicial decision. As Emily Laidlaw observes:

Principles of due process that we expect of a court system, such as notice, a right to be heard and to hear the case against you, transparency, a right to confront witnesses, and access to a neutral decision makers, aren’t even notionally replicated in most company dispute resolution systems, particularly in the social networking context.

In addition to this general concern for procedural fairness, there are at least three particular drawbacks to these complaint processes as a form of alternative dispute resolution for online defamation claims.

First, these complaint processes target offensive content generally and most often do not apply legal principles in distinguishing between different forms of harm. For example, when reporting a post on Facebook, the user is given the following options to describe the post: “It’s rude, vulgar or uses bad language, It’s sexually explicit, It’s harassment or hate speech, It’s threatening, violent or suicidal, Something else”. These categories are defined by the social media host’s terms
of service or other internal policies. There is no commitment on the part of social media hosts to apply the substantive law of defamation, for example, in enforcing their policies. And, in any event, defamation claims are particularly difficult to assess based only on a paper process.\footnote{957}

Second, many large social media hosts are global corporations with little connection to Canada or Canadian law. To the extent that they apply legal principles in enforcing their policies, these are most likely to be U.S. legal principles reflecting the \textit{First Amendment} rather than Canadian law.\footnote{958} In defamation law, this distinction may have a significant impact on outcome.

Third, online complaint processes are highly discretionary and there is at least some question as to how effective they are in addressing offensive communications. According to a Buzzfeed News survey of 2700 Twitter users, in more than 90% of complaints about offensive tweets, Twitter either did nothing or it determined that the tweets do not violate its policies.\footnote{959} The report offers the following breakdown of Twitter’s responses to user complaints:

\begin{center}
\textbf{What happened after you reported an abusive tweet?}
(2,115 responses)
\end{center}

\begin{itemize}
    \item 46.6\% \textbf{Nothing} (beyond Twitter’s blocking mechanism taking effect) (982)
    \item 28.2\% I sent a report but \textbf{never heard back} what happened (618)
    \item 18.2\% Twitter reviewed the content and issued a notice suggesting \textbf{it did not violate the rules} (385)
    \item 2.6\% Twitter \textbf{deleted} the offensive account (56)
    \item 2.1\% \textbf{Other} (44)
    \item 1\% Twitter \textbf{issued a warning} to the user of the account (22)
    \item 0.2\% \textbf{A representative from Twitter} reached out to you (5)
    \item 0.1\% \textbf{An executive from Twitter} reached out to you (3)
\end{itemize}
3. Social Media Hosts as Decision-Makers: The European Example

The institutional competence of intermediaries such as social media hosts to resolve disputes about some forms of online information has been considered in the context of the EU Google Spain decision, further discussed in chapter VI. The CJEU held that the search engine Google should be required to remove personal data located online where it is “inadequate, irrelevant or no longer relevant, or excessive in relation to” the “purposes for which [it was] collected or processed.”

This new legal obligation puts search engines in a decision-making role and gives rise to similar concerns for procedural fairness and evidentiary rules. One of the members of the Google Advisory Council raised this concern in the Advisory Council’s final report to Google in 2015:

*I completely oppose the legal situation in which a commercial company is forced to become of the judge of our most fundamental rights of expression and privacy, without allowing any appropriate procedure for appeal by publishers whose works are being suppressed. The European Parliament needs to immediately amend the law to provide for appropriate judicial oversight, and with strengthened protections for freedom of expression.*

On the other hand, another member of the Advisory Council argued that the decision to de-list in response to a user complainant is a typical decision made by commercial search engines based on internal policies and the contractual relationship with their users and that this should remain within the private domain:

*The search engine is the responsible body to decide on the removal request. This is a typical relationship between a private user on the one hand, who requests the removal and a private company on the other hand, which is entitled to decide whether it grants or denies the request. This right to decide cannot be taken away from the company.*

The Advisory Group to Google heard several suggestions for structuring a decision-making process in response to de-listing requests. These included a court-like model where the publisher of the information would be given notice of the complainant’s request to delist and Google would set up a fair process for balancing their respective interests. Another option was a public mediation process modeled on the process for resolving domain name disputes.

In its Final Report, the Advisory Council to Google repeated these suggestions but did not adopt them. However, it did recommend that Google publish its decisions on de-listing requests in order to promote transparency. It also recommended that both data subjects and publishers should have the right to challenge Google’s decision to a public authority or the courts.

4. Indirectly Regulating Online Complaint Processes

In chapter VII above, we discuss various regulatory models that impose a process on social media hosts and other intermediaries for notice and takedown of offensive online content. These operate as an alternative to holding intermediaries directly liable for the content. The premise behind these models is that intermediaries are not publishers and should not be responsible for adjudicating what is or is not acceptable online content. Therefore, these models do not purport to directly regulate online complaint processes, for example, imposing legal standards to be applied in evaluating content. Instead, they offer an indirect, procedural approach.

The key, according to Laidlaw, is to incentivize social media hosts and other intermediaries to impose resolution structures that “pass muster.” She and Hilary Young recommend a notice, notice plus framework under which intermediaries would be required to pass on notice of an allegation of defamatory content to the publisher and to remove allegedly defamatory content in narrow circumstances. Intermediaries would not be legally responsible for content that they do not create and non-compliance with the scheme would result in a fine rather than liability. One way of encouraging robust terms of service would be to assess the terms of service in setting the quantum of any fine. This recommendation is discussed further in chapter VII above.
C. Statutory Alternative Dispute Resolution

What other tools might be available to resolve online defamation claims outside the court process? In this section, we discuss the idea of developing a statutory dispute resolution mechanism that would operate as a legal alternative to a lawsuit and to any online complaint process that might exist.

The proposal for a dispute resolution process alternative to the courts does involve some challenges. These are similar to the challenges involved in simplifying the court process discussed in chapter V above. A key concern is the relative complexity of defamation law that, most often, does not revolve around the interpretation of a contract or the non-payment of money.970 How can an adjudicator accurately assess defamatory meaning or the public interest in a streamlined manner?

Another challenge is ensuring that a specialized dispute resolution body does not become just one more costly step in a process that ultimately leads to court proceedings anyway.

Laidlaw’s commissioned paper considers what variables should be considered in seeking a dispute resolution framework for online defamation. These are:

- speed of resolution
- reach of resolution to the right communities
- using the discursive nature of internet communities in the resolution
- containment and erasure of defamatory information
- costs of resolution.971

She further suggests that an acceptable dispute resolution framework would allow for: containment and erasure of information, identifying defamatory information as contested (through a flag or something similar), identifying the information as false (flag, notice or something similar), public apology, correction, right of reply, declaration of falsity.972 Laidlaw surveys a number of possible models in her commissioned paper.973 We focus on the most likely here.

1. Mullis/Scott ADR Proposal

Various proposals were made during the UK defamation law reform exercise for a specialized body (court, tribunal or arbitrator) to determine defamation claims in a streamlined, low-cost process.974 One example is a proposal by Alastair Mullis and Andrew Scott for a two-track model of defamation dispute resolution.975 The purpose of this proposal would be to “emphasize the swift resolution of complaints and the provision of discursive remedies.”976 Claims would be triaged with the vast majority of claims being diverted to a track one streamlined process operated by the courts or an administrative body.

Mullis & Scott suggest that specialized adjudicators hear track one claims. For example, self or statutory media regulators might adjudicate cases involving a media publication and expert professional panels might be struck to hear cases involving academic or other specialized publications. For online defamation, Mullis & Scott suggest that the Internet Service Providers Association might create a dispute resolution body to adjudicate such cases.977 Each of these adjudicators would be subject to judicial review by the High Court on traditional grounds.978

Track one claims would proceed on the basis that the alleged defamatory statement means what the claimant alleges that it means, so long as that is reasonable. The primary defences would be truth and honest comment. The emphasis would be on discursive remedies such as a correction or retraction, public apologies or declarations of falsity.979 Flags would be used to identify contested online content. More serious or damaging cases would proceed to the High Court along with cases involving the public interest.

The authors conclude that nothing short of a “radical revision to the law and procedures of libel” will lead to an appropriate balance between free expression, reputation and access to justice.980
2. Laidlaw Online Dispute Resolution (ODR) Proposal

Laidlaw argues that the particular goals of an internet defamation resolution framework (dispute avoidance and containment, accessibility, speed, discursive remedies) are best achieved using a techno-legal response. She suggests that online dispute resolution (ODR) “provides a fundamental opportunity for reform.” In contrast to ADR, ODR can be cheaper, faster, transparent and more flexible. It provides a route for low-value disputes that otherwise would not be resolved. On the other hand, it is not as suitable for legally complex claims and it does not allow for the emotional and psychological benefits of negotiating in person. ODR comes with privacy risks that must be managed and it must gain the trust of users. In order to be successful, ODR must also allow for effective enforcement.

Government-created ODR is currently in operation in a number of jurisdictions, including British Columbia where the Civil Resolution Tribunal (CRT) was created to resolve small claims (under $5000) and condominium disputes. The CRT operates in four phases: solution explorer, negotiation, facilitation and adjudication. The first phase is information-based and free, provided by way of an interactive online tool. The software helps categorize and narrow the complainant’s problem and sets out possible paths to resolution. The second phase requires that the complainant use drop-down menus and templates to set out the problem for resolution and encourage party to party negotiation. The third phase involves online mediation by a human mediator. The fourth phase involves online adjudication by a tribunal member leading to an enforceable decision.

Laidlaw recommends the introduction of an ODR system based on the CRT as a means of resolving high volume, low value online defamation claims. This remedial option would exist alongside existing intermediary complaints mechanisms and the notice-notice-plus regime recommended in the commissioned paper by Laidlaw & Young.

Laidlaw emphasizes the need for specialization of any dispute resolution mechanism adopted. Defamation law is technical and “simplification comes by way of experts facilitating negotiations and adjudicating disputes.” She suggests that lawyers with defamation expertise would be “ideal candidates” to play this role. Laidlaw further suggests that the ODR process be voluntary for the claimant as most complementary to the court process. Intermediaries would be required to provide a link to the ODR mechanism to Ontario users.

The creation of an ODR mechanism for online defamation claims would also come with challenges. A problem with any direct method of dispute resolution is forcing defendants to the table. This is particularly so in the online defamation context where there is no contractual relationship between the parties. Many defamers post anonymously and there is no way to identify them without involving intermediaries. Furthermore, defamers may be outside the province and unwilling to submit to the jurisdiction. We discuss both these issues in chapter V above. Laidlaw notes that indirect enforcement would be possible either by using the decision to require an intermediary to take down the content or by simply publishing the result.

Another challenge would be to establish the scope of the new mechanism. The LCO’s mandate is to examine online defamation but we have seen that most people experiencing reputational harm online do not stop to consider whether that harm constitutes defamation, invasion of privacy, cyberbullying, revenge porn and/or online harassment. And the interests of plaintiffs may be very different in privacy cases than in defamation cases. We discuss the overlap between these related claims in chapter VI above.

3. CyberSCAN: Investigation and Informal Complaints Resolution

This last example of an alternative dispute resolution process is a bit different than the models discussed above since it involved a proactive investigatory body that was mandated to go into the community, gather the facts and attempt to
resolve instances of cyberbullying. We discussed Nova Scotia’s legislative regime for combatting cyberbullying in chapter VI above.\footnote{993} Although the Nova Scotia legislation was struck down as unconstitutional, we may still learn from the administrative regime that the government set up for the purpose of dealing with cyberbullying complaints.\footnote{994}

The \textit{Cyber-safety Act} created a civil tort of cyberbullying and gave judges the power to make protection orders.\footnote{995} However, in addition to these remedies, the legislature amended the \textit{Safer Communities and Neighbourhoods Act}, providing for CyberSCAN, a complaints resolution and investigative unit to handle prevention orders.\footnote{996}

Anyone with knowledge of cyberbullying was encouraged to file a complaint with CyberSCAN. Once the complaint was received, the Director had broad powers to investigate it, seek further information, send a warning letter to the source of the electronic communication, ask an internet service provider to halt service to that source, and try to resolve the complaint by agreement or informal action.\footnote{997}

Where necessary, the Director could also make a court application for a prevention order. A prevention order could include a number of provisions ranging from an order prohibiting the respondent from engaging in cyberbullying to an order confiscating any electronic device and discontinuing service from an internet service provider.\footnote{998}

According to the CyberSCAN brochure:

\begin{quote}
\textbf{How can CyberSCAN help me?}

CyberSCAN investigators will first try to stop the cyberbullying by talking to everyone involved, including schools and families. If that doesn't work, the investigators can apply for a prevention order to stop the bullying by:

- ordering the cyberbully to limit all contact with you;
- limiting the cyberbully’s use of technology or taking away the their computer, cell phone, other mobile devices, and/or internet service, so they cannot use it to bully.

Court orders are valid for one year.\footnote{999}
\end{quote}

CyberSCAN handled over 820 cyberbullying complaints until the invalidation of the legislation.\footnote{1000} The invalidation of the CSA removed CyberSCAN's complaint resolution mechanisms and investigative powers.\footnote{1001} Currently, it operates as an educative force against cyberbullying.\footnote{1002} Nevertheless, the CSA offers a glimpse of an informal, community-based possibility for dealing with some forms of online defamation outside of the courts.

\textbf{D. Future Regulation of Online Reputation}

Defamation law and the alternative dispute resolution processes that we examine in this chapter operate as \textit{ex post facto} tools to vindicate, contain or erase reputational harm once it has occurred. An alternative in the future may be to look to the internet itself as a form of preventative regulation. According to Roger Brownsword,

\begin{quote}
...[C]onduct is sometimes most effectively channeled by relying, not on norms, pressure, or financial signals, but on 'code', on integrated technology or design – that is, as Lawrence Lessig puts it, on a West Coast rather than a (traditional) East Coast approach to regulation.\footnote{1003}
\end{quote}

The problem of regulating or limiting defamation in the internet age must be viewed from a forward-looking perspective. What legal tool will be effective to control defamatory speech as technology develops over the next several decades? Although it seems that human communications have been revolutionized since the early 1980s, many argue that the internet is still in its infancy and that we will not be able to recognize the internet and internet communications of 2047.\footnote{1004} Proposed extra-judicial tools for remedying defamation should be examined with this in mind.
Questions for Consideration

37. In your experience how successful are online complaint processes at resolving disputes over offensive online content? What role, if any, should online complaint processes play as an extra-judicial tool for resolving online defamation disputes?

38. Should a statutory dispute resolution mechanism be made available for some defamation claims as an alternative to the court process? If so, what considerations are important to its design? Should specialized rules or procedures be developed for offensive content involving children?
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APPENDIX B – QUESTIONS FOR CONSIDERATION

1. What lessons are to be learned from the law and law reform efforts of other jurisdictions on the issues in this project? How applicable are these lessons to the Ontario context?

2. Can or should defamation law reform in Ontario differentiate between the following and, if so, how:
   a. Traditional communications and internet communications,
   b. Reputational harm on the internet and reputational harm offline,
   c. Different forms of internet communications,
   d. Traditional media publishers, bloggers/citizen journalists and other internet publishers

3. Are there new or emerging technologies or issues that the LCO should consider when analyzing the impact of the internet on defamation? What considerations should the LCO take into account to ensure that our recommendations are likely to remain relevant as technology changes?

4. How is our understanding of freedom of expression interests, issues or expectations different in the internet era? What, if any, significance does this have for defamation law reform in Ontario?

5. Has our understanding of truth and falsity changed in the internet era and how should this affect defamation law reform in Ontario?

6. Are reputational or privacy interests, issues or expectations different in the internet age? If so, what significance does this have for defamation law reform in Ontario?

7. Would legislative reform of the test for defamatory meaning be appropriate or should this area of defamation law continue to evolve incrementally through case law? If a new test were adopted, what elements should be part of this test?

8. Should Ontario adopt a statutory definition of “publisher” that would require an intentional act of communicating specific words? (Also see chapter VII below.)

9. Should the statutory presumption of publication in newspapers and broadcasts be extended to some forms of internet publication?

10. Should the multiple publication rule be replaced with a statutory single publication rule, as in the UK? If so, what limitation period should be applicable to defamation claims?

11. Should a fault requirement be introduced into the tort of defamation in Ontario? If so, at what stage of the analysis should fault be considered?

12. Is the presumption of falsity in defamation law still appropriate? Should the law require plaintiffs to prove falsity?

13. Is defamation law’s emphasis on the distinction between true and false communications still appropriate in the internet age?

14. Is the presumption of harm in defamation law still appropriate?

15. Should Ontario adopt a serious harm threshold similar to that adopted in the UK Defamation Act, 2013?

16. Should the common law defences for defamation be reformed or codified as has occurred in the UK Defamation Act, 2013?

17. What principles should be applied in adapting damages awards and injunctions to internet defamation?

18. Should Ontario adopt legislation creating new remedies for defamation that more directly vindicate the reputation of a successful plaintiff and are responsive to the nature of internet defamation?
19. Should Ontario continue to maintain the distinction between libel and slander? If so, should internet communications be considered to be libel or slander?

20. Should corporations retain standing to sue for defamation in the internet age? Should they continue to be entitled to rely on the presumption of harm and presumption of falsity?

21. What evidence is there of libel tourism or inappropriate forum-shopping occurring in Ontario?

22. Does the current common law test for assuming jurisdiction strike an appropriate balance between protection of reputation and freedom of expression? Should Ontario adopt a statutory provision similar to s.9 of the (UK) Defamation Act, 2013 for multi-jurisdictional defamation actions?

23. Should the notice period in ss. 5(1) of the LSA be eliminated from Ontario law? If not, how long should the notice period be and how long should the publisher have to respond to the notice? Should notice/retraction be made available in relation to a broader range of publications?

24. Should the special limitation period in s. 6 of the LSA be eliminated so that all defamation claims are subject to the two year general limitation period in Ontario’s Limitations Act?

25. What are the best options for reducing cost and complexity and promoting access to justice in defamation proceedings?

26. Is Rule 20 of the Rules of Civil Procedure an appropriate and sufficient mechanism for the preliminary hearing of issues in defamation proceedings? Should Ontario adopt UK-style preliminary issues hearings or summary disposal measures?

27. What impact has the PPPA had on the process and outcome of defamation lawsuits in Ontario? Does the PPPA achieve an appropriate balance between the interests of parties to defamation proceedings?

28. What is current practice on the use of juries on Ontario defamation trials? Should the right to a jury trial for defamation actions be limited in Ontario?

29. Does the current test for obtaining a Norwich order appropriately balance anonymous free speech, privacy interests, the value of a broad discovery process and the administration of justice? Would legislation addressing the identification of anonymous defendants be appropriate?

30. What principles should be applied in deciding whether to grant anonymization orders to plaintiffs in defamation proceedings in the internet age?

31. What impact does the evolution of privacy law have on defamation? Should the LCO consider statutory reform similar to New Zealand’s Harmful Digital Communications Act?

32. What principles or factors should guide the analysis of intermediary liability and how should intermediaries be categorized for this purpose?

33. In what circumstances, if any, should internet intermediaries bear legal responsibility for defamatory content created by someone else?

34. Do recommendations 1 to 3 in the Laidlaw & Young commissioned paper represent desirable reform in this area? Why or why not?

35. Should Ontario adopt legislative provisions regulating the role of internet intermediaries in relation to third party content?
36. If so, what kind of regulatory regime is recommended:
   a. Liability-based regulation such as
      i. broad immunity from liability (as in s.230 of the US Communications Decency Act) or
      ii. a notice and takedown regime (as in the UK Defamation Act, 2013 or the EU Directive);
   b. Regulation based on statutory penalty such as
      i. a notice and notice regime (as in Canada’s Copyright Act) or
      ii. a notice and notice plus regime (as in the Laidlaw & Young proposal).

37. In your experience how successful are online complaint processes at resolving disputes over offensive online content? What role, if any, should online complaint processes play as an extra-judicial tool for resolving online defamation disputes?

38. Should a statutory dispute resolution mechanism be made available for some defamation claims as an alternative to the court process? If so, what considerations are important to its design? Should specialized rules or procedures be developed for offensive content involving children?
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